


Table of Contents

X360SyNC for AAMINISITALOrS .......iiiiiie e e e e e e e e e 6
How to Navigate the Administrative Web Portal .............ccccooeiiiiiiiiiiiiii, 10
How to Review the Dashboard ..., 11
Creating and Configuring Organizations ............ccccuueriiiimiiiiiiiee e 14
OrganiZAtIONS ...ttt e e e e e e e s 14
Master Organization ..............coovieiiiiiiiiiiiie e e e e e e 14
Structuring Organizations .............eeeeeeeieieeeeieeeaiee e 15
SUDOIQANIZALIONS .....eevvviiiiiiiiie e e e et e e e e e e e e e e e e eeeeeaeeaaeraaanns 16
How to Create a New Organization ...............couuuuiiiiiiiiieeeeeeeeeeeeeeeeeeeeennianns 17
How to Update Settings and Policies for an Organization .......................... 26
How to Manage Inherited Policies in Suborganizations .............................. 27
Organization POICIES .........ooviiiiiiiiiii e 28
USEI SELHNGS .oeveveiiiiiiiiiiiie e e e e et s s s e e e e e e e e e e e eeeeeeeessaeaaanes 32
THIM SEHINGS ..o e e e e e e e 36
PUIJE SELHINGS ...viieiiiieiiiiiiie ettt 36
APILTOKEN SEHINGS ..vuoiiiiiiie e 37
Bandwidth Settings ........coooviiiiiiice e e 37
How to Specify an Email SErver ...........oooovvviviiiiiiiiiiii e, 38
oV B Y o PSS 38
How To Specify an Email Server ...........ccccovviviieeiiiceeeeee e 38
How To Troubleshoot Email Errors .........ccooovveviiviiiiiiiiieis e 40
How to Set Custom Branding ............oouvviiiiiiiiiiiiiiieeeeeeeeeee e 40
How to Set Up File Server Enablement ............cccccooi i, 44
Important Notes and Best PractiCes ..........cccuvvvviiiiiiiiiiiiiieeeeeeeeeeee 44
INSTIUCTIONS .ttt e 45
How to Set Up Two-Step Authentication .............ccoovvviviivieeieiiiiicceeee e 50
Configuring Two-Step Authentication .............ccooeviiiiieiiieiiiee e, 51
How to Specify the From Email Address for System-Generated Emails .... 52
How to Create Email TEMPIALES ......oevviiiiiiiiiiiiiiiieiiii e 53
TemMPIAte TYPES ... 53
Defining Email Headers and FOOLErS ...........occcciiiiiiiiiiiiiiiiecceeeeeeeeee 54
Defining Email Content ..........oooviiiiiiiiiiee e 55

Page 2



. 56
How to Integrate with a PSA System—Autotask ...........ccccccceeeieennnnnn, 56
Step 1: Create an APl User in Autotask ..............evvciiiiiiiiiiiieeeeeeeeeee, 57
Step 2: Enter Autotask Credentials in X360SYNC ..........cccoevvvvvveeeiinnnnne 58
Step 3: St UP AIBIES ... 59
How to Integrate with a PSA System—ConnectWise ........cccceeveveeeiieeeeeeenn. 60
OVEBIVIBW .ttt s ettt s e e e e e e e e e e e e e eeeeeeeesaeennnennnnnes 60
Prer@QUISITES ...oovevieiiiiieies ittt e e e e e e e e e e e aeeeeeees 61
Step 1: Create an APLKEY ....cooviiiiieiieii e 61
Step 2: If Configuring Billing, Set Up ConnectWise Products and
F o (=TT 0 0 T=T o £ PP 62
Step 3: Enter ConnectWise Credentials in X360SyNC ...........ccvvveeeeenn. 66
Step 4: Map x360Sync Organizations to ConnectWise Customers ..... 68
Step 5: Set Up Alerts in X360SYNC .......ooooeiiiiiiiiiiiiiieeeeee e 68
How to Disable or Delete an Organization ..........ccccocoeeeeeeeeeeeiiieeeeeeeiiiiiiinans 69
Disabled Organizations ............coociiiiiiiiiieee e 69
Deleted Organizations .........ccccooiieeeiiieeieeeieeeeeeeee e 70
How to Turn on Privacy MOE ............ouveiiiiiiiiiiii e 71
How to Create ServiCe PIansS .........ooooviiiiiiiiiiieiiieies e 74
Creating and Managing Accounts and Machines ..........cccoccveeeeeiiiiivieecciiiiiiinnns 78
How to Manually Create USer ACCOUNLS .........covvviveiiiiiiiiiiiiiineene e e e e eeeeeeeeen 78
How to Import User Accounts from a CSV File .........ccccooevieieiiiiii, 81
How to Import User Accounts from an Authentication Source .................... 84
OVEIVIBW .ttt ettt e e e e e e e e e e e e e e e et eeeeeaaeeas 84
NOLES t0 CONSIUET ... e 85
Machine Method ............ouuuiiiiiiiii e 85
Server MEthod ......... e 88
How to Silently Install the Desktop Client ... 91
Installing a Desktop Client in Unattended Mode ............ccccoeeeeeeeininnnnnn. 91
Registering a Desktop Client in Unattended Mode ...........ccccccovvvvvnnnnne 92
TroublesShOOtING ......oovviiiiii e 93
How to Manage USer ACCOUNES ........oviiiniiiiiie ettt e e e 94
HOW t0 UNIOCK USEI ACCOUNLS ....coeeeeeeieeeeeeeeeeeeie e e s e e e e e e e e eeeeeeeeeaennees 97
(@ 77T 1 TR 97
Unlocking LDAP and Activate Directory ACCOUNtS ..........ccccevvvvvevveennnnns 97

Page 3



FOrgot Password PAge .........cceeviiiiiiieeieeeeeeeeeeee e 97

Instructions for Unlocking a User ACCOUNt ......cccooeeveeeieiiiiiiicccceeeen, 98
HOW tO Create GrOUPS ......cooiiiiiiiiiiiiiiiie st 99
How to Manually Create GUEeSt ACCOUNLS .........coevvvvvviiiiiiiiiiieeeeeeeeeeeeaeee, 102
How to Manage MacChinesS .........cccooiiiiiiiiiiieiicice s 106

Managing Machines ..o 106

ACCESSING LOY FlES .o 109

Unlinking a Machine (Remote WIPE€) .........uuuiiiiiieeiieeeieeeeeeeeeeeeiiiiinnns 109
HOW to Manage LAN SYNC ...t 110

(@ 77T V1= 110

Bandwidth INformation ...........cceuviiiiiiiiiii e 111

LAN SynC REQUIFEMENLS ......cooeiiiiiiiieeiiiiiciieesiie e e e e e e 111

LAN SYNC SCENAIIOS ....uuiiiiiiiiiiiiiiiieteeee e e e e e e e e e e e e e e e e eeeeens 112

TeChnICal DELAIlS ......uuuuiiiiiiiiiiiiiiee e 112

HOW TO TUIM ON LAN SYNC ..o 113

Creating and Managing Team Shares and Share LIiNkS .............cccccoevvvvvvviinnnnns 115
How to Create a New Team Share .........ccccceeeeiiiiiieeee e 116

How to Create a New Team Share .............cooooiiiiiiiiiiiiiiiiiiieee e 116

File LOCKING FEALUIE .......vvviiiiii i e 116

S 01555 [0 1 1R 116

ROIES e 116

Permissions and Windows ACL Settings ..........cuueeeeeiriiiieieeneeenniniinnns 118

Planning for Team Shares .........ccccoeeiiiiiiiiiiiiieeceeee e 118
How to Manage Team SNAreS ... 123
How to Manage Share LINKS ..o 126

How to Enable WEBDAV ... 128
SUPPOrtiNg WEDDAV ...t 129
BeNETIS ... e 130
Limitations and Expected BENAVIOIS ............cevvvviiiiiiiiiiiiiiiiiiie 130
Managing File Locking and File Sync Warnings .........cccccccceeeeiieiinineiccccinnnnee, 133
BENETItS ..o e e 133
Configuration OPLIONS ......ccoiiiiiiiie e 133

o q 01T o (=T I = T=T o F= 1V o | S 134
Locking and File Server Enablement ..........cccccceoviiiiiiiiciiciieeeeei e 134

Page 4



File SYNC WarNINGS ....vvueiiiiiiie ettt e e e e e e e e e e e e e e eeeeeaeannannns 135

Allowing End Users to Overwrite ColliSioNS ...........ccceevvvviieeviiiiiiinnnns 135

Monitoring File Sync Warnings .........ccccveeeeeeieiiiiiiiieeeeeeeiiie 136

How to Turn File Locking On and Off ... 136

How to Enable Auto-Locking for Files in a Team Share ................c.coeeee 138

(@ 77T 1 PP 138

Expected Auto-Locking Behavior ... 138
How to Disable Manual Collision ReSOIUtioN .............cceveviiiiiiiiniiiiiniiiinas 139
Creating and Managing Backups ... 141
How to Create a New Backup .......cccuuviiiiiiiiiiiiieieeeee e 141
How to Manage Backups .........ccooviiiiiiiieiciiee e 142
Managing and Monitoring X360SYNC .......ccoovviiiiiiiiiiiiiiiieee e 145
HOW t0 MONItOr ACHIVILY ...vvveeiiiiiiiee e a e 145
How to Create ACHIVILY AlEITS ......oooiiiiiii e 146
HOW t0 Create REPOITS ......uiiiiiie ittt 147

Page 5



x360Sync for Administrators

x360Sync for Administrators

x360Sync is a secure and reliable file synchronization software platform that allows
end users to collaborate, synchronize content from multiple devices, and back up

important files and folders. x360Sync is comprised of two services:

* The server service can be hosted within your internal infrastructure (called the pri-
vate cloud model) or it can be provided by x360Sync’s hosted cloud infrastructure
(called the SaaS model). System administrators install and manage the server
service, and organization administrators can be appointed to help manage the
server service.

* The desktop client is used by end users and is deployed to a multitude of endpoints,
including desktops, laptops, servers, and mobile devices. End users access their
files, folders, and shares through the web portal, their desktop clients, and their
mobile apps.

Organizations

Within the system, you create organizations and suborganizations, which represent a
parent-child hierarchy of entities. An organization might be your internal company, a
customer, a group, a department, or a location. A suborganization is a sub-entity that
exists below the parent organization. Organizations and suborganizations can be
configured to have different settings, while still maintaining a relationship within the
system.

Page 6



x360Sync for Administrators

Users

Within organizations, user accounts are created for end users who work inside an
organization or suborganization. Guest accounts can be created for temporary users
who have been invited to collaborate on, or view, a file, folder, or share. Guest
accounts might be vendors, temporary employees, or consultants.

Data
Data is stored in various roots, including

+ A personal root, which contains data that is created when a user account is gener-
ated in the system. It holds all personal data for the user account.

* A Team Share root, which contains data that is shared with multiple user accounts.

» A backup root, which contains backed up data that can be restored in the event
ofdata loss. Backup roots are not replicated to other machines.

When allocating space quota settings, you should consider that Team Share roots
only count towards the storage quota of an organization. Backup roots and personal
roots, however, count towards both organization and individual user account storage
quota.

Maximum File Size

To promote collaboration and increase file sharing options, x360Sync does not limit
the size of files a standard user or guest user can upload through the web portal or
through the desktop client.

Organization administrators can use the Max File Size policy to control the size of files
uploaded through the desktop client, mobile apps, and web uploads for users and
guests. For more information, please reference the How to Create a New Organization

section of the Guide. Database Files

x360Sync currently does not support the syncing of live database files. Examples
include:

* Live Databases (.dbs)
* Microsoft Access Databases
* Quickbook Files
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» .pst Files
Supported Operating Systems

Desktop clients can be installed on both Windows and OS X machines. It should be
noted that x360Sync only supports 64-bit OS X machines.

@ TIP

Desktop clients cannot be installed under a roaming profile. You can,
however, configure a terminal server environment if necessary.

x360Sync Compression

With x360Sync, your data is synchronized as efficiently as possible. When large,
compressible files over 1MB are placed in the sync queue, x360Sync utilizes an
rsyncbased syncing method that compares the existing revision with the updated
revision, and will only transfer the changed portion. For example, if you edit one row of
a large Excel spreadsheet, that change will be detected, and only that row will be
synchronized. In this way, x360Sync will never unnecessarily re-upload a file or waste
bandwidth, resulting in efficient, quick, and safe file syncing.

When dealing with files that are not compressible, the rsync method cannot be
utilized. These file types will still be synchronized, but must be entirely re-uploaded.
These file types include:

* .mis °.rm
.3gp - dts
e .avi e .aac
* divx ».ac3
o flv - .ape

*.m4v  fla
*.mkv « flac
*.mov *.mda
*.mp4 °.mp1
*.mpg *.mp2
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.mpeg
.vob
.wmyv
.bik

.qt

.mp3
-099
.wma
.mv

.mk
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How to Navigate the Administrative Web Portal

How to Navigate the Administrative
Web Portal

In the administrative web portal, you can access settings and configuration tools to
help you manage the system for end users. You can navigate the administrative web
portal using the left navigation bar.

+ The Dashboard tab provides a snapshot of activity within the selected organization.

» The Accounts tab lists all existing user accounts within the selected organization,
and also allows you to create new accounts and manage existing accounts.

* The Machines tab lists all machines that are registered to user accounts, including
laptops, computers, and mobile devices. The Machines tab also allows you to set
up File Server Enablement.

* The Shares tab lists all Team Shares that currently exist in the selected
organization. You can also create new Team Shares, view the contents of Team
Shares, and manage Team Share permissions.

» The Backups tab lists all backups that have been configured within the selected
organization and allows you to manage and restore backups if needed.

» The Activity tab provides access to the Activity Log page, where you can view
activity within the selected organization. Additionally, you can create alerts so that
you are notified when specific activities occur.

* The Reports tab lists all reports that have been created and allows you to edit and
modify existing reports. You can also create a report based on specific criteria.

* The Service Plan tab lets you define service packages and a create a registration
form for clients. When a client submits a registration form, organizations are
automatically created with a trial account.

* The Settings tab gives you access to configuration options for your selected
organization, including policy and setting options.

* The My Files tab launches the end user web portal where you can access your
personal files, folders, and Team Shares.
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€@ Organization

Default Organization

@ Dashboard
Za» Accounts

Machines

B O

Shares

8

Backups

Activity

Reports

Service Plans

Settings

¥ & @ P O

My Files

How to Review the Dashboard

When you first log in to the administrative web portal, you will see the Dashboard
page, providing overview information for all organizations. Use the Organization

navigation menu to view specific information for individual organizations.
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1. The Overview widget shows allotted space, and compares the percentage of
used and unused space. It also displays the number of user folders, backups,
and Team Shares.

2. The Space Usage by Organization widget shows the breakdown of space used
by each individual organization.

3. The Bandwidth Over Time widget shows the total amount of data transferred—
both uploaded and downloaded—over time.

4. The Space Usage by Extension widget shows how much space is used by each
file type.

5. TheTop Storage Users widget shows top storage usage for user accounts.
The Counts widget shows the number of accounts, admins, guests, machines,
organizations, roots, files, deleted files, and revisions.

The Recent Activitywidget shows recent events that occurred in the system.
The Recently Triggered Alerts widget shows recent events that triggered alerts.
The Space Usage Over Time widget shows the amount of space used by the
system over a period of time.

10. The Top Bandwidth Machines widget shows a list of machines, ordered by
bandwidth usage. Bytes Sent refers to data sent from the server to the desktop
client.

Bytes Received refers to data sent from the desktop client to the server.
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Creating and Configuring Organizations

In the administrative web portal, you can use the Organization navigation menu to
create and manage organizations and suborganizations.

O swachtodassk 3, Amse Doring

e Cowss

Organizations

All of your organizations and suborganizations will be organized in a hierarchy within
the Organization navigation menu, allowing for a scalable environment that can grow
and change according to your needs.

Master Organization

The master organization—which is system generated—will display at the top-level of
the hierarchy, and all other organizations and suborganizations will sit below the
master organization. The name of the master organization will be the company name
that you used when first registering as a partner. For private cloud partners, the
master organization will be titled, All Organizations.

@ TIP

This master organization should remain empty; except for a few trusted
administrators, users should not be given access to the master
organization, and it should never be configured for internal or customer
use.

Master organizations should remain unpopulated for the following two reasons:

» Organization administrators have the ability to view content and user account infor-
mation within the organization to which they have been assigned. Additionally,
unless Privacy Mode has been enabled, they also have the ability to view this
information in lower-level organizations. To mitigate the chance of exposing

Page 14



Creating and Configuring Organizations

sensitive customer data to unauthorized individuals, you should only create
organization administrator users within the organization to which they need access.
The master organization’s Dashboard provides a totaled overview of all
organizationdata usage, activity, and so forth. If the master organization is actively
used as an organization, there is no way to view the actual usage for this
organization apart from suborganizations’ usage.

Structuring Organizations

Instead of populating the master organization with user accounts and data, you should
instead create organizations and suborganizations under the Master Organization.

1.

Master Organization—each new system is populated with a master organization,
which displays at the top-level of the hierarchy. The name of your master
organization is based on your registration settings. The master organization
should remain empty, and can be used to see an overall view of all of your
organizations. Additionally, it is important to only add a minimal number of
administrator accounts to this top level, as accounts added to this level will have
access rights to every organization in the system.

A Parent Organization—you can create organizations for each of your customers,
or for your own internal use. Optionally, you can assign organization
administrators to these specific organizations. These organization administrators
only have privileges to administer the organization to which they have been
assigned.

A Suborganization—you can optionally create lower-level organizations that sit
under the parent organization.
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MY ORGANIZATIONS X

¥ All Organizations o

¥ Organization A o

Acme o

MedHub
» TechCraft

Suborganizations

By default, suborganizations inherit many features and settings from parent
organizations, but also allow you to configure different settings if needed.

For example, if you want to turn on Privacy Mode for one or two users (for example, a
CEO), create a suborganization, add this user, and then turn on Privacy Mode at the
suborganization level.

Or, if you want to restrict storage quota for a Team Share, create a suborganization for
this Team Share, and configure storage quota policies accordingly.

Organization Policies and Settings

When a new organization is created, you will use the Settings tab to configure settings
for the organization, including:

» General information for an organization, including the name, URL, and so forth

 Policies, which control the way in which an organization manages data, users,
filesand folders, API tokens, bandwidth, and other features

« Email settings, which allow you to specify an email server used for
distributingemails

» Authentication source, which allows you to import users from Active Directory
orother related systems
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* Integration with a PSA system (if your organization uses a PSA system), to help
youbetter manage alerts and notifications for individual organizations

» Custom branding, to allow you to define logos and colors used within the system

* Privacy Mode option, which allows you to limit your view of lower-level organization-
al data

How to Create a New Organization

You can create organizations and suborganizations for each of your customers. You
can also create an organization for internal use.

To create an organization:

1. Inthe Organization navigation menu, select the organization under which you
want to create the new organization. For example, if you want to create a new
organization under the master organization, select the master organization. The
selected organization displays.

2. Click the Organization button in the Organization navigation menu.

@ Organization

Default Organization

Dashboard

Accounts

n,
’

Machines

Shares

Activity

Reports

o @ 0 B O

Settings

The Organization Settings page displays.
3. Inthe Organization Settings page, enter information into the Create an
Organization section, including:
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a. Inthe read-only Parent Organization field, view the name of the higher-
level organization. If you want to change where your new organization will
be created within your organization hierarchy, use the Organization
navigation menu to select the parent organization. For example, if you want
to create an organization under the master organization, select the name of
your master organization.

b. Inthe Organization Name field, enter a descriptive title for the organization.

c. Select the Trial Mode checkbox if the organization should be created as a
trial for a customer. Trials expire after a specified number of days.

d. Inthe Trial Until field, select the date on which the trial should expire for the
customer, if applicable. If you select a date in the past, the trial to expire
immediately, and lock out users.

e. Inthe Hostname field, enter a unique URL that will be used when linking to
the organization. Links to resources and shares will be prepended with this
hostname (for example, customer.syncedtool.com). The Hostname field
value can be edited after you create an organization.

f.  In the Organization Slug field, enter a unique identifier, which will be used
to link to your organization (for example,
customer.syncedtool.com/customerorganization). The Organization Slug field
value cannot be edited after you create an organization.

g. Inthe Description field, provide a description of the organization that can be
used to organize and identify the organization.

h. In the Contact Email field, enter the email address that will be used as the
main contact for the organization.

i.  Inthe Default Language field, select the preferred site language for the
organization, which controls the language settings displayed in the web
portal and mobile apps, as well as number formatting. Leave this field blank
to use the default language set for the system.

j.  Inthe Default Timezone field, select the preferred timezone for the
organization, which affects dates and times displayed across the system.
Leave this field blank to use the default timezone for the system.

Page 18



Creating and Configuring Organizations

@ Organization Settings
Parent Organization AllOrganizations
Organization Name * @

Trial Mode?

Trial Until o)

Hostname € .syncedtest.co
.
Organization Slug * syncedtest.co
m/domain/
Description
V2
Contact Email *
Default Language €
Default Timezone €

4. In the Organization Policies section of the page, configure policies for this new
organization, including:

a.

In the Space Quota field, set the space limit for the organization. Space
guota values must be greater than 0 and less than 10000000. As a best
practice, ensure that this limit is enough to account for personal files and
folders, Team Shares, backups, deleted files and folders, revisions, and so
forth. The sync process will stop if this limit is reached. Additionally, you
might consider configuring an alert so that you are notified when the
organization is reaching its set limit. For more information, please reference
the How to Create Activity Alerts section of this guide.

In the Parent is Using area, view the amount of space used by the parent
organization, if applicable. This number will help you understand how much
data is available for this new organization.

In the Max File Size field, set the maximum size of individual files that can
be uploaded into the system through desktop clients, mobile apps, and the
web portal. By default, this is set to 300MB.

In the Excluded Extensions field, enter fileextensions that you want added
to the list of default excluded extensions, making sure that each extension is
separated by a comma. Files with excluded extensions cannot be synced by
the system. If an excluded extension is upload through the web portal, end
users will receive an error messaging notifying them that their file is on the
exclusion list.

In the Max Number of Users field, enter a user limit that will be allowed for
the organization. Alternatively, enter 0, which represents an unlimited
number of users. Suborganizations cannot exceed the maximum number of
users set for the parent organization.
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f.  Select the Allow Creation of Suborganizations checkbox to allow child
organizations to be created under the organization. A suborganization will
inherit this policy from its parent.

g. Inthe Max Number of Suborganizations field, set the maximum number of
child organizations allowed under the higher-level organization.
Alternatively, leave the field blank to allow an unlimited number of
suborganizations. A suborganization will inherit this policy from its parent.

h. Select the Enable Service Plans checkbox to allow the creation of service
plans. A suborganization will inherit this policy from its parent.

I.  Select the Enable Branding checkbox to allow custom styles and logos for
the organization. A suborganization will inherit this policy from its parent.

j.  Select the WebDAV Support checkbox to support WebDAV connections,
which is another way for end users to view and edit files—both personal and
through Team Shares—Ilocated in the cloud. WebDAYV is useful when you do
not want local copies of large files being stored on external machines. For
more information, please reference the End User Guide. A suborganization
will inherit this policy from its parent.

k. Select the Backup Creation checkbox to allow administrators to create
backups from the administrative web portal. A suborganization will inherit this
policy from its parent.

|.  Select the File Server Enablement checkbox to allow machines to be
cloudenabled. With File Server Enablement, you can keep the existing file
structure on the server while allowing remote access to files and folders.

m. Select the Show PSA Tab checkbox to give access to the PSA tab in the
administrative web portal, which is located under the Settings tab. In the PSA
tab, professional services automated systems—such as ConnectWise and
Autotask—can be integrated with x360Sync. A suborganization will inherit
this policy from its parent.

n. Select the Show Authentication Tab checkbox to give access to the
Authentication tab in the administrative web portal, which is located under the
Settings tab. In the Authentication tab, authentication sources can be
configured for the organization. A suborganization will inherit this policy from
its parent.
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&P Organization Policies

Space Quota € 160 GB

Parent s Using € 458.79 GB of 1,000.00 GB

Max file size 300 MB

Excluded extensions

.$5,.5db,.113,.3g2,.3gp,.3gp2,.3gpp,.3mm, a,.abf,.abk,.afm,.ani,.a :
nn,asf,avi,avs, bac, bak, bek, bem, bd2, bdb, bdf, bKf, bkp, bmk,
2

Max number of users € 0

Allow creation of @
suborganizations?

Max number of suborganizations 10

Enable service plans? a8

Enable branding? v

WebDAV Support? °]

Backup creation? v

File Server Enablement? @

Show PSA tab? @

Show Authentication tab? @

5. Inthe User Settings section of the page, you can define the user rights granted to
administrators and standard accounts, including:

a.

Select the Let Organization Admins Browse User Files checkbox to allow
organization administrators to view data in files, folders, shares, and
backups, which is required to restore end user files. A suborganization will
inherit this policy from its parent.

Select the Let Organization Admins Browse Remote Files checkbox to
allow organization administrators to browse machines. Browsing machines is
required when setting up backups or File Server Enablement. A
suborganization will inherit this policy from its parent.

Select the Let Organization Admins Create Users checkbox to allow
organization administrators to generate new user accounts in the system. A
suborganization will inherit this policy from its parent.

Select the Allow Users to Create Their Own Backups checkbox to allow
end users to configure backups from the web portal or from their local
machine. A suborganization will inherit this policy from its parent.

Select the Allow Users to Share Files checkbox to allow end users to send
shares. A suborganization will inherit this policy from its parent.

Select the Force New Share Links to Require Login checkbox to disable
public shares, and require the use of secure shares for all members of the
organization on all devices. This policy also applies to shared items sent
through the Outlook add-in. Secure shares require a username and a
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password before the content can be accessed. If a secure share is sent to
some-

one outside of the user's organization, a guest account will automatically be
created for the recipient. This policy is only available if the Allow Users to
Share Files policy is enabled. A suborganization will inherit this policy from
its parent.

g. Selectthe Enable Web Preview checkbox to enable the Web Preview tool
for end users. This feature allows users to preview content in the web portal
and on mobile devices.

h. Select the Enable Web Editing checkbox to enable the Collaborative Web
Editor feature for end users. This feature allows users to edit content
collaboratively, in real time, from the web portal.

i.  If the organization has access to a commercial Microsoft 365 subscription,
use the Microsoft 365 Integration section to configure integration
preferences. Click the Enabled for Editing radio button to allow
authenticated users to read and edit files using their Microsoft apps. Click the
Enabled for Readonly radio button to allow authenticated users to read (but
not edit) files using their Microsoft apps.

j.  Select the Allow Users to Overwrite Collisions checkbox to allow end
users to resolve collisions by syncing their own local copy as the latest server
revision.

k. Select the Allow Users to Lock Files checkbox to allow users to lock and
unlock files. If this policy is enabled at the master organization level, the
policy will appear for each organization. Otherwise, this policy is set per
organization.

|.  The Use Filesystem Permissions to Enforce Locks On field allows you to
specify extensions on which you would like the desktop client to enforce
locks through filesystem permissions (also called hard locks). This field is
important for File Server Enablement environments where mapped drive
users must be notified by the filesystem when a file is in use. When a lock is
placed, the desktop client will change the NTFS permissions on Windows, or
HFS Plus permissions on Mac, in order to prevent changes by other users.
These permissions still allow administrators to modify files, but they prevent
standard end users from doing so, and makes for a much stronger lock. This
field can only be edited if you previously selected the Allow Users to Lock
Files checkbox.
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m.

In the Force Password Change After field, enter the number of days that
end users can keep their passwords. End users with expired passwords will
be required to change their passwords when logging into the web portal.

Select the Require Two-Step Authentication checkbox to add an extra
layer of security to user accounts. With Two-Step Authentication, end users
will be sent an authentication code through a mobile authenticator app, text
message, or email; they must then enter their authentication code, along with
their username and password, before they can access the web portal or
register a desktop client, the Outlook add-in, or a mobile device. They will
also be required to set up a passcode for any of their registered mobile
devices. End users must configure their own authentication settings. If you
turn off this setting for an organization, end users must individually disable
their own configuration settings. For more information, please reference the
End User Guide.

£} User Settings

Let organization admins browse @
user files?

Let organization admins browse @
remote files?

Let organization admins create [
users?

Allow users to create their own @
backups?

Allow users to share files? @

Force new share links to require a

login? @
Enable Web Preview € @
Enable Web Editing €@ @

Allow users to overwrite a
collisions? €

Allow users to lock files? @

Usefilesystempermissionsto doc, docx, xis,xlsx, ppt, pptx, pdf, txt, xisb, xlsm, csv, docm, dotx ~

enforce locks on € ,.dotm,.pub,wpd,.odt, ott,.oth,.odm,.ots,.odp,.odg, otp,.odf,.oxt,.

Force password change after (i) days

Require two-step authentication? a

6. Inthe File Trim Settings section of the page, you can define how the organization
retains file revisions (file versions), including:

a.

Select the Allow Users to Roll Back Revisions checkbox to give end users
access to the Revision Rollback feature. If this policy is turned off,
administrators will still retain the ability to utilize this feature for end user
support.

Select the Allow Users to Erase Revisions checkbox to allow end users to
delete previous revisions of files within the system.
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Select the Auto-Erase Revisions checkbox to automatically delete previous
revisions of files within the system. If this option is selected, you will need to

enter the number of days that revisions should be stored. By default, the
system retains all revisions.

In the Erase Revisions for Files Unchanged In field, enter the number of
days that revisions should be stored for unchanged files, if you previously
selected the option to auto-erase revisions. By default, the system retains all
revisions.

£+ Trim Settings
Allow users to roll back revisions? @
Allow users to erase revisions? a

Auto-erase revisions? o

Erase revisions for files days
unchanged in

7. Inthe File Purge Settings section of the page, you can define how the
organization retains deleted files, including:

a.

Select the Allow Users to Erase Deleted Files checkbox to allow end users
to permanently remove files that have been deleted from the system.

Select the Auto-Erase Deleted Files checkbox to automatically remove
deleted files from the system after a specified number of days. If you select
this option, you will need to specify the number of days that deleted files
should be stored before being erased. By default, the system retains all
deleted files.

In the Erase Deleted Files After field, enter the number of days the deleted
files should be stored before being removed, if you previously selected the
option to auto-erase deleted files. By default, the system retains all deleted
files.

e Purge Settings

Allow users to erase deleted files? g
Auto-erase deleted files? =]

Erase deleted files after days

8. Inthe Backup Settings section of the page, you can define how the organization
retains files and revisions in backups, including:

a.

Select the Auto-Erase Revisions checkbox to automatically delete previous
versions of files within backups. If this option is selected, you will need to
enter the number of days that revisions should be stored.
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In the Erase Revisions for Files Unchanged In field, enter the number of
days the that revisions should be stored for unchanged files in backups, if
you previously selected the option to auto-erase revisions.

Select the Auto-Erase Deleted Files checkbox to automatically remove
deleted files from backups after a specified number of days. If you select this
option, you will need to specify the number of days that deleted files should
be stored before being erased.

In the Erase Deleted Files After field, enter the number of days the deleted
files should be stored before being removed from a backup, if you previously
selected the option to auto-erase deleted files.

£} Backup Settings

Auto-erase revisions? a

Erase revisions for files days
unchanged in

Auto-erase deleted files? =]

Erase deleted files after days

9. Inthe API Token Settings section, use the Deactivate API Tokens After field to
enter the number of hours that an API token should be set as active. By default,
API tokens expire after 30 days.

Note: API tokens expire immediately after initial use for certain sessions initiated from the desktop
client, including:

» Launching the web portal

» Viewing an item in the web portal
» Backing up a folder

» Sharing a link

* Viewing revision

In these instances, API tokens will expire immediately after they are used, allowing desktop clients to
securely connect to the web portal without requiring a username and password. API tokens for other
sessions, including mobile and Outlook connections, will expire according to your API policy settings.

L API Settings

Deactivate API tokens after 30 days, if empty,

defaultis 30
days

10. In the Bandwidth Settings section of the page, configure bandwidth settings. For
example:

a.

Select the Throttle Bandwidth checkbox to help regulate traffic and
minimize bandwidth congestion. Restricting bandwidth will mitigate the
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impact that large files and shares might have on business-critical
applications. You can also restrict bandwidth on individual machines.

b. Select the Enable Throttle Exception checkbox to configure times when
bandwidth throttling is not enabled. If you select this option, you will be
prompted to specify a time period during which exceptions will be scheduled.

£} Bandwidth Settings

Throttle Bandwidth KB/ second (0
for Unlimited)

Enable Throttle Exception

11. Click the Save button when you are finished. Your organization is now created.

How to Update Settings and Policies for an Organization

After an organization is created, you have the option of editing general settings and
policies for the organization.

To edit general settings for an organization:

1. While in the appropriate organization, click the Settings tab. The Organization
Settings page displays, showing the General tab.

£ General Settings

Parent Organization 6 All Organizations
Organization Name * Organization A 8
Trial Mode? =

Trial Until

Description
Share Disclaimer €

Contact Email * adoring@efolder.net

Hostname € -

Organization URL al.syncedtest.com/domain/organization-al

Default Language €@ English

Default Timezone €

Disable Organization €

—

2. Inthe General Settings section of the page, you will see general organization
settings that were configured when the organization was created. Optionally, you
can edit these settings. Click the Save button if you make any changes.
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3. Next, click the Policies tab to edit the same policies that were configured when
you first created your organization. Click the Save button if you make any
changes..

How to Manage Inherited Policies in Suborganizations

When you create a suborganization, certain policies will be inherited from its parent.
Inherited policies can only be managed by higher-level organization administrators. If
you assign an organization administrator to a specific suborganization, he or she will
not see inherited policies in the Policies page, regardless of whether this policy is
turned on or off. The purpose of inherited policies is to allow higher-level organization
administrators to appropriately manage organizations while still enabling lower-level
organization administrators to support their assigned suborganizations.

For example, when you create a new suborganization under a parent organization:

« If an inherited policy is turned on in the parent organization, you will be given the
option of turning on or off this inherited policy when creating a new suborganization.

+ If an inherited policy is turned off in the parent organization, you will not be given the
option of configuring this policy when creating a new suborganization. This policy
must first be turned on in the parent organization.

For existing suborganizations:

+ If you turn off an inherited policy in a parent organization, this policy will also be
turned off in any existing suborganizations. Only you or another higher-level
organization administrator can turn on this policy in the suborganization.

+ If you turn on an inherited policy in a parent organization, any existing
suborganizations will not be affected. The policy will remain turned off in any of
these suborganizations, unless specifically changed within the suborganization.
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K

NOTE

Policies that are marked as inherited can only be managed by higherlevel
organization administrators. If you assign an organization administrator to
a specific suborganization, he or she will not see inherited policies in the
Policies page, regardless of whether these policies are turned on or off.

How to Specify an Email Server

After you create an organization and configure general settings and policy settings,
you can configure email server settings for outbound emails. The email server is used
to send account invitation emails, reset password emails, alerts, and share emails. By
default, the x360Sync email service is configured for use immediately after an
organization is created.

The system currently supports a multitude of email servers that you can configure for
use with the system, including Gmail, Yahoo, and Outlook.

K

NOTE

The default email server is offered as a failover server. it is recommended
that you implement your own email server to improve email bounce rates.

NOTE

After you set up an email server, you might consider creating an alert so
that you are aware of changes to these email settings. For information
on how to create alerts, please reference the How to Create Activity
Alerts section of the Guide.
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Email Errors

The administrative web portal exposes email errors when an email fails to send. You
can keep track of these email errors to help troubleshoot issues. For more information,
please reference instructions below.

How To Specify an Email Server

To specify an email server:
1. While in the appropriate organization, click the Settings tab. The Organization
Settings page displays, showing the General tab.

2. Point to the Email tab and select Servers. The Email Server Settings section
displays.
£ General  [§) Policies % Email ¥ E@ Auth X\ PSA o Branding @ Privacy M
£+ Email Server Settings

Email Server @ ® System Default
© Configure a New Email Server

Use an Existing Email Server  akhila
Name This Server *
Email Host *

Email Port *

SSLorTLs? TLS (Default)
Email Login

Email Password

3. Inthe Email Server Settings section, set email server settings specific to your
selected email server. For example:
a. Inthe Email Server area, click the Configure a New Email Server radio
button.
b. Inthe Name This Server field, provide a title for the server.

c. Inthe Email Host field, enter the name of the SMTP server (for example,
smtp.gmail.com).

d. Inthe Email Port field, enter the email port of the SMTP server (for example,
465).

e. Inthe SSL or TLS field, select whether you would like to use the TLS
(Transport Layer Security) or SSL (Secure Sockets Layer) protocol for data
encryption. By default, TLS is selected. Some email servers may require that
you use the SSL protocol for data encryption.
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f.  In the Email Login field, enter login information (for example,
example@gmail.com).
g. Inthe Email Password field, enter the password for the email login.
h. In the Email From Name field, enter the display name from which you want
emails to be sent (for example, Administrator).
i.  Inthe Email From Address field, enter the display email address from
which you want emails to be sent.
4. When you are finished, click the Save button.
How To Troubleshoot Email Errors

To ensure that your outbound emails are being sent, you can use the Email Log to
troubleshoot errors. To review email errors:

1. While in the appropriate organization, point to the Email tab and select Email
Log. The Email Log displays.

uuuuuuuuuuuuuuuu

2. In the Email Server drop-down menu, select the name of the email server you
want to review. The page will expand to display any errors connected with that
emalil server.

3. Use the Date column to help you understand when these errors occurred. You
can then review the Error column to view specific information related to the email
error. Use these logs to help troubleshoot email server issues.

How to Set Custom Branding

You can configure branding options that conform to your company’s—or your
clients'— branding strategy. For example, you can configure the system to take on a
custom

* Logo,

* lcon,

* Splash screen,
« Company name,
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Company URL,
* Program name,
* Folder name, and

Terms of service.

These branding settings will affect the look of the web portal, mobile apps, and the
desktop client. Branding even influences the layout of informational resources like the
Daily Digest email, which inherits the branded logo. When you configure custom
branding for an organization, the settings will be inherited by suborganizations.

@ NOTE

All custom branding should be configured before deploying the desktop
client to end users. Branding is inherited when desktop clients are
installed; changes made to the branding will not be inherited by desktop
clients that have already been deployed. If a change in branding occurs
after desktop clients have been deployed, these desktop clients will
need to be reinstalled. This can be done through a batch script. For
more information on batch scripts, please reference the Knowledgebase.

To configure custom branding:

1. Inthe appropriate organization, click the Settings tab. The Settings page
displays.

2. Inthe Settings page, click the Branding tab. The Branding Settings section
displays.

£ General ] & Em: LN = o Banding @ Encryption @ Editing
£ Branding Settings
Branding System default
® Custom branding for this organization
togo @ '
aNCNor
..... e X
Splash Screen @ Choose File  No file chosen
Company Rame Anchorworks o
Company URL* @ hitp://www.anchorworks.com
Program Name * @ SyncedTool123123
Folder Name ™ @

SyncedFolder

Terms of f Service
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3. Inthe Branding Settings section, click the Custom Branding for this
Organization radio button. The Branding Settings section expands to display
custom branding options.

a. Inthe Logo area, click the Choose File button to browse your computer for a
custom logo, which will be used as your organization’s image file on the web.
Images cannot be larger than 200px by 50px, and it is recommended that
images be in PNG, transparent format.

C‘.ﬂChO.’

b. Inthe Icon area, click the Choose File button to browse your computer for a
custom icon, which will set the desktop, explorer, and system tray icon. The
icon must be in .ico format.

L 4

c. Inthe Splash Screen area, click the Choose File button to browse your
computer for a splash screen image, which will display to users who log in on
mobile devices.
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5:39 | T ()

d. Inthe Company Name field, enter the name of your organization, which will
be featured along with your organization’s logo.

e. Inthe Company URL field, enter the web address of your company.

f.  In the Program Name field, enter a name to replace the default Synced Tool
program name. It will be used in conjunction with desktop icons on local
machines.

g. Inthe Folder Name field, enter a folder name to replace the Synced Folder
branding.
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h. Inthe Terms of Service field, enter your organization’s specific terms of
service text.

4. When you are finished, click the Save button. You can now allow end users to
download and install the newly branded desktop clients and apps.

How to Set Up File Server Enablement

File Server Enablement allows you to cloud-enable any folder on a machine and map
it to a Team Share or a user account. In addition to local paths, you can specify a
network share, a UNC path, or a NAS device, as a source for File Server Enablement.

This feature replaces the need for mapped drives (network drives), so that end users
no longer need to be on-site or require the use of a VPN connection to access files
and folders. With File Server Enablement, you can maintain an existing file structure
while providing remote access to its contents. As an added benefit, File Server
Enablement can provide a file-level backup of your file server.

When File Server Enablement is enabled for an organization, end users can access,
read, and update content through the web or through their preferred device. By
providing anytime, anywhere access to business assets, File Server Enablement can
increase employee and organizational productivity.

Important Notes and Best Practices

N o

The system does not support the syncing of live databases. For more information, please
reference the Knowledgebase.

Page 34



Creating and Configuring Organizations

@

TIP

When registering to a user account on a server, it is recommended that
you create a service account. A service account should not be
subscribed to Team Shares, should be set to use fixed space quota of
.01GB, and should be configured using a predetermined naming system
(such as First Name: File Server; Last Name: LDAP).

You might decide to create one service account in the master
organization, and register all File Server Enablement and other server
desktop clients to this one service account. Alternatively, you can create
one service account for each organization. Both options will allow for the
same functionality and meet established best practices.

TIP

If you are using File Server Enablement to map a network drive, it is
recommended that you first run a throughput and IOPs test.

TIP

We recommend that you create an alert so that you are notified when a
File Server Enablement machine is unreachable. This alert allows you to
proactively monitor the state of a file server that is syncing to the cloud,
ensuring that synced content is always available in its mapped location.

Instructions

To set up File Server Enablement:
Log in to the server that you want to cloud-enable, and download and install the

1.

desktop client. For instructions on downloading and installing the desktop client,

please reference the End User Guide.

a.

On the server, ensure that the SYSTEM user has full permissions to the
folder and all of its subfolders and files.
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b. Alternatively, if agent_service.exe*32 is being run by a user name other than
SYSTEM, ensure that this user has full permissions.

2.  When the desktop client finishes the installation process, you will be asked to
register the desktop client to a user account. When registering the desktop client
to a user account on a server, it is recommended that you create a service
account. A service account should not be subscribed to Team Shares, should be
set to use

fixed space quota of .01GB, and should be configured using a predetermined
naming system (such as First Name: File Server; Last Name: LDAP).

3. Open a web browser and navigate to the administrative web portal. Log in to the
administrative web portal.
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4. In the administrative web portal, click the Machines tab. The Machines page
displays, showing a list of all machines in the selected organization.

5. Find the File Server Enablement machine, and click the Enable Mapping link to
set up File Server Enablement.

MACHINE NAME +

admins-Mac-mini
> Added: Sep 28, 2017

Enable Mapping <—

A message will display, indicating that the machine has been enabled as a file
server. Additionally, a new Map Folders link will display, allowing you to map the
machine to a Team Share or a user account.

6. Click the Map Folders link. The File Server Enablement screen displays.

7. Inthe File Server Enablement screen, click to expand the machine name, and
then select the folder or folders that you want to map.

Please note that when selecting a parent folder, the mapping will include all of the
parent's subfolders.

Map Folders - LBG-HP-M7 MAP NETWORK DRIVE

“ LBG-HP-M7

.\ h Map Folders Below
G4 savave Note: You cannot map a folder to the account that is registered
CJ 1 $RECYCLEBIN on the file d machine or any Team Share that
) 1 sSysReset account is subscribed to. These accounts will be removed as
Tl | AppRecoveryCache options in the drop-down
Ol 1 Config.Msi
01 found.000 C:\SAV_AVG
O hp 01, Test
O ) el
C1 4 perflogs
1 1 Program Files

£ 1 program Files (x86)
TJ 1 Recovery

O 1 swsetup

0 L system.sav

O 0 Temp

) 1 TeST_Backup

T 1 users

00 vms

D:\

I\

Page 37



Creating and Configuring Organizations

a. Alternatively, to use a UNC path as a source for File Server Enablement,
click to expand and highlight a machine name, and then click the Map
Network Drive button.

£3 Map Folders - LBG.HPM7 P [wrrvomom |

o\ Choose folders on the left to begin mapping.

A Map Network Drive pop-up window displays.

b. In the Map Network Drive pop-up window, enter information about the
network drive.

a. Inthe Network Path field, enter the UNC path.

b. In the Username field, enter the username of the user with access to the
UNC path (not the username of the service account). If you encounter
problems when entering credentials into the Username field, please try
various formats. For example, you might be able to authenticate using
one of the following formats:

* Username
* Machine name\username

* Domain\username (if the UNC path is located on a domain server)
c. Inthe Password field, enter the password of the user with access to the

UNC path.
d. Click the Submit button when you are finished.
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Map Network Drive x
Network Path
|
Username
Password
SUBMIT CANCEL

8.

After you select the items you want to map, use the Map Folders Below section of

the screen to map the selected folder to a user or Team Share.

Map Folders - LBG-HP-M7

4 LBG-HP-M7

.G\
L sav ave
T 1 $RECYCLE.BIN
) 1 ¢SysReset
] 1 AppRecoveryCache
) 1 config.Msi
C 4 found.000
O ¥ hp
00 el
C1 4 perflogs
) 1 program Files
C1 1 program Files (x86)
) 1 Recovery
0 1 swsetup
0 L system.sav
O 0 Temp
) 1 TEST_Backup
) 1 users
04 vms
D:\
I\

—_—

9.

MAP NETWORK DRIVE

Map Folders Below

map a folder to the account that is registered
enabled machine or any Team Share that

acc ibed to These accounts will be removed as
options in the drop-down

C:\SAV_AVG
[0t Test -]

CANCEL

Click the Submit button when you are finished. If an update is made to a file or

folder, this update will display in both locations.

You can also disable mapping between the file server and the Team Share or user
account. When you do this, the already-mapped files and folders will remain in both
locations, but will no longer remain linked. You might decide to disable mapping if you

simply want to move or copy data to a Team Share or a user account.

To disable mapping:

1. Inthe Machines tab, find the already-mapped File Server Enablement machine
and click the Map Filers link. The File Server Enablement screen displays.
2. Click the Delete button to remove the mapping.
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B3 Map Folders - LBG-HP-M7 MAP NETWORK DRIVE |

" LBG-HP-M7

Choose folders on the left to begin mapping.

Note: You cannot map a folder fo the account that is registered
on the file server enabled machine or any Team Share that
account is subscribed to. These accounts will be removed as
options in the drop-down

C:\SAV_AVG
Account Test 01

The files will remain in both locations, but will no longer be linked.

How to Set Up Two-Step Authentication

Two-Step Authentication adds a second verification step when a user logs into the
web portal, or when the user registers a desktop client, the Outlook add-in, or a mobile
device. With Two-Step Authentication, end users will be sent an authentication code
through an Authenticator Mobile App, text message, or email, depending on their own
configuration settings. They must then enter their authentication code—along with
their username and password—Dbefore they can access the system.

Two-Step Authentication applies to:

The web portal—the user will be prompted to enter an authentication code
whenlogging into the web portal.

The desktop client—the user will be prompted to enter an authentication code
whenregistering the desktop client.

The Outlook add-in—the user will be prompted to enter an authentication codewhen
registering the Outlook add-in, when opening a new Outlook session, or when
changing credentials.

A mobile device—the user will be prompted to enter an authentication code
whenaccessing a mobile app for the first time. The user will also be asked to
configure a passcode (also called a PIN if you are using an Android device) when
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accessing mobile apps at subsequent sessions. Configuring a passcode is required
if TwoStep Authentication was configured as an organization policy; it is optional if
TwoStep Authentication was configured as a user policy.

S NOTE

End users need to configure Two-Step Authentication settings before
installing the desktop client. End users will only be prompted to enter an
authentication code if they have already configured their Two-Step
Authentication preferences.

Configuring Two-Step Authentication
Two-Step Authentication can be configured in multiple ways.

» End users can optionally configure their own Two-Step Authentication settings
intheir Account Settings page. For more information, please reference the End
User Guide.

« Administrators can turn on the Require Two-Step Authentication policy in the
Policies section of the Settings tab. When this policy is enabled, end users will be
prompted to configure their own Two-Step Authentication settings as soon as they
log in to the web portal.

To turn on Two-Step Authentication for an organization:

1. Click the Settings tab. The Settings page displays.
2. Inthe Settings page, click the Policies tab. The Policies section displays.

3. Inthe Policies section, scroll down until you see the policy titled, Require
TwoStep Authentication. Select the Require Two-Step Authentication
checkbox.

Allow users to lock files?

Use filesystem permissions to
enforce locks on o

Require two-step 2 h

authentication? 0

4. Click the Save button when you are finished.
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From an end user's perspective, when the Require Two-Step Authentication policy is
enabled, he or she will be required to configure individual authentication settings when
logging into the web portal. For more information, please reference the End User
Guide.

Enter an authentication code provided by your
authenticator app below.

AUTHENTICATION CODE

v/ Login

Need to disable two-step authentication?

How to Specify the From Email Address for System-
Generated Emails

x360Sync delivers email notifications to communicate important information and
activity. These emails can be user-generated or system-generated.

» User-generated emails—the From field of a user-generated email is populated
with the name and email address of the user who initiated the action. A user-
generated email communicates:

» Account, guest, and Group message emails

» Share and multiple share emails

» Team share invitation emails

» System-generated emails—administrators can customize the From field of all
system-generated emails. A system-generated email communicates:

* Welcome emails

» Share download, upload, and expiration notifications

* New password and password reset emails

» Service Plan registration emails

» Daily Digest emails

* Report emails

+ Alert emails

» Two-Step Authentication code emails

Page 42



Creating and Configuring Organizations

To customize the From field in system-generated emails:

1. Inthe appropriate organization, click the Settings tab. The Organization Settings
page displays.

2. Point to the Email drop-down button and select Settings.

W / AlOrganizations / Settings / General 1
£ General [ Policies 8% Email v A\, PSA &= Stores  #¢ Branding @ Encryption @ Web Preview/Editing
L+ General Settings
& servers
Cotact Ernail =g Jatt@anchorworks.com [}
Hostname € @ Templates  yncedtest.com
Dual Hostnames € # Use different hostnames for the app server and web server.
App Server Hostname € app.syncedtest.com
Let's Encrypt Mode € © Use Let's Encrypt certificates with app server
Maintenance Mode @
Default Language @ English
Default Timezone @

Disable Organization @

The Email Settings page displays, showing the default From address.
£+ Email Settings

Email From Address @ no-reply@syncedtest.com

3. Inthe Email From Address field, enter the email address that should display as
the From address for all system-generated emails. All user-generated emails will
still display the name and email address of the user who initiated the action.

4. Click the Save button when you are finished.

How to Create Email Templates

You can create email templates that are used when distributing emails related to new
user accounts, new guest accounts, share emails, multiple share emails, and Team
Share emails. You can customize the text of the email templates, and even use HTML
to customize styles and add images.

Template Types

You can create email templates for the following email types:
* Welcome email—a welcome email is distributed to end users when they are
firstadded to the system
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Guest welcome email—a guest welcome email is distributed to guest users
whenthey are first added to the system

Share email—a share email is distributed when an end user sends a share link to
afile or folder

Multiple share email—a multiple share email is distributed when an end user
sendsmultiple share links to one recipient

Team Share email—a Team Share email is distributed to end users when they
areadded as subscribers to Team Shares

Defining Email Headers and Footers

As a first step, you can define the email header and footer for each of the available
email templates:

1.

In the appropriate organization, click the Settings tab. The Settings page
displays.

In the Settings page, point to the Email tab and select Templates. The Email
Template Settings section displays.

£ General [ Policies & Email v A

o Settings
£ Email Settings

& Servers
Email From Address o -

:= Log

E Templates

In the Email Template Settings section, click the Use Custom Templates radio
button. The page expands to display a Welcome Email section, a Guest Welcome

Email section, a Share Email section, a Multiple Shares Email section, and a
Team Share Email section.

Q Email Template Settings

Email Templates System Default
® Use Custom Templates

While still in the Email Template Settings section, you can optionally define the
header and footer for all email templates. The {content} token represents the
body

of the email, as defined by each individual email template. To insert additional
token fields in the header (above) or the footer (below):
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a. Place your cursor in the area in which you want the token to appear.
In the Tokens drop-down menu, select a token that will automatically
populate based on specific user account information, or share context.

c. Click the Insert button. The token will appear in the email template.

Layout

Layout* @ HTML  Text

Welcome Email Company Name
Subject* Accoun|

Content *

Defining Email Content

1. Wihile still in the Email Template Settings page, find the template that you would
like to customize and update the appropriate fields:

a. Inthe Subject field, enter the subject that will display in the email subject
heading.

b. In the Template field, enter the emailcontent you want to include.

c. While still in the Template field, insert token fields within the email content.

2. Click the Save button when you are finished.

Customizing HTML

You can also use HTML to customize the style of the templates and add images.

1. While still in the Email Template Settings page, find the template that you would
like to customize.

2. Inthe Template field, insert HTML to fully customize the look of the email.
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Welcome Email

Subject* Account Created

et HTML  Text
Afile sync account has been created for you.<br/><br/>
<br/>You can login with the following information:<br/>
<br/>U: : br/><br/>Temporary

{password}<br/><br/><br/>You can upload and access your files
and folders online:<br/><br/>{files_url}<br/><br/>If you are
using Windows, download and install the following app to get
started:<br/><br/>{win_agent_url}<br/><br/>If you are using
Mac, download and install the following app to get started:
<br/><br/>{mac_agent_url}<br/><br/>You can download the
Outlook plugin at:<br/><br/>{outlook_url}<br/><br/>You can

Tokens Android URL v Insert (Subject)

Insert (Content)

Use Default Reset Preview

Optionally, click the Preview button to review your changes.

4. Click the Close button to close the preview screen, and then click the Save
button to save your changes.

How to Integrate with a PSA System—Autotask

Autotask is a complete professional services automation (PSA) platform that allows
companies to develop, sell, bill, and implement technology solutions. If your company
uses Autotask, you can optionally integrate this platform with the system. Specifically,
when you integrate with Autotask, you can map organizations in x360Sync to
accounts within Autotask. Additionally, the system allows you to push system activities
to a specific support queue within Autotask.

The general steps required to integrate Autotask with the system are:

* Create an API user in Autotask.
» Enter Autotask credentials in x360Sync.
» Configure alerts to be sent to Autotask.

@ NOTE

You must have administrative access to Autotask in order to complete
these integration steps.

Page 46



Creating and Configuring Organizations

Step 1: Create an API User in Autotask

When integrating Autotask with x360Sync, the administering Autotask resource
account must be configured as an API user. You can either create a new resource
account or update an existing resource account. In this example, we will create a new
resource account.

R

Hover your mouse over the Autotask icon to activate the main navigation menu.
Point to the Admin tab and select Resources (Users).

Click the New button to create a new resource user.

Click the General tab and enter basic account information.

a. Inthe First Name field, enter a first name of the resource.

b. Inthe Last Name field, enter a last name of the resource.

Click the Security tab and create login credentials.

a. Inthe Security Level field, select APl User (System).

b. Inthe API Tracking Identifier field, select the Integration Vendor option and
then select Axcient - x360Sync from the drop-down menu.

Using the main navigation menu, point to Admin and select Features &
Settings.

Click to expand the Resources/Users accordion menu and select the Protected
Data Permissions link.

Find the resource account and ensure the View Protected Data checkbox is
selected.

Click the Save button when you are finished.

[] saveaCiose [7] Save [2) Save&Copy ' (® Cancel Tabs with * contain required fiekds

General* | Security” | HR®  Approvers® | Associations®  Skilis  Attachments

CREDENTIALS TWO-FACTOR AUTHENTICATION

Usasaia® Require Two-Factor Authentication for tis

o learm Fi
o e
Security Level *
AP User (system) 4 Option 2 CRYPTOCand Tokens

| ASow Resour to acoess links 1o Datio pages from within Autoask (Datia Opson3 - TOTP (Google Authensicaor,eic)
Integration must be enabled) Time-based one-sime password
| Aiow Resource To Edit Skills
O , Edit, and Dele Anicles
_| Alow Resource 10 send bulk emails

By checking this box you agree o the Contact Group Terms and Conditions.
) Resource is not required 1o Submit Timesheets /API version 1.6 & later require the use of an APl
tracking identifier. Once assigned, this cannot be
cchanged.

AP TRACKING IDENTIFIER

Outsourcing Permissions *

None e

© integration Vendor

™ Custom (Intemal Intogration)
Generate
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Step 2: Enter Autotask Credentials in x360Sync

After the API user is configured in Autotask, you will need to enter these credentials in
the x360Sync administrative web portal.

1. Inthe Organization navigation menu, select the master level organization. The
master organization displays.

2. In the master level organization, click the Settings tab. The Settings page
displays.
Click the PSA tab. The PSA Settings section displays.

4. In the PSA Mode field, select the Configure a New PSA System radio button.
The page expands to allow you to select the appropriate PSA system.

© PSaSettings

PSAMode

PSaSystem

S )

5. Inthe PSA System drop-down menu, select Autotask. The page expands to
show Autotask credential fields.

© psasettings

PsASystom

Aatotask Credentials

Fassword

Enter your Autotask credentials to contioue sefug.

6. Inthe Login and Password fields, enter credentials for API user created in
Autotask.

7. Click the Save button to continue. The page will expand to display the Autotask
Ticket Settings section of the page.

8. Inthe Autotask Ticket Settings section, leave each Autotask fields set to default
values (including Account, Due Date, Priority, Queue, Status, and Source fields).
You will be able to customize ticket settings for each of your organizations after
you configure the initial setup.

9. Click the Save button when you are finished.

After initial login credentials have been configured, you can link your organizations to
an Autotask account.
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1. Inthe Organization navigation menu, select the organization for which you want
to configure Autotask settings. The organization displays.

In the selected organization, click the Settings tab. The Settings page displays.
Click the PSA tab. The PSA Settings section displays.

4. In the PSA Settings section, select the Use Parent Organization PSA System
with Custom Ticket Settings radio button.

5. Inthe Account drop-down menu, select the account that matches the specific
organization. The fields will automatically populate based on the selected
account.

.........

Email

6. Click the Save button when you are finished.

Step 3: Set Up Alerts

When the organization is linked with an Autotask account, you can set up alerts that
will display in the Autotask system.

1. While still in the organization, click the Activity tab. The Activity Log page
displays.
2. Inthe Activity Log page, click the Create Alert button.

The Alerts page displays.

3. Inthe Alerts page, configure alerts, making sure to click the PSA System
checkbox.
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A Aert Settings

Notify type names here

Ry FSE machine is unreachable

For organization v | - Autotask Demo2 v
Via Email Send Test Message

Text Message Send Test Message

¥ PSA System Send Test Message I

Cancel

You will now be able to view alerts in Autotask for the appropriate account.

Managed Services Alerts Queue - Open Tickets

dh New » &y Print 1-80f9
Display Tickets Due In [[AI]  [+] Include Recurring Tickets
J | R_l TITLE ACCOUNT | STATUS | PRIORITY | CREATED ¥
D o Anchor Alert ABLE Manufacturing™ New Med 01/30/2013 07:24PM
O o Anchor Alert ABLE Manufacturing® New Mediun 01/30/201307:24PM
El o Anchor Alert ABLE Manufacturing® New Med: 01/24/201304:13PM

How to Integrate with a PSA System—ConnectWise

Overview

ConnectWise is a professional services automation (PSA) platform for companies that
sell, service, and support technology. If you use ConnectWise as your PSA platform,
you can optionally integrate this platform with x360Sync in the following ways:

» Track alerts that originate in x360Sync.
» Systematize your billing process related to number accounts, total storage,
orwhether File Server Enablement is being utilized.

These integration options allow you to manage important customer information in
ConnectWise, thereby decreasing the time required to track events and manage
billing tasks, and decreasing the margin for human error.

S NOTE

These instructions will help you configure both alert and billing integration
settings. You might also decide to only configure alerts, or only configure
billing.
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Prerequisites

The following items are required prior to integrating with ConnectWise:

* An x360Sync Administrator Account
* A ConnectWise Account
» Existing customers in ConnectWise

Step 1: Create an APl Key

You can obtain API information within the ConnectWise service. When integrating
ConnectWise with x360Sync, you will need to create a new API key.

Log in to ConnectWise and open the System menu.
2. Inthe System menu, click the Members link.

In the Members page, click the APl Members tab and then click the plus icon to
create a new APl Member.

a. Inthe Member ID field, enter Axcient.

b. Inthe Role ID field, make sure the role is configured with Add, Update, and
Close tickets.

4. Click the Save button but do not close the window. After you save your settings,
you will be given access to the API Keys tab.

5. Click the API Keys tab and then click the plus icon to create a new API key.
a. Inthe Description field, type x360Sync.
b. Click the Save button but do not close the window.

c. Record the public key and private key before you close the window. You will
not be able to view the private key again after this window is closed.

< + B B & Hsoywv 0

+/ You have successfully updated this record.

Public APl Key

Description:

Public Key: « . -—

Private Key: .

Note: The private key is only available at the time the key is created. Please make a note of it.

Step 2: If Cionfiiguring gilliﬁg,get Up ConnectWise Products and

Agreements

If you are integrating with ConnectWise billing, you must first select the x360Sync
products for which you want to bill. You can define one or more of the following
products, based on your specific billing needs.
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* Number of accounts
+ Total storage
* File Server Enablement

After you select these products, you will then set up specific agreements for each
customer. Agreements help you define how the particular customer will be billed.

Set Up ConnectWise Products

You must complete the following steps for each product that you want to define. For
example, you might want to define one or all of the following products: accounts, total
storage, or File Server Enablement.

1. In ConnectWise, navigate to the Procurement tab, and then select Products.
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Procurement

Products

Sales Orders

Purchasing
Approvals

X

| |

Purchasing

Purchase Orders

<b

Receiving

= -

Product Shipment
Inventory Transfers

Inventory
Adjustments

s o Mror B*

RMA Processing

m Procurement
Reports

2. Click the New Item button and enter the following information to create a new
product:
a. Inthe Product ID field, give the product a descriptive name. This name must
exactly match the product name that you will later configure in x360Sync.

b. Inthe Description field, enter a short description for the new product. For
example, Accounts, $5/user.

c. Inthe Category/Subcategory drop-down menu, select Manage Services.
d. Inthe Product Type drop-down menu, select Software.

e. Inthe Product Class drop-down menu, select Agreement.

f.  In the Unit of Measure drop-down menu, select Each.

g. Inthe Unit Price field, enter the list price for the product.
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h. In the Customer Description field, enter a simpledescription; for example,
Accounts, $5/user.

Products > Product ltem

r;
Product Item
* Productitem | References | Inventory || AudtTral || &
H e+Bo
m [ Updated: 6/15/2015 12:59:21 PM by Admin1
Product ID: Users Inactive
Description: Accounts, $5/user
Category/Subcatego | Managed Services / Managed Services -
R Product Type: Software V]
& Product Class: Agieement | Seralized Ll
Phase Product: O0® Apply Cost by |
0 Unit of Measure Bz = m 0
Unit Price: 5.00 PriceAttribute:  |FixedFee v
% Unit Cost: 0.00 Integration Xref:
Taxabl |~
H Customer
o Accounts, $5/user «
Manufacturer: Q
Mfg Part #
Preferred Vendor
Vendor MES
Vendor SKU:
Notes: ©

3. Click the Save button when you are finished.

4. Repeat the steps above for each product you want to define.

Set Up ConnectWise Agreements to Bill for x360Sync Services

After you define your products, you can set up agreements for each company that will
be billed. You can also update an existing agreement.

1. In ConnectWise, click the Quick Launch drop-down, and select Agreements.
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Activity

Agreement I

Company

Configuration

Contact

Expense Entry

Opportunity

Project

Sales Order

B H & B ) F F @

Sc hedule Entry

Service Ticket

©@ %

Time Entry

2. Find the agreement to which you want to manage changes, or create a new
agreement. For each new agreement, click the New button.

3. Enter the following information for each agreement:

In the Agreement Type drop-down field, select Managed Services.
2. Inthe Agreement Name field, give the agreement a name. This name must
exactly match the agreement name that you will later configure in x360Sync.
3. Inthe Company drop-down field, select the appropriate company that will be
associated with this agreement.
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4.

In the Start Date field, enter a date on which the agreement starts.

Agreement Search > Agreement Maintenance
New Agreement

Agreement || Addtions || Adjustments || Agreemenis || WorkRols || WorkTypes || Stes || |
«+ 88 c|T Greon [PT

[1 Add a new Agreement.

Agreement Na User count
Company: | organization B v &
Contact B

Customer PO
Location: a i % Restric Remainin 000 NextInv Date:
Business Unit Restric [] Overru 0.00  NextInv Amt

StartDate:  Thu 10/15/201 ¥ e
,,. B~ or ["No Ending D Available: 0.00  Unbilled Overa,, 0.00

Starting: 0.00 Last Inv Dat
Adjustmen 0.00 LastInv #
Used: 0.00 LastInv Amt:

BEEROPNORBE X -

Step 3: Enter ConnectWise Credentials in x360Sync

Before you can map x360Sync organizations to ConnectWise customers, you must
first enter your API information within the top-level organization in x360Sync. You can
optionally configure lower-level organizations to inherit these settings.

1.

In the Organization navigation menu, select the top-level organization. The
organization displays.

Click the Settings tab, and then click the PSA tab. The PSA Settings section
displays.

In the PSA Mode field, select the Configure a New PSA System radio button.
The page expands to allow you to select the appropriate PSA system.

In the PSA System drop-down menu, select ConnectWise.

£+ PSA Settings

PSA Mode System default
—

PSA System el Connectiise

The page expands to show ConnectWise credential fields.

Enter the required credentials, including:

In the Site URL field, enter the URL of your ConnectWise site.
In the Company ID field, enter your Company ID as it appears in ConnectWise.

In the Public Key field, enter the public key information you configured when
setting up the ConnectWise API key.
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4.

5.

In the Private Key field, enter the private key information you configured when
setting up the ConnectWise API key.

ConnectWise Credentials

Site URL " @
Company 1D *

Public Key *

Private Key ®

Click the Save button when you are finished.

After credentials are configured correctly, enter information into the ConnectWise
Billing Settings section. You only need to fill out this section if you are configuring
billing options. Please note that this information will only need to be configured once at
the top-level organization, and you can then optionally inherit these settings within
lowerlevel organizations.

1.

7.

In the Company drop-down field, select the name of the company as it exists in
ConnectWise. If you do not see the name of the company, click the Reload
Options from PSA button to refresh the connection to ConnectWise.

Select the Billing Enabled checkbox to indicate that you will be configuring
billing.

In the # of Accounts field, enter the Product ID associated with your account
product exactly how it appears in ConnectWise.

In the Total Storage field, enter the Product ID associated with your storage
product exactly how it appears in ConnectWise.

In the File Server Enablement field, enter the Product ID associated with your
File Server Enablement product exactly how it appears in ConnectWise.

In the Push Date field, select the day of the month that billing information will be
pushed to ConnectWise.

ConnectWise Billing Settings

Billing Enabled?

# of Accounts Users

Total Storage storage
File Server Enablement

File Server Enablement

Push Date 15

Cancel

Click the Save button when you are finished.
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Step 4: Map x360Sync Organizations to ConnectWise
Customers

After these settings are configured at the top-level organization, you must then map
each x360Sync organization to the matching ConnectWise customer.

1. Navigate to an organization that will integrate with ConnectWise.

2. Click the Settings tab, and then click the PSA tab. The PSA Settings section
displays.

3. Inthe Company drop-down menu, select the organization’s associated company
name in ConnectWise.

4. Optionally, configure billing settings:

1. Inthe ConnectWise Billing Settings section, select the checkbox next to the
appropriate products configured in ConnectWise. You must select at least one
product. If a product is not selected, it will not be billed through ConnectWise.

2. Inthe Choose Agreement drop-down field, select the appropriate agreement
configured in ConnectWise. If an agreement is not selected, ConnectWise will not
be able to complete the billing process.

3. Click the Save button.

,,,,,,,

Push Date

After everything is correctly mapped, you will be able to push billing information from
x360Sync into ConnectWise.

Step 5: Set Up Alerts in x360Sync

When the organization is linked with a ConnectWise customer, you can set up alerts
that will display in the ConnectWise system.
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1. While still in the organization, click the Activity tab. The Activity Log page
displays.
2. Inthe Activity Log page, click the Create Alert button.

The Alerts page displays.
3. Inthe Alerts page, configure alerts, making sure to click the PSA System
checkbox.

A Alert Settings

Notify type names here

e FSE machine is unreachable

For organization v
Via Email Send Test Message

Text Message Send Test Message

% PSASystem Send Test Message ‘

Cancel Save

You will now be able to view alerts in ConnectWise for the appropriate customer.

How to Disable or Delete an Organization

Disabled Organizations

When you disable an organization, you temporarily restrict access to the organization
and all child organizations (suborganizations). Registered desktop clients and apps
will no longer sync with the server, and users will be unable to log in to the web portal.
An organization can be re-enabled at any time. You might need to disable an
organization when managing trials, when attempting to work with an unpaying client,
or for compliance purposes.

To disable an organization:

1. Inthe appropriate organization, click the Settings The Settings page displays,
showing the General Settings section.
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£+ General Settings

Parent Organization € All Organizations

Organization Name * Organization A a

Trial Mode? @

Trial Until

Description
Share Disclaimer €

Contact Email * adoring@efolder.net

Hostname € a1

Organization URL al.syncedtest.com/domain/organization-al

Default Language € English

Default Timezone €

Disable Organization € @

Cancel Save

2. Inthe General Settings section, click the Disable Organization checkbox to
disable the organization.

3. Click the Save button when you are finished. The organization will remain
disabled until you deselect this checkbox.

Deleted Organizations

When you delete an organization, you remove all data associated with the
organization, including

» Organization accounts,
» Alerts,

» Branding,

+ Authentication sources,
* Emalil servers,

* Files,

* Roots, and

» Suborganizations.

When you delete an organization, this action cannot be undone. Please proceed with
caution.

To delete an organization:
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1. Inthe appropriate organization, click the Settings tab. The Settings page
displays.
In the Settings page, click the Delete tab. The Delete Organization page displays.

3. Inthe Delete Organization page, you will be presented with a warning message
indicating that when you delete an organization, you also delete all data
associated with the organization.

4. Click the Delete Organization button to permanently delete the organization.

£ General [ Policies &% Email ~ B Auth W\ PSA o Branding @ Privacy M

£} Delete Organization

Warning: You are about to PERMANENTLY DELETE the C ise Billing. deleting an
organization will REMOVE ALL DATA associated with this organization. This includes the organization's accounts, alerts,
branding, auth sources, email servers, roots, and suborganizations.

This action is NOT REVERSIBLE.

How to Turn on Privacy Mode

You can turn on the Privacy Mode feature for a lower-level organization and its
suborganizations, which disables your ability to view data in personal folders, Team
Shares, and backups. The purpose of this feature is to allow you to successfully
manage the system for customers without accessing or viewing potentially sensitive
customer information.

When Privacy Mode is enabled, you will still have the ability to view data within your
own organization, and you will retain the necessary privileges required to manage all
lower-level organizations and suborganizations.

@ NOTE

After Privacy Mode is enabled, there is no way to disable the feature.

S NOTE

If you are interested in File Server Enablement as a best practice, File
Server Enablement should be configured prior to enabling the Privacy
Mode feature.
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When Privacy Mode is enabled for a lower-level organization, you will not be able to

» Browse or manage the content of personal folders, Team Shares, or backups;

* View titles of files within personal folders, Team Shares, or backups;

» Create backups;

* Move accounts to a different organization;» Move Team Shares to a different
organization; or

* Subscribe to Team Shares.

When Privacy Mode is enabled for a lower-level organization, you will retain the ability
to

* Manage and configure the organization and its suborganizations;

* View information about the organization and its suborganizations;

» View space used by accounts, Team Shares, and backups;

* View the number of files in accounts, Team Shares, and backups; and
» Create accounts and Team Shares.

By default, organization administrators will still have the ability to browse user files
within your own organization; the Privacy Mode feature only prevents organization
administrators from viewing data within lower-level organizations and
suborganizations.

To change this setting, refer to the instructions below.

To turn on Privacy Mode:

1. Inthe appropriate organization, click the Settings tab. The Settings page
displays.
2. Inthe Settings page, click the Privacy tab.
L General [ Policies &% Email ~ B3 Auth A\ PSA  w Branding o

£ Turn on Privacy Mode

Warning: You are about to put Data Protection Inc. in privacy mode. Putting an organization in privacy mode means
that you can no longer view ANY DATA associated with this organization. This includes the personal files, team shares,
and backups. Once Privacy Mode is enabled, there is no way to disable it.

The Privacy Mode page displays, warning that when Privacy Mode is enabled, it
cannot be disabled.
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3. Inthe Privacy Mode page, click the Turn on Privacy Mode button. A pop-up
message displays, warning that higher level organization administrators will be
prevented from viewing the organization’s files.

X

WARNING: Changes are irreversible

Higher level organization admins will no longer be
able to view this organization's files.

Cancel Enable Privacy Mode

4. In the pop-up window, click the Enable Privacy Mode button to continue. The
Privacy Mode page will refresh to indicate that Privacy Mode has been enabled.

By default, you will still have the ability to browse user files within their own
organization; the Privacy Mode feature only prevents you from viewing data within
lower-level organizations and suborganizations.

To disable the ability for organization administrators to browse user files within their
own organization:

1. Within the appropriate organization, click the Settings tab. The Settings page
displays.

2. Inthe Settings page, click the Policies tab.
& Genenal Semail v EAth A psa e bondng @ Privcy M

£} Organization Policies

Space Quota @ 100.00 @

Currently Using €@ 0B

Parent is Using @ 0B0f10.00GB

Max file size 300 MB

Excluded extensions 55,.5db,.113,3g2,.3gp,.3gp2,.3gpp,.3mm, a,.abf, abk,.afm,.ani,.ann,. 1

asf,.avi,.avs,.bac,.bak,.bck,.bcm,.bd2,.bdb, .bdf, bkf,.bkp, bmk,.bsc,b

The Policies section displays.
3. Inthe User Settings area, uncheck the Let organization admins browse user

files checkbox. Organization administrators assigned to this suborganization will
no longer have the ability to view users’ data.
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£+ User Settings

Let organization admins browse h

user files?

Let organization admins browse L
remote files?

How to Create Service Plans

Service plans are bundles of features and policies that customers can opt-into through
a registration form. When a customer submits a registration form, organizations are
automatically created with a trial account based on service plan settings and
information collected from the form.

Service plans allow you to

* Invite customers and prospects to sign up for a trial of your system,
» Create tiered offerings, and
* Enable and disable features and functionality for individual organizations.

Service Plans can be enabled for organizations and suborganizations. After an

organization has been created through a service plan, you can optionally make

custom changes to the organization in the Policies tab in the administrative web
portal.

3 NOTE

f you edit service plan settings after organizations have been created
through the registration form, the existing organizations will not reflect
these updated settings. Organizations are not connected to service plan
settings after they have been created.

To create service plans:

1. Inthe dashboard ribbon, click the Service Plans link. The Service Plans and
Customers page display, showing a list of existing subscriptions, if any.

2. Inthe Service Plans and Customers page, click the Add Plan button to add a
new service plan.

Page 64



Creating and Configuring Organizations

Service Plans and Customers

f— B suscriptions | (2 Plans

The Plans page displays.

3. Inthe Plans page, enter general settings for the new service plan, including:

a.

> e -

In the Organization drop-down menu, select the name of the higher-level
organization that will act as the parent organization to any new
organizations created from the service plan.

In the Plan Name field, enter a title for the service plan.

In the Plan Code or SKU field, enter an abbreviation or accounting code to
represent the service plan.

In the Notify Email field, enter an email address that should be notified when
a new registration form is submitted.

In the Trial Length in Days field, enter the length of the trial period, in days.
In the Monthly Cost field, enter the cost per month of the service plan.

In the Currency Sign field, enter a currency symbol (for example, $).

In the Min Number of Users field, enter the minimum number of user
accounts allowed by the service plan.

In the Max Number of Users field, enter a user limit that will be allowed for
the organization. Enter O for an unlimited number of user accounts.

In the Max Number of Suborganizations field, set the maximum number of
child organizations allowed under the higher-level organization.
Alternatively, enter -1 to disable the creation of suborganizations, or enter O
to allow an unlimited number of suborganizations.

In the Space Quota field, enter the space that will be allotted to organizations
created under the service plan. This number can exceed the disk space that
is currently available; however, you will be warned when an organization
reaches capacity.

In the Max File Size field, set the maximum size of individual files that can
be uploaded into the system through desktop clients. By default, this is set to
300MB.

Select the Backup Creation checkbox to allow the creation of backups.

Select the Enable Branding checkbox to allow custom styles and logos.
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0. Select the WebDAV Support checkbox to support WebDAV connections,
which is another way for end users to view and edit files—both personal and
through Team Shares—located in the cloud. WebDAYV is useful when you do
not want local copies of large files being stored on external machines. For
more information, please reference the End User Guide.

p. Select the File Server Enablement checkbox to allow machines to be
cloudenabled. With File Server Enablement, you can keep the existing file
structure on the server while allowing remote access to files and folders.

g. Selectthe Active checkbox to indicate that the service plan is currently
available for use.

Plans

B subscriptions [ Plans.
{3 General Settings

Organization Al Organizations

Plan Name (] o-

Plan Code or SKU L]

Notify Email o

Tnal length in days 0 days

Monthly Cost? 000 US Dollar v |/ month

Min number of users. o

Max number of users. [i] 0

Max number of (] 10

suborganzations.

Space Quota [} 100 GB

Max fie size 200 me

Backup creation? e

Enable branding? L

WebDAV Support? k4

File Server Enablement? .

Active? @

CANCEL m
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Creating and Managing Accounts and
Machines

After creating organizations or suborganizations, you can create user accounts
manually, from an authentication source (such as Active Directory), or import user
accounts from a CSV file.

When new user accounts are created, you can optionally turn on automatic email
notifications so that end users receive account information and a link to access the web
portal.

From the web portal dashboard, end users will see files, folders, and any Team
Shares to which they have been subscribed. They will also have the ability to
download a desktop client to their local machines, and use it to manage and upload
files to the cloud. Users can also download and install tablet or smart phone apps—
including apps for Android devices, iOS devices, and Windows Phones—to access
their files. When these machines are attached to a user account, you can track and
manage these machines in the Machines tab.

For more information about how end users use the system, please reference the End
User Guide.

How to Manually Create User Accounts

You have many options for creating user accounts, including bulk-importing users
through Active Directory and CSV files. In some instances, however, you might want
to manually create individual user accounts.

To manually create user accounts:

1. Inthe Organization navigation menu, select the organization in which you want to create the
new user account. The selected organization displays.

2. Click the Accounts tab. The Accounts page displays.
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3. Inthe Accounts page, click the Create User button.

© Switchtoclassic & Anne Doring ¥

& Guests 238 Groops @ importcsv [ @ Create User
Message

=+ 22

dmin, Synced ool @ com 08 2N @ wm /W

The Account Settings page displays.

4. In the Account Settings page, enter account details for the new account, including:

a.
b.

C.

In the First Name field, enter the user’s first name.
In the Last Name field, enter the user’s last name.

In the Email field, enter the user’'s email address. Each user account must
have its own unigue email address associated with it.

In the Password field, enter password credentials; alternatively, click the
Auto-Generate checkbox to allow the system to automatically generate a
password for the user. The user will be prompted to change an automatically
generated password when he or she first logs in to the web portal.

In the Confirm Password field, retype to confirm the password if it was
manually typed into the Password field.

Use the Password Expires field if you would like to generate a time-sensitive
password for the new user account. You can select from 6 hours, 12 hours, or
24 hours. If you do not want to generate a time-sensitive password, leave this
drop-down field set to Never.

In the Mobile Phone Number field, enter the mobile phone number of the
user.

In the Language drop-down menu, select the user’s preferred language, which
controls the language settings displayed in the web portal and mobile apps, as
well as number formatting. Leave this field blank to use the organization’s
default language setting.

In the Timezone drop-down menu, select the user’s preferred timezone, which
controls the display of dates and times. Leave this field blank to use the
organization’s default timezone setting.

Click the Shared Quota checkbox if you want the user to be assigned a
shared pool of space within the organization.

In the Individual Space Quota field, enter a specific quota for the user if he or
she is not part of the shared quota pool for the organization.
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l.  Inthe Email User When They Reach field, select a percentage checkbox to
indicate if a user should be notified when approaching a certain percentage of
his or her quota.

m. Select the Send Welcome Email checkbox to send a welcome email to the
user. Uncheck this checkbox if you would like to send the welcome email at a
later date; for example, when you finish configuring the organization and
setting up Team Shares.

n. Select the WebDAV Access checkbox to give the user WebDAYV access,
which is another way for end users to view and edit files. WebDAV is useful
when you do not want local copies of large files being stored on external
machines. For more information, please reference the End User Guide.

0. Select the Organization Admin checkbox to give the user administrative
privileges. Users should only be given this level of access if they will be
conducting administrative tasks within the system.

p. Select the System Admin checkbox to give the user advanced administrative
privileges. Users should only be given this level of access if they will be
conducting system-related tasks within the system.

g. Inthe Add to Groups search box, type the name of the group(s) to which the
user should be added, if any.

r. Inthe Add to Team Shares search box, type the name of the Team Share(s)
to which the user should be given access, if any. Alternatively, click the All
button to add the user to all Team Shares, or click the None button to clear
your selection.

s. If you added the user to a Team Share, you can use the Team Share section
of the page to define the user's permission role within the selected Team
Share. By default, the Collaborator role is assigned, giving the user the ability
to do anything except trim (delete revisions to files) and purge (permanently
delete files and folders). Click the Collaborator button to change this setting.
For more information on permission roles, please visit the How to Create a
New Team Share section of this guide.
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€ Create an Account - Default Organization

First Name -

Last Name

Emai

Password () ® - Dauto-generate
Confirm Password ® -

Password Expires o Never v

Mobile Phone Number @

Language o

Timezone [i]

Shared Quota? o # Organization is using 65.68 GB of 5,00 TB.

WebDAV Access? e

Send Weicome Emai? #
Organization Admin

System Admin

Add to Groups Select Some Options

Agd to Team Shares Select Some Options.

@ Specify permission roles to grant Team Share access. View Permission Roles

5. Click the Save button when you are finished.

How to Import User Accounts from a CSV File

In addition to manually creating individual user accounts, you can also bulk-import
users using Active Directory or a CSV file (comma-separated values).

When you use a CSV file, each user account represents one line of the file, and each
line contains metadata for one specific user account. You must format each line

correctly so that the system can identify the metadata values. The format of each line
must be: First Name, Last Name, Email, Quota in gigabytes (0 represents unlimited).

For example, you might start with an Excel file filled with user accounts, and then save
the file in CSV format.
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= T
HOME INSERT PAGE LAYOUT FORMULAS [
-y =
0 o8 Cut Calibri ‘lu ClA | ==
b ER Copy ~
aste < |t = < | ==
= ~ Format Painter U = | O A = =
Clipboard 1 Font F}
G4 "X v J|
A | B | C | D | E
1 |First Name Last Name Email Quota
Joe Smith ismith@user.com 0

Mary Smith msmirth@user.com 0

Alternatively, you can start with a text file and save your file in CSV format. Make sure
each value is separated by a comma.

| Book1 - Notepad
| File Edit Format View Help
First Name,Last Name,Email,Quota

Joe,smith, jsmith@user.com,0
Mary,smith,msmirth@user. com,0

The first line of your file can serve as the header row, but you must indicate this by
clicking the CSV Has a Header Row checkbox when you upload your file.

To import user accounts from a CSV file:

1. Ensure the CSV file has been saved in one of the following formats:
*+ CSV (MS-DOS)
* CSV (comma delimited)

2. In the Organization navigation menu, select the organization in which you want to create the
new user accounts. The selected organization displays.

3. Click the Accounts tab. The Accounts page displays.
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4. In the Accounts page, click the CSV Import button.

& Accounts & Guests 282 Groups & Import CsV @ Create User

& Send Message S x 2 2

The Create Multiple Accounts page displays.
5. Inthe Create Multiple Accounts page, upload your CSV file into the system.
a. Click the Choose File button, and select the CSV file from your local machine.

b. Select the CSV Has a Header checkbox if the first line of your file includes
header information (formatted as First Name, Last Name, Email, Quota).

c. Selectthe Send Welcome Email checkbox to send a welcome email to each
newly created user account.

d. Click the Expire Password After drop-down menu to determine whether or not
the newly generated passwords will expire after a certain time period. You can
choose from Never (default), 6 hours, 12 hours, or 24 hours.

e. Inthe Add to Team Shares box, select the Team Shares to which the user
should be given access, if any.

f.  Inthe Add to Groups box, select the Groups to which you would like to add the
users, if any.

g. Click the Upload button when you are finished.

& Upload a CSV file

Upioad CSV Line format:
First Name, Last Name, Email, Quota in gigabytes (0 for Unlimited)

Note:
Users will receive a randommly generated password

Choose File | No file chosen
CSV has a header row?
Send Weicome Email?
Expire Password After Never v

Add to Groups

Add 10 Team Shares

€ Specify permission roles to grant Team Share access. View Permission Roles
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6. When the CSV file finishes uploading, the Create Multiple Accounts page will refresh,
displaying a list of imported accounts. Use this list to confirm that all of your accounts
uploaded successfully.

An account marked with an Email address already in use message indicates that
the email address currently exists in the system. Duplicate accounts will not be
imported and the existing record will not be updated.

7. To clear this form and re-upload a new CSV file, click the Reset Form button.

How to Import User Accounts from an Authentication
Source

Overview

Active Directory, or any LDAP authentication source, can act as a source for user
accounts within the system. When an authentication source is configured, an imported
user can log in to the web portal using the credentials attached to his or her
authentication source account.

You can integrate with an authentication source in one of two ways: using the machine
method, or using the server method.

» Machine Method—If you use the machine method, you will first need to download the
desktop client onto the server that houses the authentication source. You will then
register that desktop client to any user within the system. For instructions on how to
install and register the desktop client, please reference the End User Guide.

» Server Method—Using the server method, you can connect to your authentication
source without installing a desktop client on the machine that houses the
authentication source. This server must be publicly accessible in order to use this
method.
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@ TIP

When registering the desktop client to a user account on a server, it is
recommended that you create a service account. A service account
should not be subscribed to team shares, should be set to use fixed
space quota of .01GB, and should be configured using a predetermined
naming system.

Notes to Consider

If you have already manually created user accounts, and want to convert these ex-
isting user accounts to AD user accounts, you must ensure that the email addresses
match. If an email address matches, then the system will successfully convert the
existing user account to an AD user account, and there will be no need to uninstall
and reinstall desktop clients.

Additionally, when you integrate with Active Directory, desktop clients can be
silentlypushed, installed, and registered to end users without needing to alert the end
user.

For more information about silent installations, please reference the How to Silently
Install Desktop Clients section of the Guide.

While x360Sync will successfully integrate with any LDAP authentication source, itwill
not integrate with non-LDAP sources, such as Azure AD. While Azure AD supports
internal LDAP authentication, it does not currently support external LDAP
authentication. For more information, please reference this TechNet Blog.

Machine Method

To integrate with Active Directory using the machine method:

1.

On the server that houses Active Directory, download and install the desktop client.
For instructions on installing the desktop client, please reference the End User Guide.

After you install the desktop client, register the desktop client to a user account. For
instructions on registering the desktop client, please reference the End User Guide.

While still in the server that houses Active Directory, record the full computer name.

a. Click the Start menu, right-click Computer, and select Properties. The System
window displays.

b. Inthe System window, find the informational field titled, Full Computer Name.
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Record the full name of the computer so that it can be referenced later.

Spstem s 4t Operatng System
Pen and Touchi NoPen o Touh Irputis valabl for i Desloy

Computername: WD e setngs
Fol computername: WINSAD sycdezonD e

4. When you are finished installing and registering the desktop client, return to the
administrative web portal.

5. While in the appropriate organization, click the Settings tab. The Settings page
displays.

6. Inthe Settings page, click the Authentication tab. The Authentication section
displays.

7. In the Authentication section, click the Add Source button to add an authentication
source.

Q Gl [ Poicies  SeEmai v @BAth A PA W Bandig @ prvacy M
— @ 460 Source
.

oowm e wost oncaNzATION Wi
aaaaaaaaaaaa m None adtest syncedtest.com Calsoftinc =/ 0
default None WIN-290QTS5I34R sam = /70

efolder.local None WINZKBR2V2-44 permissions = /0

The page refreshes to display a Configure an Authentication Source section of
the page.

8. Inthe Configure an Authentication Source section of the page, configure your
authentication source.

a. Inthe Machine drop-down menu, select the name of the machine that houses
your Active Directory.

b. In the Host field, enter the full computer name that you recorded above.
c. Inthe Domain field, enter the Active Directory Fully Qualified Domain Name
(FQDN) (for example, anchor.com).

d. Inthe Login field, enter a username that has administrative access to Active
Directory.

e. Inthe Password field, enter the corresponding password for the administrative
user.

f.  Click the Save button when you are finished.
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£ General [ Policies % Email v B3 Auth A PSA o Branding @ Privacy M
£} Configure an Authentication Source

Machine Use Server

Host * o}
Domain *

Login *

Password ®

Nickname @

Cancel

After you have entered information for Active Directory, the page will refresh
to show you a listing of all current authentication sources.

9. Inthe Manage column, click the Import Users button.

& General () policies % Emall >+ E@Auth N Psa W Banding @ privecy M

anchoradtest.com None adtest syncedtest.com CalsoftInc /s m
default None WIN-290QT55134R sam =/ 0

efolder.local None WIN2KBR2-V2-44 permissions =/ M0

The page refreshes to show import settings.
10. Configure settings for importing users.

a. Select the Send Welcome Email checkbox to send a welcome email as soon
as users are imported into the system.

b. Select the Enable WebDAV checkbox to enable WebDAYV.

c. Use the Add to Team Shares box to select the Team Shares to which all user
accounts should be added. Alternatively, click the All button to add all user
accounts to all Team Shares, or click the None button if you do not want to add
user accounts to Team Shares. Please note that you can add user accounts to
Team Shares after they have been created.
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£ General [ Policies 8% Email + @3 Auth N\ PsA o Branding @ Privacy I

O Import Settings

Send Welcome Email? L4

Enable WebDAV? Ld

Add ta Groups 12 Calsoft Inc) i
123 (sam)
13 (Calsoft Inc)
14 (Calsoft Inc)

C (new_test)
Add to Team Shares 12
Nitin Account's Files (20190812 173500)
trim account's Files (20190812 173442)
aa's Files (20190812 164730)
aa_snap

m

Nome  All

282 Organizational Units

) Active Directory

Refresh Selected

Cancel Import Selected Users

11. In the Organizational Units box, browse and select the Active Directory users that

12.

should be imported; alternatively, select specific organizational units (OUs) to be
added to the system.

332 Organizational Units

4 & Active Directory

Refresh Selected

Cancel Import Selected Users

Click the Import Selected Users button to import the users into the system. End users
can now log in to the system using their AD email address and password.

Server Method

To integrate with Active Directory using the server method:

1.

While in the appropriate organization, click the Settings tab. The Settings page
displays.
In the Settings page, click the Authentication tab. The Authentication section displays.

In the Authentication section, click the Add Source button to add an authentication
source.

& General B Policies % Email ~  EAuth X psa W Banding @ Privay M1
— © Add Source
oowm e Host oncaNiZATION Wanace
anchoradtest.com None adtest syncedtest.com Calsoftinc =/ m
defaut None WIN-290QT55134R sam =/ m
efolder.local None WINZKER2-V2-44 permissions =/ m
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The page refreshes to display a Configure an Authentication Source section of
the page.

In the Configure an Authentication Source section of the page, configure your
authentication source.

a. Inthe Machine drop-down menu, select Use Server.

b. Inthe Host field, enter the internal IP address of the Active Directory server
machine if it is on the same network as the x360Sync Server. If the Active
Directory server machine is outside of your network, enter the publicly
resolvable host name or IP address.

c. Inthe Domain field, enter the Active Directory Fully Qualified Domain Name
(FQDN) (for example, anchor.com).

d. Inthe Login field, enter a username that has administrative access to Active
Directory.

e. Inthe Password field, enter the corresponding password for the administrative
user.
f.  Click the Save button when you are finished.
£ General [ Policies % Email v B3 Auth A PSA o Branding @ Privacy M
£ Configure an Authentication Source

Machine Use Server

Host * o}
Domain *
Login *
Password ®
Nickname @

Cancel

After you have entered information for Active Directory, the page will refresh
to show you a listing of all current authentication sources.

In the Manage column, click the Import Users button.

wost
anchoradtest.com None adtest syncedtest.com Calsoft Inc VR |

default None WIN-290QTS5134R sam =70

efolder.tocal None WIN2KBR2-V2-44 permissions = /s m

The page refreshes to show import settings.
Configure settings for importing users.
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a. Select the Send Welcome Email checkbox to send a welcome email as soon as
users are imported into the system.

b. Select the Enable WebDAYV checkbox to enable WebDAV.

c. Use the Add to Team Shares box to select the Team Shares to which all user
accounts should be added. Alternatively, click the All button to add all user
accounts to all Team Shares, or click the None button if you do not want to add
user accounts to Team Shares. Please note that you can add user accounts to
Team Shares after they have been created.

£ General [ Policies

Q Import Settings

Send Welcome Email?

Enable WebDAV?

Add to Groups

Add to Team Shares

232 Organizational Units

b Active Directory

Refresh Selected

N email v+ B3 Auth A PsA o Branding @ Privacy 1

12 (Calsoft Inc)
123 (sam)

13 (Calsoft Inc)
14 (Calsoft Inc)
C (new_test)

11112

Nitin Account's Files (20190812 173500)
trim account's Files (20190812 173442)
aa's Files (20190812 164730)

aa_snap

e Al

Cancel Import Selected Users

7. Inthe Organizational Units box, browse and select the Active Directory users that

should be imported; alternatively, select specific organizational units (OUs) to be added

to the system.

222 Organizational Units

4 & Active Directory

Refresh Selected

Cancel Import Selected Users

8. Click the Import Selected Users button to import the users into the system. End users
can now log in to the system using their AD email address and password.

How to Silently Install the Desktop Client

A desktop client can be installed and registered in unattended mode (silently) by running
the desktop client's executable file from the command line.
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Installing a Desktop Client in Unattended Mode

First, the desktop client must be installed. The following arguments can be used to
control the installation process:

--help Display the list of valid options
--revision Display product information
--unattendedmodeui Unattended Mode Ul

Default: none

Allowed: none, minimal, minimalwithdialogs
--mode Installation mode

Default: win32

Allowed: win32 unattended
--installer-language Language selection

Default: en

Allowed: en ar bg ca da nl et fr fi de el es es_AR he hr hu it ja ko pl pt_BR pt ro ru
no sl sk sq sv tr zh_TW zh_CN va cy cs

--create_shortcuts Creates Desktop shortcut with value of 1
Allowed: 0, 1
Default: 1

--host Host name

Note: Do not include http or https protocol; do not include port number, if applicable

--port Server Port
Default: 443

--httpport Server Web Port
Default: 80

The following example will install the desktop client silently without registering it:

1. From the command-line, navigate to the location of the executable file (installation
file). Please note that you should not rename the downloaded executable file
when conducting a silent installation. The name of the executable file determines
both branding settings and the current revision of the desktop client. If you alter
the name of the executable file, branding settings will not be reflected, and the
current revision of the desktop client will not be installed. For example, if the
executable file exists on the Desktop, run the following commend:
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cd C:\Users\jane\Desktop

2. Run the executable file from the command-line using the following arguments,
making sure to replace the information appropriate to the specific environment
and user.

SyncedTool OrganizationA.syncedtool.com 15059-2.4.0.815.exe —--unattenc

-

BN C:\Windows\system32\cmd.exe = ‘wi,,,@_j@

Microsoft Windows [Uersion 6.1.76001] -
Copyright (c)> 2809 Microsoft Corporation. All rights reserved.

IC:\Users\jane\Desktop>SyncedTool_OrganizationfA.syncedtool.com_15859-2.4.08.815.ex
e ——unattendedmodeui none ——mode unattnded ——host Organizationf.syncedtool.com

After the installation process completes, the desktop client can then be registered to a
user silently. The following arguments can be used to control the registration process:

--help Produce help message
--config Config file
--action Action to perform (required)

[register|filestatus|userinfo]

--user Username (email or domain\ad_username)
--password Password
--auth_code Two-Factor Authentication code (when the Two-Factor Authentication policy has been

enabled and configured)

--localuser Local user

--path Path
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The following example will register the desktop client using the desktop client_cmdui.exe
file located in the installation directory bin folder.

1. From the command-line, navigate to the Synced Tool installation directory (for
example, C:\Program Files (x86)\SyncedTool).

cd C:\Program Files (x86)\SyncedTool

2. Run the desktop client_cmdui.exe file using the following arguments, making sure to
replace the text with information appropriate to the specific environment and user.
Please note that you should execute agent_cmdui.exe from its parent folder
(for example, C:\Program Files (x86)\SyncedTool) as noted in the example above.

bin\agent cmdui.exe --config "C:\Program Files (x86)\SyncedTool\conf\c
E¥ C:\Windows\system32\cmd.exe (o] @ |
Microsoft Windows [Uersion 6.1.76001] A

Copyright {(c)> 2009 Microsoft Corporation. All rights reserved. ‘

C:\Users\jane>cd C:\Program Files (x86>\SyncedTool

C:\Program Files (x86)>\SyncedTool>cd C:\Program Files (x86>\SyncedTool

:\Program Files (x86)>\8SyncedTool>bhin\agent_cmdui.exe ——config "C:\Program Files \
(x86>\8SyncedTool\conf\config.ini" ——action register ——user JjanelPefolder.test ——
assword PASSWORD ——path "C:\Users\Synced"

After silently registering the user, you might notice that the application Ul still indicates
that registration is not complete. Run the following command from the installation
directory BIN folder (for example, C:\Program Files (x86)\SyncedTool\bin):

agent gul.exe --message check registration

How to Manage User Accounts

When new users have been added to your system, you have many options for
managing user accounts. Using the Accounts page, you can view a list of user
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accounts, send email messages to user accounts, edit user accounts, and delete user
accounts.

@ TIP

If you want to see a list of all user accounts from every organization and
suborganization, make sure your master organization is selected when
you access the Accounts page.

To manage user accounts:

1. Inthe Organization navigation menu, select the organization in which you want to manage
user accounts. The selected organization displays.

2. Click the Accounts tab. The Accounts page displays, showing a list of all user accounts in the
selected organization.

& Accounts & Guests 8 Groups 0 ImportCsV @ Create User
= & 2 2
e o ORGMNZATON  SPACEUSED USTWEBLOGN  aNAGE

ient.com Bogdan Org 2085M8 May 5,2020 a s /

bb srija.d12@ml permissions. 38.40 KB of 4.00 GB Feb 13,2019 as /

L, blact blaci@plexteq.com BogdanOrg  175GB My12,200 @ W

L, blac2 blacz@plexte

.0
q.co
.o

eq.c

t2q.c

BopdanOrg  594.73MB. 0Oct 31,2019 a =
L,blac3 blac3@plextes

TestPoliciesA 15268 Jan 20,2020 as

o
o
o
]
o
]
TestPolicies8  4.30M8 Noviz 2019 @ & o
o

7
s
TestPoliciesA  17.15M8 Oct4,2019 as /s
%
P!
’

Yadav, Arun anuny@xyz.com Aaun o8 Jul9, 2019 as

3. Inthe Accounts page toolbar, you can search for individual user accounts using the Search
field, or filter to view only admins by clicking the Admin button, or invited users by clicking the
Invited button.
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& Import CSV @ Create User
ﬁ 2 28
SPACE USED LASTWEBLOGIN  MANAGE
29.85 MB May 5,2020 (O V. |

4. In the Accounts page, you can optionally edit user account settings.
5. Click the Edit button next to the account you want to edit.

& Import CSV @ Create User

& a2 a
SPACE USED LAST WEB LOGIN MANAGE
29.85 MB May 5, 2020 [0 — i

The Account Settings page displays.

& Account Settings
Organization ~ BogdanOrg

First Name * Anne 0]
Last Name * Doring

Email * adoring@efolder.net

Change Password

Mobile Phone Number € 4129017356

Language @

Timezone @

Shared Quota? @ ¥ Organization is using 3.90 GB of 1,000.00 GB.
WebDAV Access? »

Organization Admin @

System Admin

Add to Groups developeRS (TestPolicies8) X

Add to Team Shares Sedect Some Opbions

TEAM SHARE PeRmission @
« B L a3 share Role Editor R

@ web and Mobile

1™ Future Machines

6. Inthe Account Settings page, you can:
a. Click the User Details button to view account activity, such as recent activity,
linked machines, account files and backups, Team Shares, and space
usage.
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B3 5ogdsn Org | o3 Share Rote Editor ®

B3 8ogdan Org | Lock Edit Test ®

(r5m COOWNER to WEBEDITOR)

‘ateam share subscription to Lock Edit Test (added 1 Machines

hare subscription to Lock Edit Test (sdded

b. Change account details, such as name, login credentials, and settings.
c. Click the Save button when you are finished.

7. Also in the Accounts page, you can optionally send an email message to selected
user accounts.

a. Click the checkboxes to select the users who should receive the email.

b. Click the Send Message button. An Email Users dialog box displays.

& Accounts 8 Guests n Groups

o — X

Email Users

0 nNaME

@ axcient, blaukhin Subject

&L, blacl

B L blac Message

© L, blac3

&L, blacs =
2 Send reset password link

() -
Ctiacs 5 Send welcome email

c. Inthe Email Users dialog box, enter a subject and a message.

d. Optionally, click the Send Reset Password Link checkbox to resend the
selected users’ passwords.

e. Optionally, click the Send Welcome Email checkbox to resend a welcome
email to the selected users.

f.  Click the Send button when you are finished.

8. Optionally, in the Accounts page, you can delete users by clicking the Delete
button.

The selected user accounts will be deleted from the system.
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& Import CSV @ Create User

a2 2@
- -
SPACE USED LAST WEB LOGIN MANAGE

29.85 MB May 5, 2020 &B = /

How to Unlock User Accounts

Overview

To help protect against events such as common brute force and dictionary attacks, the
system will lock out user accounts after five failed login attempts. These accounts will
remain locked for 30 minutes. If necessary, an administrator can unlock these user
accounts from the administrative web portal.

Unlocking LDAP and Activate Directory Accounts

User accounts that have been imported by an LDAP authentication source, such as
Active Directory, should be managed within the original source. The Unlock feature
does not support LDAP-imported accounts.

Forgot Password Page

To prevent account lockouts, users can click the Forgot Password link in the Login
page when they are having trouble remembering their login credentials.

S NOTE

Note: The same 30 minute lockout rule applies for users in the Forgot
Password page. After five failed reset attempts, users will be locked out
for 30 minutes.
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QﬂChO.’

EMAIL

PASSWORD

Forgot Password?

Instructions for Unlocking a User Account
To unlock a user account:

1. In the Organization navigation menu, select the user’s organization. The selected
organization displays.
2. Click the Accounts tab. The Accounts page displays, listing all existing accounts.

Find the locked out user account and click the Edit button.
& Import CSV @ Create User

a 2@
- =
SPACE USED LAST WEB LOGIN MANAGE

29.85 MB May 5, 2020 (o — i}

4. Inthe Account Overview section of the Account Settings page, click the Unlock
Account button. The user account is now unlocked, and will be able to log back
into the system.

5. Optionally, you can allow the user to reset his or her password from the Accounts
page. Return to the Accounts page and select the checkbox next to the
appropriate account.

6. With the account selected, click the Send Message button.
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& Accounts 8 Guests

M —
O NamE
axcient, blaukhin
@ L,blacl
O L,blac2
J L, blac3
4 L,blac4

L, blacs

242 Groups

EMAIL
blaukhin@axcient.com
blacl@plexteq.com
blac2@plexteq.com
blac3@plexteq.com
blac4@plexteq.com

blac5@plexteq.com

ORGANIZATION
Bogdan Org
Bogdan Org
Bogdan Org
TestPoliciesA
TestPoliciesA

TestPoliciesB

SPACE USED

29.85MB

1.75GB

594.73 MB

17.15MB

1.52GB

4.30MB

An Email User dialog box displays, allowing you to compose an email message
directly from your web browser

7. Click the Send reset password link checkbox to provide the selected user

account with a link to reset his or her password.

Email Users

Subject

Message

Ky

Send reset password link h

= Send welcome email

How to Create Groups

X

8. Click the Send button when you are finished.

You can organize end users into Groups to help you manage accounts. When you
create a Group, you select accounts that are included in the group, so that the group

acts as a single entity within x360Sync.

For example, when creating Team Shares, you can add one single Group to the Team

Share, rather than selecting and managing separate accounts. You can even assign a

permission role to the group, and each member of the group will inherit that

permission role within the Team Share. Ultimately, this feature helps you manage
groups of users within one central location.
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B3 Manage Team Share Subscribers

Subscribers

users onGRouPs O o prmsson @
« 2 Groups
GE ( iciess) Collaborator

O 2 manageTesting (Bogdan Org)
D& testers (TestPoliciesB)
4 & Accounts

& L, blac1 {blac1@plexteq.com)

8 & , blacd (blaca@plexteq.com)
D& axcient, blaukhin (blaukhin@axcient.com)

O & L, blac2 (blac2@plexteq.com)

D& 1, blac3 (blac3@plexteq.com)

P18 4 bhanr fhbanr Ataitnn mmmd

The benefits of Groups include:

* You can easily manage a single Group—rather than multiple accounts—as a sub-
scriber to a Team Share.

* When adding a Group to a Team Share, you can optionally define machine sub-
scription settings and permission roles for the entire Group.

To create groups:

1. Inthe Organization navigation menu, select the organization in which you want to
create Groups. The selected organization displays.

2. Select the Accounts tab, and then click the Groups tab.

© Organization 2 Accounts & Guests

== Bogdan Org =
@ Dpashboard (=] GROUP NAME
222 Accounts 8 developeRS
(=] ManageTesting
|;| Machines
@ testers
B Shares

Backups

The Groups page displays, listing all of your existing Groups.
3. Inthe Groups page, click the Create Group button.

2 Accounts & Guests 288 Groups —lp O Crete Group
=

P— P awase

developeRS TestPolicies8 /=

ManageTesting BogdanOrg /=

eeeeee TestPaliciess
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The Group Settings page displays, allowing you to configure settings for the new
Group.

322 Group Settings

Organization Bogdan Org

Group Name *

Group Members usesorrours O

02 Groups
4 O & Accounts
& axcient, blaukhin (blaukhin@axcient.com)
O & L, blaci (blaci@plexteq.com)
O & L, blac2 (blac2@plexteq.com)
I & L, blac3 (blac3@plexteq.com)
O & L, blac (blaca@plexteq.com)

O & L, blacs (blacs@plexteq.com)

cane

a. Inthe Organization display field, view the current organization in which the
Group will be created.

b. Inthe Group Name field, enter a descriptive name of the Group. The name
will be used as an identifier to help you manage the Group.

c. Inthe Group Members section of the page, select accounts or other Groups
that should be included as members. You can:

a. Use the search box to search for existing Groups or accounts.

b. Click to expand the Groups section, and use the checkboxes to select
existing Groups. Alternatively, select the top-level Groups checkbox to
include all Groups.

c. Click to expand the Accounts section, and use the checkboxes to select
existing user accounts. Alternatively, select the top-level Accounts
checkbox to include all accounts.

USERS OR GROUPS O\ Clear

» O & Groups
+ O & Accounts
[0 & axcient, blaukhin (blaukhin@axcient.com)
O & L, blacl (blacl@plexteq.com)
O & L, blac2 (blac2@plexteq.com)
O & L, blac3 (blac3@plexteq.com)
O & L, blaca (blaca@plexteq.com)

& L, blacs (blacs@plexteq.com)

d. Click the Save button when you are finished.
After you create Groups, you can add Groups to Team Shares.
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How to Manually Create Guest Accounts

In addition to collaborating and sharing content with internal users, end users can also
share files and folders with outside third parties. These outside users are called
guests. Guest accounts are intended for users who are not members of an
organization. These guest users have limited access to the system, allowing for the
sharing of files or folders or for collaboration on specific content.

Guest accounts can:

* Access a shared file or folder through the web portal

Manage their account information and change their passwordGuest accounts

cannot:

Utilize the desktop client, WebDAV, or mobile apps

Subscribe to Team Shares

When an end user sends a secure share to a person outside of your organization,
they are automatically creating a guest account within the system, and giving that
guest access to the file or folder that was shared. For more information, please
reference the End User Guide.

S NOTE

End users can only create guest accounts if you have enabled the Allow
Users to Share Files setting, which can be found in the Policies tab. You
can also manually create guest accounts using the Guests tab inside the
web portal. Optionally, these guest accounts can be turned into standard
user accounts, if necessary.

@ TIP

You can use guest accounts to replace the use of an FTP server as a file-
sharing tool.

To manually create guest accounts:
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1. Inthe Organization navigation menu, select the organization in which you want to
manually create guests. The selected organization displays.

2. Click the Accounts tab, and and then click the Guests button. The Guest
Accounts page displays, listing all of your existing guests.

3. Inthe Guest Accounts page, click the Create Guest Account button.

& aicouits B 18 Groups —p O Creste Guest Account

e oY e [

uuuuuuuuuuuuuuuu jads@gmai.com Bogdan Org m/sa

The Guest Settings page displays.
4. In the Guest Settings page, enter information about the guest account, including:
a. Inthe First Name field, enter the user’s first name.
b. Inthe Last Name field, enter the guest user’s last name.
c. Inthe Email field, enter the guest user's email address.
d

In the Password field, enter password credentials; alternatively, click the
Auto-Generate checkbox to allow the system to automatically generate a
password for the guest user. The user will be prompted to change an
automatically generated password when he or she first logs in to the web
portal.

e. Inthe Confirm Password field, retype to confirm the password if it was
manually typed into the Password field.

f.  Use the Password Expires field if you would like to generate a time-sensitive
password for the new guest user. You can select from 6 hours, 12 hours, or
24 hours. If you do not want to generate a time-sensitive password, leave
this drop-down field set to Never.

g. Inthe Language drop-down menu, select the user’s preferred site language,
which also affects numbering formats. Leave this field blank to use the
default language set for the organization, which you will see displayed when
you hover over the blue Question icon.

h. In the Default Timezone drop-down menu, select the user's preferred
timezone, which affects dates and times displayed across the system. You
can also leave this field blank to use the system default, which you will see
displayed when you hover over the blue Question icon.

I. By default, the Send Welcome Email checkbox is selected, which will send a
welcome email to the new guest, containing information about how to access
the system. Uncheck this checkbox if you do not wish to send a welcome
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email. This option is useful when you prefer to fully control messaging at a
later time. For example, you might need to complete outstanding
administrative tasks prior to inviting guests, like creating Team Shares,
rebranding the tool, and so forth. You can then manually send log-in
information at a later date.

j.  Click the Save button when you are finished.

& Guest Settings
Organization

Bogdan Org

First Name * v}

......... ® auto-generate

Send Welcome Email? i4

5.  When the new guest user is created in the system, the guest user will receive a
welcome email with instructions on how to access the system.

6. Optionally, to send a message to a guest user, select the checkbox next to the
appropriate account, and click the Send Message button.

& Accounts & Guests 2a% Groups

M h
[} NAME EMAIL
Guest Account bodya48@gmail.com

An Email Guests dialog box displays, allowing you to compose an email message
directly from your web browser. Optionally, click the Send reset password link
checkbox to provide the selected guest account with a link to reset his or her
password.
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2@ |

Email Guests

Subject

Message

Vi

¥ Send reset password link

7. Optionally, convert a guest account to a standard user account.

a. To convert a guest account to a standard user account, click the Edit button.

@ Create Guest Account

COMPANY NAME MANAGE

Bogdan Org 2:] i

The Guest Account Settings page displays, allowing you to edit the guest
account.

b. Inthe Guest Account Settings page, click the Convert to Standard Account
button.

& Guest Settings

Organization Bogdan Org
First Name * Guest a
Last Name * Account
Email * bodya4s@gmail.com
Change Password
Language @

Timezone @

Send Welcome Email? e

Cancel Convert to Standard Account

You will be asked to confirm this change.

8. Inthe Guest Accounts page, you can optionally delete a guest account by clicking
the Delete button.
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@ Create Guest Account

COMPANY NAME MANAGE

Bogdan Org [2:

How to Manage Machines

When new end users receive their welcome email, they are often provided a direct link
to download file sync tools, including the desktop client and device-specific apps.
Alternatively, end users can access links to download tools from the web portal. For
more information, please reference the End User Guide.

When end users install desktop clients, they are asked to register the desktop clients
to their user accounts. These registered devices are listed as machines in the
administrative web portal. When a machine (such as a computer or a mobile device) is
attached to a user account, you can track and manage these machines by clicking the
Machines tab in the administrative web portal. In the Machines page, you can view a
list of machines, see the user accounts that are attached to the machines, and view
logs for each machine.

In addition to these tasks, you can also use the Machines page to unlink machines
from user accounts. Unlinking machines from user accounts is helpful in instances
when end users lose a device, and you want to prevent unauthorized access to the
system.

K

The remote wipe process will not initiate while the desktop client is offline. When the desktop
client comes back online, it will then complete the remote wipe process.

Managing Machines

Use the Machines page to manage machines and track issues.
1. In the Organization navigation menu, select the organization in which you want to
manage machines. The selected organization displays.

2. Click the Machines tab. The Machines page displays, showing a list of all
machines in the selected organization.
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3. You can use the columns to track machine status. For example, the Connection
Info column displays information that will help you understand connection history
of the specific machine. You can also use the visual indicators in the Status
column to understand each desktop client’s current sync and backup status

4. Click the name of a machine. The Machine Settings page displays for the
selected machine, allowing you to manage machine settings.

a. Inthe Nickname field, you can give the machine a short name to help you
identify it in the system.

b. Optionally, deselect the Manual Collision Resolution checkbox to disable
manual collision resolution. In most instances, it is recommended that you
enable manual collision resolution. You can optionally turn off the manual
collision resolution feature on machines that are not monitored daily (for
example, file servers).

c. Inthe Throttle Bandwidth field, enter specific throttle bandwidth settings to
help regulate traffic and minimize bandwidth congestion. You can also
configure this field for an entire organization using policy settings.

d. Select the Enable Throttle Exception checkbox to configure times when
bandwidth throttling is not enabled for this machine. If you select this option,
you will be prompted to specify a time period during which exceptions will be
scheduled. You can also configure this field for an entire organization using
policy settings.

e. Click the Save button when you are finished.

3 Machine Settings

Nickname
Manual Colision Resoiution @

hrottle Bandwidtn KB / second (0 for Unlimited)

-

5. In the Machines page, you can optionally click the Enable Mapping link to set up
File Server Enablement.

6. While still in the Machines page, click the drop-down arrow next to a machine
name.
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The machine expands to show the associated user account, as well as

information about roots (files, Team Shares, and backups), current status, upload
gueue count, and upload queue size.
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7. Optionally, click the View link to view excluded files associated with the machine.

Al Soed  Syncing

@ u2éeBO

comrcTon D e sTarus Qi

i i Login:$/15/20,6:51 A
o B8 2701550 Andsnd_Tes Stuff Logout: /1020, 10:48 PM AGENT SYNCED
Last Report: /1620, 1:14 PM
Disable Mapping

DFiles

‘Account: Geeky Brownguy (geekybrownguy@gmail.com)

Last Revision Update Time: May 1, 2020, 9:1:54 PM GetLogs m
Root

yris
Ao o -— o8
Team hares

-

Tom 0

Files that have been excluded from upload will display in a pop-up window.

Excluded Files x

C:/Users/Anand/GoombaFolder/desktop.ini

Accessing Log Files

Using the Get Logs button, you can troubleshoot desktop client-related issues on
Windows or Mac machines.

1. Click the Get Logs button to view logs for a machine.

Last Revision Update Time: May 1, 2020, 9:16:54 PM m

Root

My Files
Files Synced view 0 08
Team Shares

Synced vew ] 08
ToTL o 08

A zip file will download, giving you access to multiple files.
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@] config
1 dbs

1 env

| roots
[ svc_output_2015-11-23_11-01-36_0...

2. Unzip the downloaded folder, and use its contents to troubleshoot issues.

a. Open Config.ini to view key desktop client settings. This file can also be
useful as the initial troubleshooting step if a user is unable to register the
desktop client, or if the desktop client is not able to connect to the server.

b. Open Dbs.txt and roots.txt to view the location of roots created on this
desktop client device.

c. Open Env.txt to view information on the system state, running process, and
operating system.

d. Open Svc_out_<Date-LoglID> to investigate and troubleshoot file sync and
other related errors.

Unlinking a Machine (Remote Wipe)

You can also unlink a machine from a user account, which is helpful in the event of a
lost or stolen device.

S NOTE

Note: The remote wipe process will not initiate while the desktop client
is offline. When the desktop client comes back online, it will then
complete the remote wipe process.

1. Inthe Machines tab, click to expand the appropriate machine.

2. Click the Unlink button to unlink the machine form the user account.
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An Unlink Machine pop-up window will display.

3. Click the Keep Files on User’s Machine radio button to keep the files on the
user’'s machine. Alternatively, click the Remove Files From User’s Machine
radio button to remove the files from the user’s machine.

X

Unlink Machine

@ Keep files on user's machine
© Remove files from user's machine

Cancel o

4. Click the OK button when you are finished.

How to Manage LAN Sync

Overview

LAN Sync refers to a file synchronization approach that accelerates the sync process
when a Team Share file or folder already exists on a Local Area Network (LAN).

Typically, under a standard sync method, when a file is created in a Team Share,
each subscribed device begins an individual sync process with the x360Sync Server.

gD

A A 1 A 4

! ! ! !
=1 =1 =3 =1

With LAN Sync, when a new Team Share file is created, one desktop client will
synchronize with the x360Sync server, and all other desktop clients will synchronize
from one another within the LAN. LAN Sync is a faster and more efficient process, and
is particularly useful in environments with limited bandwidth.
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@ NOTE

LAN Sync requires that desktop clients are connected to the x360Sync
server; LAN Sync is not intended to support off-line mode.

Bandwidth Information

If bandwidth throttling is configured for a LAN sync-enabled machine, transfers
between desktop clients within a LAN will not adhere to bandwidth throttling settings.
Only transfers outside of the LAN (between desktop client and server) will adhere to
bandwidth throttling settings.

LAN Sync Requirements

* LAN Sync requires that desktop clients are connected to the x360Sync server;
LANSync is not intended to support off-line mode.

» Desktop clients must be operating within the same subnet or broadcast address.For
example, in a typical office setting, all machines are connected to a single router,
and are therefore operating within the same network (subnet). If a LAN uses
multiple routers to extend its network, a LAN sync-enabled machine will operate
within the network to which it belongs.

* LAN sync requires access to TCP port 16800 and UDP port 16800 to enable com-
munication between desktop clients. The UDP port is responsible for sending data,
and the TCP port is responsible for connecting to the recipient and delivering data.
The TCP port is encrypted.

» Before LAN sync starts, inbound and outbound firewall rules must be configured
toallow access to the appropriate TCP port and UDP port. To prevent conflicts,
please ensure that other applications are not using these same ports (for example,
Skype).
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LAN Sync Scenarios

End users can turn on the LAN Sync option from the desktop client Properties dialog
box on their local machines. These end users must also be connected to the
x360Sync server and operate within a Local Area Network.

It is important to note that because a desktop client’s file only represents its latest
revision, the LAN Sync process will take effect when a new Team Share file is created
within a LAN. More specifically, LAN Sync will take effect during the following

scenarios:
A new file is 1. A desktop client will synchronize with the x360Sync server.
creaFed within the 2. Desktop clients that need the file will synchronize from other desktop clients
LAN: within the LAN.
A new file is created 1. A desktop client will synchronize with the x360Sync server.
outside of the LAN: 2.

A new desktop client .
joins the LAN:

The new file will be distributed across the LAN. In some instances, the
desktop client that synchronized with the x360Sync server will distribute the
file, and in other instances, multiple desktop clients will help with the
distribution process. The exact process is determined by the load balancer.

The new desktop client will synchronize files from other desktop clients within
the LAN.

Technical Details

LAN Sync desktop clients communicate with one another through TCP and UDP
ports. The TCP port is responsible for reliable data transfer, and is encrypted.

How To Turn On LAN Sync

To turn on LAN Sync on a Windows or Mac Machine:

1. Inthe system tray, click the Synced Tool icon, click the Settings button, and

select Preferences.
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SyncedTool

@ Up to date
RECENT ACTIVITY
Report.xisx No Warnings
Added Jul 20 2017 10:04 AM
Preferences...
E New Report A(Anne collision 0)
Added Jul 20 2017 10:04 AM
About
&4 Anchor Onboarding Outline.do
Added Jul 20 2017 10:04 AM Exit
E New Report A.docx
Added Jul 20 2017 10:04 AM
E Anchor Onboarding Outline.docx
Added Jul 20 2017 10:04 AM
[ IR
Sag Up to date @

The Preferences dialog box displays.
2. Click the Network tab.

In the Network tab, click the Enable LAN Sync checkbox. By default, the
checkbox is unchecked.

[+ ] SyncedTool Preferences X

Overview Sync Settings Warnings

| Ena

BANDWIDTH THROTTLING

Download Rate Don'tLimit ¥ UploadRate  Don'tLimit ¥

PROXY SETUP

Proxy NoProxy

LAN Sync is now enabled for the desktop client.
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Creating and Managing Team Shares
and Share Links

In addition to using standard files and folders, end users can collaborate and share
content using both Team Shares and share links.

* Team Shares are shared folders that can be accessed by groups of users.
TeamShares can be configured for users in your organization; guest accounts
cannot be added to Team Shares.

+ Share links allow you to share a direct link to a file or folder, rather than sharing
anentire area. Share links can be configured for users in your organization and
outside of your organization. You can send a public share to recipients inside or
outside of your organization; alternatively, you can send a secure share, which
requires login credentials. If you send a secure share to a recipient outside of your
organization, the system will create a guest account for that user.

Using the administrative portal, Team Shares and share links can be managed and
reviewed.

While end users can create their own Team Shares, and send share links, you can
create Team Shares for your end users. Additionally, Team Shares can be configured
so that supported Microsoft files automatically lock when they are opened for editing.
File locking allows end users to edit files and folders while preventing others from
accessing the content at the same time.

3 NOTE

You might find it useful to set up Team Shares for groups of users who
collaborate on a regular basis, such as departments and project teams.

How to Create a New Team Share

How to Create a New Team Share

In addition to working with standard files and folders, end users can work together in
shared spaces called Team Shares. Using Team Shares, groups of users—called
subscribers—can collaborate on shared content in one central area. Team Shares can
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only be configured for users in your organization; guest accounts cannot be added to
Team Shares.

End users can create their own Team Shares; alternatively, administrators can create
Team Shares for end users. For example, you might create separate Team Shares for
each department, or for project teams.

File Locking Feature

To prevent Team Share subscribers from accessing and editing the same file at the
same time, you can optionally turn on the File Locking feature, which allows end users
to lock files and folders before they begin making changes. For more information on
File Locking, please reference the Managing File Locking and Collisions section of the
Guide.

Permissions

To support the collaboration process, subscribers can be assigned to roles that control
their access rights within the Team Share. Roles can be assigned at the Group level,
or to individual user accounts.

Roles

The following roles can be assigned to each account or Group subscribed to the Team
Share:

+ The Co-Owner has total control over content. This role is the best option for admin-
istrators.

» The Collaborator (default role) has the ability to seamlessly work with others by cre-
ating share links and modifying all content locally and on the web. This role is the
best option for team leaders and project managers.

* The Editor is similar to the Collaborator, but without the ability to generate
sharelinks. This role is the best option for individual contributors who need to
collaborate or modify content locally and on the web.

* The Web Editor is similar to the Editor, but without the ability to download or
synccontent locally. Web Editors can edit the content within the Collaborative Web
Editor only. This role is the best option for users who need to collaborate with
guests outside of the organization.
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* The Viewer is a restricted role, only giving users the ability to view content. This
roleis the best option for individual contributors who need to view content locally or
on the web, but who do not need to edit content.

The Previewer is a restricted role, only giving users the ability to preview content

inthe web portal. This role is the best option for publishing content externally to the
public on the web.

The Uploader is a restricted role, only giving users the ability to view folder struc-

tures (not files) and upload files and folders on the web. This role is the best option

for securely requesting content from external parties.

Specify permissions for:

Vadim

com)

ITEM (FOLDER & FILE}

ROLE OWNER TRIM PURGE DELETE SHARE 5V

Co-Owner v v v
® Collaborator

Editor

Web Editor
) Viewer

Previewer

Uploader

v

R e

v
v

<
2

QR[S SES S|

WRTE

FOLDER

%

CREATE DELETE

v

v
v
v

v

v

v
v
v

The following table provides a description of each permission type.

Item (File or Folder)

‘ Owner: Can change the permission of the file or folder

‘ Trim: Can trim revisions (delete revisions) of the file or folder
‘ Purge: Can permanently purge the file or folder

‘ Delete: Can delete the file or folder

‘ Share: Can create a share link to the file or folder

‘ Sync: Can download and sync the file or folder (and folder contents) to devices
File

‘ View Can preview file contents (cannot download or print)

‘ Print Can print

‘ Read Can download and sync the file to devices

‘ Write Can modify the file

‘ Web Edit: Can modify the file on the web only
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Folder

‘ List: Can view the list of contents within a folder (does not imply any access to listed files)
‘ Create: Can create a folder or file within this folder

‘ Delete: Can delete a folder of file within this folder

Permissions and Windows ACL Settings

Please note that permission roles are enforced based on a user’'s ACL settings, which
ensures the best possible user experience. If you have configured custom ACL
permissions for files and folders in a Team Share, permission roles will be updated by
x360Sync's desktop client to align them with the user's assigned role.

Planning for Team Shares

Before you create Team Shares, it is a best practice to carefully consider how content
should be organized and accessed within the system. On one hand, you should
consider how groups of users work and collaborate within an organization (through
departments, project teams, and so forth). On the other hand, you should also
consider the type of content contained in Team Shares.

Content that is contained in Team Shares will sync (and therefore, download) to each
subscriber’s connected device. If Team Share content does not need to be accessed
from each device, you can set subscription rules to help reduce storage and
bandwidth requirements.

You can select from multiple subscription rule options.

* Web and Mobile—this setting allows Team Share subscribers to access
TeamShare content from only the web portal and any registered mobile device.

* WebDAV—this setting allows Team Share subscribers to access Team Share con-
tent from the WebDAV interface (a mapped drive connection).

» Future Machines—this setting allows Team Share subscribers to access
TeamShare content from all future devices, including the desktop client.
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To create a new Team Share:

1. Inthe Organization navigation menu, select the organization in which you want to
create the new Team Share. The selected organization displays.

2. Click the Shares tab. The Team Shares page displays, listing existing Team
Shares, if any.

3. Inthe Team Shares page, click the New Team Shares button.

The Team Share Settings section of the page displays.

B3 Team Share Settings

Organization * All Organizations

Team Share Name * 0]

Auto Lock Word/Excel/PowerPoint LJ
Files?

Allow Subscription Notices via v
Email?

Description

Subscribers

uscrs oroRoups O - peRuSSION @)

2 Groups

4 & Accounts
04 o01,AD
O & 01, Admin (admin1@anchortest.com)
O & o1, Test (testol@anchortest.com)
O A& 02,AD
O & 02, Test (testo2@anchortest.com)
O & 03,40
O & 07, Autotask (autotask7@anchortest.com)

O & 1,d(d1@gmail.com)
M2 4 aanmmaails anal

Subscribers from another Add invitation
Enter email and press enter
organization €

sers STATUS PERMISSION MANAGE

Cancel Save

4. Inthe Team Share Settings section of the page, configure the Team Share
settings, including:
a. Inthe Team Share Name field, type a descriptive name for the Team Share
so that it can be easily recognized by subscribers.
b. Select the Auto Lock checkbox to enable to the auto locking feature for
Microsoft files.
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c. Select the Allow Subscription Notices via Email checkbox to send email
notices when a new subscriber has been added to the Team Share.

d. Inthe Description field, type a description of the Team Share. This field is
useful for keeping track of information about the Team Share, such as a list
of departments that have been subscribed, or how the Team Share is being
utilized.

e. Inthe Subscribers box, select the users or Groups who will have access to
the Team Share. End users who have been created for this organization will
appear in the Subscribers box.

*  Optionally, click to expand a username; you will see a list of machines
associated with the user account.

Using the checkboxes, you can specify how the user account can (or
cannot) access the Team Share.
I. Click the Web and Mobile checkbox to allow the user to access
the Team Share from the web portal and any connected mobile device.
il. Click the WebDAYV checkbox to allow the user to access the
Team Share from the WebDAYV interface (a mapped drive connection).
iii. Click the Future Machines checkbox to allow the user to access
the Team Share from all future devices.

Note: This option affects whether or not a Team Share can be downloaded to a local
machine. If the Future Machines setting is selected, and the user later registers a
desktop client on his or her local machine, then the machine name will appear under
this section with a checkmark after it is registered. In this instance, the Team Share
will download and appear within user's local Synced Folder after the registration
process is complete.

If the Future Machines setting is unchecked, and the user later registers a desktop
client on his or her local machine, then the local machine name will still appear under
this section after it is registered, but without a checkmark. In this instance, the Team
Share will not download or appear within the user's local Synced Folder.

iv. Click the <Machine Name> checkbox to allow the user to access
the Team Share from his or her desktop client (local machine). This
option will only display after the user registers a desktop client on
his or her local machine.

Page 108



Creating and Managing Team Shares and Share Links

v. Click the checkbox next to the user account name to allow the user
to access the Team Share from the web portal, WebDAYV, and any
connected (or future) device.

Note: When all access methods are manually checked, this checkbox will
automatically appear as selected. If at least one of the access methods is not
selected, the checkbox will appear as a green square.

f.  After each group and account has been selected, use the Permission column
to assign a role at the Group or Account level.

i. By default, each selected subscriber is assigned the Collaborator
permission. Click the Collaborator button to edit the user's permission.

Subscribers

users oRGROUPS O Clea peRMssioN @
2 Groups
4 & Accounts
1@ web and Mobile -
1% Future Machines
« B & o1, Admin (admin1@anchortest.com)

1@ web and Mobile

1% Future Machines
[ & o1, Test (test0l@anchortest.com)
O& 02,0

L PN PP " =

ii. Select the appropriate role for the user. For a description of each role,
please reference the table above.

Specify permissions for: Vadim ient.com) 2@
ITEM (FOLDER & FILE} e FOLDER
Wes
RoLE OWNER TRIM PURGE DELETE SHARE SYNC  VIEW T READ WROE EDIT  UST CREATE DELETE
Co-Owner v v v v v v v v v v v v v v
® Collaborator v v v v v v v v v v v
Editor v v v v vV vV YV
Web Editor v v v v v v
) Viewer v v v v v
Previewer v v
Uploader v v

iii. After permissions are set, you can optionally view all roles assigned to

the user. For a complete listing of roles, click the Effective Permissions
button.

g. Optionally, you can also invite outside users to subscribe to this Team Share.
These cross-organization subscribers must have an existing account in the
system. Enter the email address of the registered user account and click the
Add button. You can then use the Permissions column to set specific
permissions for each of the invited subscribers.
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This option is useful when end users in the same system, but in unrelated
organizations, need to collaborate on the same files and folders.

When you click the Save button to create the Team Share, the users who
were added in the Invite Subscribers box will receive an email notification
with a link to accept or decline the Team Share invitation.

[Date: Fri, Aug 7, 2015 at 12:17 PM
Subject: You have been invited to team share

'You have been invited to team share. You can accept or decline team share invitations using the link below:

http://thisirorgb/shares/

The invited subscribers will also see a notification in the Shares tab when
they log into the web portal. When they click the Shares tab, they can review
a list of outstanding Team Share invitations and accept or decline as
appropriate.

If the subscriber accepts the invitation, you will be able to manage his or her
connected devices in the Team Share page.

How to Manage Team Shares

All Team Shares—whether they are created by you or an end user—can be managed

by clicking the Shares tab in the administrative web portal. In the Team Shares page,

you can view a list of all Team Shares, manage content in Team Shares, edit

subscribers to Team Shares, edit Team Share settings, and deactivate Team Shares.

To manage Team Shares:

1.

In the Organization navigation menu, select the organization in which you want to
manage Team Shares. The selected organization displays.
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2. Click the Shares tab. The Team Shares page displays, listing existing Team
Shares.

& Teamshares & individual Shares © Create Team Share

Bz /@0

== /00

m=m/00
20ep W 3087MB 2step mx/00

10 e 2step ==x/08
New User1's Files (20200128 194254) 2 596.69 K8 2step ==/ 00

=& /600

3. Inthe Team Shares page, you can optionally use the Search box to find a Team
Share.

4. Inthe Team Shares page, you can also manage individual Team Shares.

*  Click the checkbox next to a Team Share. The toolbar will expand to display
additional actions.

& Team Shares 8 Individual Shares

® 9© e a d [

[} SHARE NAME

~ 11112

a. Click the Erase Delete Files button to permanently remove files that
have been deleted from the selected Team Share.

b. Click the Restore Deleted button to restore files that have been deleted
from the selected Team Share.

c. Click the Trim button to erase previous revisions to files in the Team
Share.

d. Click the Lock button to lock the Team Share, so that items in the Team
Share cannot be edited.

e. Click the Unlock button to unlock the Team Share.

5.  While still in the Team Shares page, click the Browse button to browse the
content of the selected Team Share.

& Team Shares 8 indvidalShares © CresteTeamshore
P wentas
Is1aaMe 2 Em e

6. While still in the Team Shares page, you can edit subscribers to the Team Share.
*  Click the Subscribers button.
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The Subscribers in This Organization section of the page displays, allowing
you to configure subscribers and update permission settings.

7.  While still in the Team Shares page, you can edit Team Share settings.
*  Click the Edit button.

2 Team Shares 8 indvidalShares © CresteTeamshare

- wansse
11111 u seees o ==/]an

The Edit Share Settings page displays, allowing you to edit Team Share
settings. For more information, please reference the How to Create Team
Shares section of the Guide.

8. Optionally, you can deactivate the Team Share.

. Click the Deactivate button.

swmwwe  anus s ossamzATON

-
sssssss - ==, afg]

A Delete Team Share pop-up window displays.

a. Inthe Delete Team Share pop-up window, click the Keep Files on User
Machine radio button to keep the Team Share files and folders on the
machines registered to the subscribers.

b. Alternatively, click the Remove Files from User Machines radio button
to remove the Team Share files and folders from the machines
registered to the subscribers.

c. When you are finished, click the Remove button.

Permanently Delete Team Share %
11112

® Keep files on user machines
© Remove files from user machines

All files will be PERMANENTLY DELETED from the server.
This action is NOT REVERSIBLE.

Cancel Permanently Delete
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9. Click the Enable Auto Locking button to enable auto-locking for the selected
Team Share. To enable auto-locking, please reference the How to Enable
AutoLocking of Files in Team Shares section of the Guide.

& TeamShares & Individual Shares

® D e a ) B

[0} SHARE NAME

2 11112

10. Click the Individual Shares button to view a list of individual shares that have
been created by end users.

ﬂ‘ / All Organizations / Shares

& Team Shares & Individual Shares

How to Manage Share Links

All share links can be managed by clicking the Shares tab in the administrative web
portal. In the Team Shares page, you can view details about share links, including the
account that received each share link, the number of views, and the number of
downloads. You can also deactivate entire share links, or remove specific accounts
from share links.

To manage share links:

1. Inthe Organization navigation menu, select the organization in which you want to
manage share links. The selected organization displays.

2. Click the Shares tab. The Team Shares page displays, listing existing Team
Shares.
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3.

a.

b.

Click the Individual Shares button to view a list of share links that have been
created by end users.

ﬁ' / All Organizations / Shares

& Team Shares 8 Individual Shares

The page refreshes to show the Individual Shares section of the page, displaying
a list of share links.

& TeamShares & Individual Shares

FVIEWS SDOWMONDS  SHAREDEY omRss AN
D) Filesy 1 geat_service.exe 170414_10530021p 4 8/Unlimited KevinHoffman 2017-1031 & ®
D) Files/uploads/2017-04-19-syncedtool-logs.zip 2 0/Unlimited KevinHoffman 2017-0531 = ®
1M Files/Uploads/ReplibitDrop 0 0 Kevin Hoffman Never = ®

In the toolbar, you can search for individual shares using the Search field.
Use the subscription details area to view details about the individual share,
including the account who received the individual share, the number of views,
and the number of downloads.

Optionally, click the Manage button to view a link to the individual share.

& TeamShares & Individual Shares

VIEWS SDOWMOADS  SHAREDEY oPms MANAGE
D et service.one 170414 1053002ip 4 8/ Unlimited KevinHoftman 20171031 [2] ®
[ Files/uploads/2017-04-19-syncedtool-fogs.zip 2 0/Unlimited KevinHoffman 2017-0531 @ ®
I Files/Uploads/ReplibitDrop 0 0 Kevin Hoffman Never = ®

Optionally, click the Deactivate Share button to deactivate the individual
share.

& Teamsh; & individual Sha

SHAREDITEM VIEWS SDOWMOADS  SHAREDEY oowes MANA o
D geat_service.exe_170414_105300.2ip 4 8/Unlimited KevinHoffman 2017-1031
[ Files/Uploads/2017-04-19-syncedtool-fogs.zip 2 0/Unlimited KevinHoffman 2017-0531 @ ®
I Files/Uploads/ReplibitDrop 0 0 Kevin Hoffman  Never = ®
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How to Enable WebDAV

Using WebDAV, your end users can view and edit files located in the cloud. For
information on known issues, please reference the Supporting WebDAYV section of the
Guide.

E NOTE

For WebDAYV to work on Server 2003, you will first have to download this
Windows update.

To enable WebDAYV for an organization:

1. Within the appropriate organization, click the Settings tab. The Settings page
displays.
In the Settings page, click the Policies tab. The Policies page displays.

3. Inthe Organization Policies section of the page, click the WebDAV Support
checkbox.

£ General [ Policies &% Email ~ BB Auth A\ PSA  # Branding @ Privacy MY
L Organization Policies
Space Quota @ 100.00 m ©B

Currently Using @ 297.02 MB

Parentis usmgO 459.78 GB of 1,000.00 GB

Max file size 300 MB

Excluded extensions $,.5db,.113,.3g2,.3gp,.3gp2,.3gpp, 3mm, a,.abf, abk,.afm, ani

ann, asf,.avi,.avs,.bac,.bak, bck,.bem, bd2,.bdb, b, bkf, bkp,.b '/

Max number of users € 0

Allow creation of e
suborganizations?

Max number of suborganizations 10

Enable service plans? L

Enable branding? ®

WebDAV Support? v | e
Backup creation? L
File Server Enablement? L
Show PSAtab? v
Show Authentication tab? hd

4. Click the Save button when you are finished.

To enable WebDAYV for individual user accounts:
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1. Within the appropriate organization, click the Accounts tab. The Accounts page
displays.

2. Inthe Accounts page, find the appropriate user account, and click the Edit
button.

The Account Settings page displays.
3. Inthe Account Settings page, click the WebDAV Access checkbox.

& Account Settings

Organization - Anchor Trial (testing pardot)

First Name * Anne 0]

Last Name * o6ring

Email adoring@efolder.net

Change Password

Mobile Phone Number € 4129017356
Language @

Timezone 0

Shared Quota? o ¥ Organization is using 297.02 MB of 100.00 GB.
[webpav Access? v | —

Organization Admin L

System Admin
Add to Groups Select Some Options

Add to Team Shares Select Some Options.

PERMISSION
TEAM SHARE o

4. Click the Save button when you are finished.

When end users connect to WebDAYV, they can enter the address listed in the
Hostname field found in the Settings tab. Alternatively, when working in a dual
hostname environment, they can enter the address listed in the App Server Hostname
field. For information on mapping a drive on a local machine, please reference the
End User Guide.

Supporting WebDAV

x360Sync supports Web Distributed Authoring and Versioning (WebDAV), which is an
extension of the HTTP protocol. WebDAYV is another way for end users to view and
edit files—both personal and through team shares—Iocated in the cloud.
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E NOTE

For private cloud environments, existing Certificate Authority signed
SSL certificates must be modified to allow for WebDAYV functionality. For
more information, please reference Configuring your x360Sync Server
for WebDAV Support.

Benefits
Benefits of using WebDAYV include:

* End users do not need to install desktop clients

» Shared files are not stored locally

» Folders and files are accessible through the end users’ native explorer (for
example,a mapped drive in Windows explorer)

+ Authentication through Active Directory login credentials is supported

» The ability to enable WebDAV for all users of a given organization, or on a user-by-
user basis

Limitations and Expected Behaviors

While WebDAYV can provide a number of benefits for an organization, it is important to
note that WebDAV is an extension of the HTTP protocol, and is unrelated to the
x360Sync system. Some of its limitations and known issues may be not be controlled
by the x360Sync support team.

WebDAYV and x360Sync’s Context Menu

When working through WebDAV, end users will not have access to x360Sync’s
rightclick context menu. Without the right-click context menu, end users will not be
able to lock files, create a share link, launch the web portal, or view file revisions from
their local machines. This is expected behavior, and is not related to the x360Sync
service.

WebDAYV and x360Sync’s File Locking Feature

When using x360Sync’s file locking feature, errors may occur when accessing and
saving files through WebDAV. This is an expected behavior, and is due to the fact that
file permissions cannot be changed by x360Sync through WebDAYV, but will be
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honored when the file is saved on the server. For example, if User A locks a file
through the web portal, and User B accesses the same locked file through WebDAV,
User B will be able to access the locked file and make changes. However, when User
B attempts to save the file in WebDAV, an error will display, and the changes will not
be saved.

Multiple Login Prompts

In some instances, end users might be prompted to log in each time they open or save
a Microsoft 365 file while working in WebDAV. While the x360Sync support team
cannot prevent Microsoft 365 from prompting for credentials, it might be possible to
configure Microsoft 365 so that end users do not have to enter credentials each time
they open or save files in a mapped drive. For more information on this issue and a
potential workaround, please reference the x360Sync Knowledgebase.

Other Known Issues

Other known WebDAYV issues have been noted related to accessing files through
WebDAV. For example:

» Uploading large files (over 100 MB) might fail (refer to this Technet article for more
information)

» Microsoft Word files might open in Read-only mode (refer to this TechCenter
discussion for more information)

* WebDAV might disconnect at random intervals

* WebDAV might fail to restore mapping after rebooting the operating system

* WebDAV might not behave as expected when certain Microsoft Windows
patchesare applied to local machines

These known issues are not related to x360Sync, but might be connected with one of
the following:

» Security such as firewalls, packet sniffing, deep packet inspection, intrusion
prevent-ing, and so forth

» Unstable internet connection at the client's site
* Microsoft and Mac clients poorly handling the WebDAYV connection

In some instances, you might see improved performance when using a third-party
application (such as Cyberduck or WebDrive) to replace MS Explorer or Mac Finder.
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Please note however, that these third-party applications are not supported by the
x360Sync support team.
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Managing File Locking and File Sync
Warnings

x360Sync allows users to place locks on files and folders in Team Shares, giving
subscribers the ability to set read-only permissions on shared content. This feature
prevents other Team Share subscribers from editing and overwriting content while
changes are being made. Users can place locks on a whole Team Share, a subfolder
in a Team Share, or a file in a Team Share. When an item is locked, a lock icon is
placed over the file or folder, alerting other Team Share subscribers that it is in
readonly mode. Administrators have the ability to unlock any file or folder. Locks are
enforced across desktop clients, the web interface, and mobile devices.

Benefits

The file locking feature is useful when an end user wants to prevent other user
accounts from accessing items when changes are being made, preventing file sync
warnings. Additionally, this feature allows for the creation of read-only Team Shares.
For example, you can create a read-only Human Resources Team Share that houses
employee forms and policies; end users can read and download files, but cannot edit
or delete files.

Configuration Options

To give end users the ability to lock files, you must first turn on the File Locking policy
for an organization within the Policies page of the Settings tab. Administrators can
configure the file locking feature in a number of ways, depending on the needs of the
individual organization.

For example:

* Administrators can decide to turn on or off the Auto Lock feature for individual Team
Shares.

When the Auto Lock feature is turned on for Team Shares, subscribers are
automatically prompted to lock supported Microsoft files each time they are opened.
If this feature is turned off, users must remember to manually lock and unlock files
and folders using the desktop client’s right-click context menu.
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» Administrators can configure the Use Filesystem Permissions policy to determine
whether locks are hard or soft.

When hardlocks are configured, the desktop client changes the NTFS permissions
on Windows, or HFS Plus permissions on Mac, in order to prevent changes by
other users. These permissions allow for a much stronger lock, and are especially
important for File Server Enablement environments where mapped drive users must
be notified by the filesystem when a file is in use.

A soft lock does not utilize NTFS permissions or HFS Plus permissions, and instead
allows a user to make changes to his or her local copy.

@ TIP

In most instances, it is recommended that administrators enable hard
locks and turn on the Auto Lock feature for Team Shares. This
configuration ensures the best possible user experience, and helps
prevent file sync warnings.

Expected Behavior

* This feature applies to .doc, .docx, .xIsx, .ppt, and .pptx files. This feature also ap-
plies to .xls, .odt, .0ds, and .odp documents if the documents are opened with
LibreOffice or OpenOffice.

* This feature is not supported for Word for Mac and .xIs files opened with Excel.

» This feature is only accessible from the desktop client installed on local machines.

Locking and File Server Enablement

If a Team Share has been mapped to a file server through File Server Enablement,
locks will be honored both in the Team Share and on the file server. If NTFS
permissions are modified on the file server, however, these modifications will not be
honored in the Team Share.

Additionally, when you specify a network path as a source for File Server Enablement,
the content on the network path will not support the Auto Lock feature.
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File Sync Warnings

If an end user does not utilize the File Locking feature, he or she might encounter a
file sync warning. End users are responsible for resolving their own file sync warnings.
Two different file sync warnings can occur if end users do not utilize the file and folder
locking feature:

» Collision—A collision occurs when one file is modified in two different places at
thesame time. When this happens, only one of the revisions will successfully sync
to the server, and the other revision will be marked as a collision. For example, User
A and User B both open the same file from two separate locations, without locking
the file. User A edits and saves her file, and this new revision is synchronized to the
server. User A edits and saves her file again, and this updated revision is again
synchronized to the server. User B is now editing an older revision of the file. When
User B saves his revision of the file, it will not synchronize to the server, and will
instead be marked as a collision.

You can optionally turn off the manual collision resolution feature on machines that
are not monitored daily (for example, file servers). For more information, please
reference the How to Manage Machines section of the Guide.

* Locked Change Warning—A locked change warning occurs when a user attemptsto
modify a file that has been previously locked by another user, either at the file level
or the folder level. For example, User A locks a file and the file is marked with a lock
icon. Later, User B opens the file, ignoring the lock icon, and begins modifying the
file. When User B attempts to save his revision, it does not immediately synchronize
with the server, and is instead marked as a locked change warning. When User A
unlocks the file, User B's revision will automatically synchronize to the server
without any additional action on his part. This type of file sync conflict only occurs if
hard locks have not been enabled through policy settings.

Allowing End Users to Overwrite Collisions

By default, when an end user encounters a collision, he or she is able to resolve the
collision by either renaming or deleting their own local copy of the file.

In addition to these two default options, you can optionally turn on the Allow Users to
Overwrite Collisions policy, which allows end users to resolve collisions by syncing
their own local copy as the latest server revision. For more information, please
reference the How to Update Polices for an Organization section of the Guide.
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For more information on how end users resolve their own collisions, please reference
the End User Guide.

Monitoring File Sync Warnings

Important desktop client events—including collisions and collision resolutions—are
visible within the Windows Event Viewer and the OS X Console utilities, allowing you
to proactively track activity and address issues that directly affect end users.

Within the Windows Event Viewer, the following events can be found in the Application
section, and are categorized at the Information level. The Source of these events is
listed as the name of the branded desktop client.

attempting to resolve. Please contact Axcient Support.

Collision Message A message has been generated in relation to a collision event. 771

‘ Event Type Description Event ID
‘ Service Start The desktop client service is starting. 512

‘ Collision Created A collision is logged. 768

‘ Collision Resolution The collision is resolved. 769
Collision Failed A collision was logged, but the conflicting content disappeared while 770

|

How to Turn File Locking On and Off

By default, the File Locking policy is turned on. In most cases, it is a recommended
best practice to allow end users to lock and unlock files and folders within Team
Shares. This feature is useful when an end user wants to prevent other user accounts
from editing and syncing items when changes are being made, preventing sync
collisions from occurring. This setting can be changed in the Policies tab of the
administrative web portal.

To turn file locking on or off:

1. In the Organization navigation menu, select the organization in which you want to
manage file locking. The selected organization displays.

2. Click the Policies tab. The Organization Policies section displays, showing
organization policies that were configured when the organization was created.
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3.

@ Organization Policies

Space Quota € 100 GB
Parents Using € 458.79 GB of 1,000.00 GB
Max file size - B

Bxcluded extensions $5,$db,.113,3g2, 3gp, 302, 3g0p, 3mm, a,.abf, abk, afm, ani,a =

nn,.asf,.avi,.avs,.bac,.bak,.bck,.bcm,.bd2,.bdb,.bdf,.bkf,.bkp,.bmk, B

Max number of users € 0

Allow creation of @
suborganizations?

Max number of suborganizations 10

Enable service plans? =]

Enable branding? 7]
WebDAV Support? v
Backup creation? ]
File Server Enablement? %)
Show PSA tab? (7]
Show Authentication tab? @

In the User Settings section of the page, check the Allow Users to Lock Files
checkbox to allow end users to lock and unlock files and folders.

O User Settings

Let organization admins browse @
user files?

Let organization admins browse @
remote files?

®

Let organization admins create

users?

Allow users to create their own @

backups?

Allow users to share files? @

Force new share links to require o

login? o

Enable Web Preview € ]

Enable Web Editing € @

Office 365 Integration e © Enabled for Editlngo
© Enabled for Read—omye
© Disabled @

Allow users to overwrite
collisions? e

Allow users to lock files? [ h

Use filesystem permissions to .doc,.docx, Xls, xlsx,.ppt,.pptx,.pdf, txt,xlsb,.xlsm,.csv,.docm,.d =

enforce locks on € otx,.dotm,.pub,.wpd,.odt,.ott,.oth,.odm,.ots,.odp,.odg,.otp,.odf, '/

End users will now have the ability to lock and unlock files and folders.

Optionally, edit the extensions listed in the Use Filesystem Permissions to
Enforce Locks On field. This field allows you to specify extensions on which you
would like the desktop client to enforce locks through filesystem permissions (also
called hard locks). This field is especially important for File Server Enablement

Page 124



Managing File Locking and File Sync Warnings

environments where mapped drive users must be notified by the filesystem when
a file is in use.

When a lock is placed, the desktop client will change the NTFS permissions on
Windows, or HFS Plus permissions on Mac, in order to prevent edits by other
users.

On Windows, hard locks are implemented by setting the following DENY ACE for
the EVERYONE SID:

Create files/write data

Create folders/append data
Write attributes
Write extended attributes

Delete

On OS X, the UF_IMMUTABLE flag is set (essentially a user lock).

How to Enable Auto-Locking for Files in a Team Share

Overview

In addition to allowing end users to lock and unlock files within Team Shares, you can
set up Team Shares so that certain files automatically lock when they are opened for
editing. This feature is a best practice, as it prevents collisions from occurring,
especially in shared folders with many subscribers. When files are closed, they
automatically unlock.

Expected Auto-Locking Behavior

* This feature applies to .doc, .docx, .xIsx, .ppt, and .pptx files. This feature also ap-
plies to .xls, .odt, .0ds, and .odp documents if the documents are opened with
LibreOffice or OpenOffice..

» This feature is not supported for Word for Mac and .xIs files opened with Excel.

* This feature is only accessible from the desktop client installed on local machines.

To enable auto-locking in a Team Share:
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1. Inthe Organization navigation menu, select the organization in which you want to
manage auto-locking. The selected organization displays.

2. Click the Shares tab. The Team Shares page displays, listing existing Team
Shares.

& Teamshares & individual Shares (© Create Team Share

9 e a o ®

®

Bz /@0

== /00

== /00

209 W 3s087MB 2step ==/00
mx/@0
New Userl's Files |20200128 194254) 2 596.69 K8 2step == /00

B2 /00

3. Click the Enable Auto Locking button to enable auto-locking for the selected
Team Share.

& TeamShares & Individual Shares

® D e a o B

=) SHARE NAME

@ 11112

A pop-up window displays in your browser, prompting you to confirm your
selection. Auto-locking is now enabled for the selected Team Share.

How to Disable Manual Collision Resolution

When an end user forgets to lock a file or folder before making changes, instances
might occur where another user has made changes to the same item at the same
time. This is called a collision. By default, when a collision occurs, the system will
notify the end user of the conflict with a Need User Action message, allowing the end
user to resolve the collision in one of three ways.

* Rename My revision: The copy is renamed to include the term collision appended to
the end. When this option is selected, you will see two files: the original_file_name
file and the original_file_name_collsion file.

+ Discard My revision: The copy will be discarded without its changes being saved.

* Open Folder: This option will open the location of the file, allowing end users to view
the file before making a decision.
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For more information on resolving collisions, please reference the End User Guide.

In some instances, you might want to disable this manual collision resolution process;
for example, this option if useful for file servers, or for machines that are not constantly
monitored by end users.

@

TIP

It is considered a best practice to allow for manual collision resolution.
Only in special circumstances—such as when a machine is not being
monitored—should you consider turning off this feature.

To disable manual collision resolution for a machine:

1. Inthe Organization navigation menu, select the organization in which the specific
machine resides. The selected organization displays.

2. Click the Machines tab. The Machines page displays, showing a list of all
machines in the selected organization.

3. Click the name of the machine. The Machine Settings page displays for the
selected machine.

4. In the Machine Settings page of the selected machine, uncheck the Manual
Collision Resolution checkbox, and click the Save button.

3 Machine Settings MAP FOLDERS.

Nickname

Manual Colision Resoluton @

Throttle Bandvidth

KB I second (0 for Unlimited)

Enable Throttie Exception

Manual collision resolution has now been disabled for the selected machine.
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Creating and Managing Backups

End users can create backups of files and folders that exist on their local machines.
Alternatively, you can create backups of files and folders for your end users.

When you or end users create a backup of a file or folder, all new changes are
continuously backed up. The backup can be accessed from the web portal, but it does
not reside in Synced Folder, and it cannot be shared.

How to Create a New Backup

You can create backups of files and folders within registered machines.

To create a backup:

1.

4.

In the Organization navigation menu, select the organization in which you want to
create backups. The selected organization displays.

Click the Backups tab. The Backups page displays, showing a list of all existing
backups in the selected organization.

In the Backups page, click the New Backup button.
—

® ) e
Ao T vmes sz o ORsaNzATION wanage
son, mike
Ci10_Postere 6 aasoms ¥ aMasha =980

o7 1 o8 2B 0

[ I

e 13 enue 200

The Backup Folders page displays, listing all registered machines within the
selected organization.

Backup Folders

& 2, 202 (aga2@aqa2.qwe)

& 3,083 (a0a3@aca3.qwe)

& admin, admin (admin@admin.com)

& Alshouse-TEST, Austin (austinalshouse@gmail.com)
& b, b (b@b.que)

& Bernat, David (dbernat@efolder.net)

& Brownguy, Geeky (geekybrownguy@amail.com)
A ¢, ¢ (c@c.qwe)

& Camett, Josh (jcamett@efolder.net)

& cas, cassia (cassia@qwe.qwe)

& Cotton, Matt (matt@anchorworks.com)

& Doodaa, Doodee (doodee.doodaa@syncedtest.com)
& Doring, Anne (adoring@efolder.net)

Cancel Refresh Selected Folders Save

Click to expand a machine name, and select the specific folder that you want to
back up.
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5. After the item has been selected, click the Save button. The selected item is now
backed up.

How to Manage Backups

You can manage all backups—whether they were created by you or end users—by
clicking the Backups tab. In the Backups page, you can manage the content of
backups, browse the content of backups, and delete backups.

When a user account is deleted from the system, the backup will deactivate, but will
still be accessible in the Backups tab of the administrative web portal.

To manage backups:

1. Inthe Organization navigation menu, select the organization in which you want to
manage backups. The selected organization displays.

2. Click the Backups tab. The Backups page displays, showing a list of all existing
backups in the selected organization.

3. Inthe Backups page, find the backup that you want to manage. Optionally, use
the Search box to search for a backup using the owner's name.

a. Click the checkbox next to a backup. The toolbar will expand to display
additional actions.

® 9 e

. tyson, mike

® CAl0_Postgre 61 aasoms aMasha = -
_Postgre < m— o s @ W
=900

3 10871M8 I
ik =980

b. Click the Erase Deleted Files button to permanently remove deleted files in
the selected backup.

c. Click the Deactivate Selected Backups button to remove the backup.

d. Click the Restore Deleted button to restore the contents of the backup to a
specified location.

e. Click the Trim button to erase previous revisions to files in the backup.
4.  While still in the Backups page, you can browse the contents of the backup.

Click the Browse button.
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© Create Backup

® 9 e

fo— anues st omnt
tyson, mik
C:\10_Postgre 67 4450MB ‘Lb a aMasha E@ an

Web =900

carTT 3 wsmMs =980 0

The backup opens, allowing you to browse its content.

6. Inside the backup, you can:
a. Click the Create Folder button to create a new folder inside the backup.
b. Click the Upload Files button to add files to the backup.

c. Click the Rollback button to restore all files within the entire folder to an
earlier revision before a selected date. The Revision Rollback feature is
particularly useful in situations where a file might have been corrupted by
ransomware; it utilizes a file’s revision history, and restores all currently-
existing content in the folder to a healthy revision at a specified point-in-time.
In these cases, you can use the Activity Log to determine when the infected
revisions were uploaded, and then roll back files prior to the point of
infection.

d. Click the Show Deleted button to show files that have been deleted within
the backup

e. Click the Restore Deleted button to return any deleted files to the backup.

f.  Click the Trim button to erase previous revisions to files in the backup.

[Co create - @ UploadFiles © & 9 4

v size ovED

|_RUSI

7. Inthe Backups page, you can restore a backup to a specific location. You can
also restore a backup to a different machine, as long as a desktop client is
installed on that machine.

a. Click the Restore button.

© Create Backup

ik
® ClI0_Postgre & sazomp MMk aMasha = an
Web
o oy 1 o8 3 =980

Tt 13 10871MB =980
Web

A Restore Backup page displays.
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b. Inthe Restore Backup page, browse the selected machine to select a restore
point. Optionally, click the New Folder button to create a new folder as a
restore point.

c. Click the Save button when you are finished.

49 Restore Backup to Folder

L anchorge
' AXC-MKHANNANOVA
' AXC-MKHANNANOVA

NEW FOLDER sAvL

8. Optionally, in the Backups page, click the Delete button to delete a backup.

© Create Backup

® 9 e

BACKUP PATH anes s omnier

s
tyson, mike s> a[a]

C:\10_Postgr 67 4450MB aMasha <
_postgre v = 9 aln]

(=3 1 0B = 4
b 280

eyt 13 enMs o =900

The backup will delete from the selected machine.
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Managing and Monitoring x360Sync

In addition to managing and sharing files and folders, organization administrators can
also keep track of file listings and activity directly from the administrative web portal.
Additionally, you can create reports and schedule recurring reports.

With the activity log, you can track all usage across the system, view audit trails, and
track activity on Team Share users and guest accounts. Use the Activity Log page in
the administrative web portal to filter activity based on a set of criteria.

With reports, you can view various activities within the system, and export the report to
your local machine. Use the Reports page in the administrative web portal to generate
these reports.

How to Monitor Activity

With the activity log, you can track all usage across the system and create alerts on
accounts, data usage, machines, roots, organizations, and guests. Use the Activity
Log page in the administrative web portal to filter activity based on a set of criteria.

To monitor activity in the Activity Log:

1. Inthe Organization navigation menu, select the organization in which you want to
monitor activity. Alternatively, click the top-level organization to view all activity
across all organizations.

2. Click the Activity tab. The Activity Log page displays.

System FSE machine is unreachable for eFolder Support Test (1P-COAS7E44) May 16, 2020, 7:01:52 PM

System FSE machine is ing FSE (efs-dev-chinsey) May 16, 2020, 11:21:06 AM

System added organizat May 16,2020, 9:12:27 AM

System FSE machine is unreachable for Testing FSE (efs-dev-ckinsy) May 15, 2020, 11:20:57 PM

3. Use the Activity Log filters to filter activity.
a. Use the By field to filter activity performed by a specific account, including
administrators, user accounts, and guest accounts.
b. Use the Scope drop-down field to filter activity by a certain item type. For
example, select Organization to view activity related to an organization.
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C.

Use the Search field to filter based on the name of the specific item that you
want to track. For example, if you previously selected Organization, type of

the name of the organization you want to review.

O Activity A Alerts B Reports

Show activity by: Scope:
B]

Search:

contains

To browse activity by date, select the specific start and end dates.

Between: And:

How to Create Activity Alerts

In addition to tracking usage, you can use the Activity Log page to create alerts so that
you are notified when these events occur. These alerts help you stay informed of
important events that take place within the system.

For example, at the very minimum, it is recommended that you create a few important
alerts, including:

* An organization reaches a certain percentage of its quota

» Email server settings have been modifieds A File Server

Enablement machine is unreachable To create activity alerts:

1. Inthe Organization navigation menu, select the organization in which you want to
create an activity alert. The selected organization displays.

2. Click the Activity tab. The Activity Log page displays.

In the Activity Log page, click the Alert tab and then click the Create Alert button.
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anAGE

The Alerts page displays.

4. In the Alerts page, configure alert settings.

a.

In the Notify field, enter the names of users who should receive the activity
alert. The field will populate as you type, based on the characters that you
enter.

In the When drop-down menu, select the action that will trigger the alert.

In the For field, enter the actor (organization or user) that will trigger the
alert, depending on which setting you selected in the When drop-down field.

In the Via field, enter your preferred method of delivery. Optionally, click the
Send Test Message button to test the delivery method.

Click the Save button when you are finished.

A Alert Settings

Notify type names here

Wi added account

For organization v | All Organizations v

Via Email Send Test Message
Text Message Send Test Message

PSA System Send Test Message

The activity alert is now configured.

How to Create Reports

With reports, you can track various activities within the system, and export the report
to your local machine. You can also set up recurring reports. Use the Reports page in
the administrative web portal to generate these reports.
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E NOTE

Administrators commonly use reports to track machine health and system
activity. Reports are also utilized for billing purposes.

To create a report:

1. Inthe Organization navigation menu, select the organization in which you want to
create a report. The selected organization displays.

2. Click the Reports tab. The Reports page displays.

3. Inthe Reports page, click the Create Report button. The Report Settings section
displays.

4. In the Report Settings section, enter information for the new report.

a. Inthe Report Title field, enter a name for the report.

b. Inthe Organization drop-down menu, select the organization for which the
report will apply.

c. Inthe Date Range drop-down menu, select Now to use data available from
the point in time when the report is run. Alternatively, select a time period to
report on historical data.

d. Inthe Gadgets checkbox area, select the type of report you want to review.
For example, you can view storage information, user information, bandwidth
usage, activity, space usage, machine health, and so forth.

e. Inthe Notes field, enter a descriptive summary or text that will help you
identify the report.

f.  Inthe Recipients field, enter the names of users who should receive the
report. The field will populate as you type, based on the characters that you
enter.

g. Selectthe Recurring checkbox to schedule a recurring report. The page will
expand to allow you to schedule the report and optionally set an end date.

h. Click the Save button when you are finished.
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Reports

[ Report Settings

Report tile

Organization - Defauft Organization v |*

Date range Last 7 days .
Date range specified defermines Gadgets avaiiable for reporting.
dala over the per

Gangets | Select All
Storage overview
] Storage consumption over time
J Space usage by organization
{2 User count by organization
) Count of accounts. admins, machines, foots, files, and revisions
) Bandwidth usage
J Activity
J Space usage by extension
) Top storage users
] Top banAWidth machines.
£ Machine health
Team Shares

Format PDF
XX

aJcsv

Recurring

The report will be saved in the Reports page.

5. Optionally, use the Actions buttons to manage reports.

REPORT e e T usteeseeso  Achows

Users Saved [ P

-
Storage Usage swved  AnaeDoring April 22,2020 at 10:05:34 AM +0000 —’m /& S

a. Click the Delete Report button to remove the report.
b. Click the Edit Report button to edit the report.

c. Click the Download drop-down button to download the report to a PDF file,

an Excel file, or a CSV file.

ACTIONS
&y PDF

,‘
m B Excel

m 7 B3 csv

d. Click the Send button to immediately send the report to the recipients
specified in the Recipients field. This button only displays if a recipient is

listed.
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