


Customer Support

At Axcient, we want to help you quickly resolve your technical issues. If you need assistance,
please contact our Technical Support team.

e Call: 720-204-4500
e Submit a Ticket: Axcient Support
e |Learn More: Replibit Knowledgebase
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Introduction

Axcient Replibitis a patented, Chain-Free™, end-to-end Backup and Disaster Recovery (BDR)
platform. Replibit empowers MSPs to deliver profitable, globally managed business continuity
services. As a Replibit partner, you will protect all servers and critical workstations, recover data
in minutes, take advantage of multiple recovery techniques, and safeguard all your backed-up
data with one comprehensive solution.

After you complete the Replibit installation processes, you can manage and monitor your
Appliances, Vaults, and Protected Systems. You will perform the majority of these Replibit
management tasks within the Global Management Portal (or GMP). This guide outlines common
management tasks, including:

e Managing with the Global Management Portal,
e Managing Protected Systems,

e Managing Appliances, and

e Managing Vaults.
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Managing your Appliances, Vaults, and
Protected Systems with the Global
Management Portal

The Global Management Portal (GMP) is a stand-alone, multitenant portal that allows for
centralized management of your Appliances and Vaults and provides a single-pane-of-glass view
of device status and Protected System backups. The GMP allows you to:

e \iew dashboard and reporting details for all Customers you support,

e Remotely access all connected Appliances, Vaults, and their Protected Systems,

e Perform Health Checks, which provide a global overview of all Protected Systems in one
single dashboard,

e Perform Trouble Checks, which display active issues associated with Vaults, Appliances,
or Protected Systems in a single dashboard,

e Review detailed reports on active issues needing investigation and root-cause analysis,

e Access Storage Management, which provides a graphical representation of historical
storage utilization, and

e Schedule and deliver reports through email.

Accessing the Global Management Portal

If you choose to replicate to the Axcient Storage Cloud, you will receive a GMP virtual machine in
the Axcient cloud free of charge. Alternatively, if you are utilizing the GMP in a Private Cloud
datacenter, you will be responsible for all hosting responsibilities.

Hosting the Global Management Portal in a Private Cloud Datacenter

Most Private Cloud partners run the GMP as a virtual machine for simple administration and
management as it requires very few resources to monitor.

You can use the most current Replibit.iso file to install the GMP; you do not need to modify your
firewall at the Customer location. For instructions on installing the Replibit Global Management
Portal, please contact Axcient Support.

Logging in to the Global Management Portal

1. Open any web browser and navigate to
the Global Management Portal.

& https://rb-edandt-mgmt.rb.sic.efscloud.net/login
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1. Inthe Replibit Global Management

Portal page, enter your credentials: R g =
eplibit
e Inthe Username field, enter the Management Portal
Username or the Partner Account .
. Login
Username that you received
during your onboarding process. —

e Inthe Passwordfield, enterthe | s

Password.
Lagin

2. Clickthe Login button.

Connecting Appliances and Vaults to the Global
Management Portal
Before you can begin utilizing the GMP to track and monitor Managed Devices, you will need to

first connect each Appliance and Vault that you would like to manage in the Global Management
Portal.

This integration process requires an AP| Key that is displayed on the Users page of the GMP. This
API key will integrate each Appliance and Vault with the GMP.

You can generate APl keys in one of two ways:

Option 1: Copy the Existing APl Key

In most cases, you will simply copy the admin API key that is automatically generated for the
GMP admin user during the provisioning process and is displayed in the Users page of the GMP.

Note: This method is the most common option practiced by our partners.

Option 2: Generate a New API Key

For advanced management purposes, you can optionally generate a new API key for each
Customer you support. This approach is useful if you plan to give your Customers login access to
the GMP. When a Customer logs in to the GMP using his or her unique username and password,
the GMP will display a filtered view of the Customer’s Managed and Protected Systems.

To use a previously generated APl key (Option 1):
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1. Inthe Global Management Portal, click
the Users tab. The Users page displays,
showing a list of any previously
generated API keys.

Storage Report Boot VM Report m Settings Policy Settings

At a minimum, the admin API key will
be listed, as it is automatically
generated for the GMP admin during
the provisioning process.

2. Copy the APl key listed in the API Key = -
column for the appropriate User. | = e EEEeEnE ssssmmes
3. When you have recorded the (ﬁepﬁ‘eﬂ T
appropriate APl key, you can log in to — o ok
each Appliance and Vault Web interface | - © O upossios
and paste the APl key into the API Key | ™ - e
field. —— O
e Logintotheappropriate Web P 9 dama A et Sesins
interface (Appliance or Vault). m— ° | ::":a::":m
e Click the Settings tab. Sedesin e Al Ry
e Inthe Settings page, click to expand | © Networ setinge

the Management Portal tab. The
Management Portal section
displays.

4. Inthe Management Portal section,
enter API details: IP Address:

e Inthe /P Addressfield, enter FQDN
of the Global Management Portal.

Username:

e Inthe Usernamefield, enter the APl Key:
Username associated with the API
key.

e Inthe APl Keyfield, enter the API
key.

5. Click the Save button to save your
changes.

To generate a new APl key (Option 2):
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1. Inthe Global Management Portal, click
the Users tab.

Storage Report Boot VM Report m Settings Policy Settings

The Users page appears, showing a list
of any previously generated API keys.

2. Inthe Users page, click the Add button |+ . = = —
and create a new user, which will be . _ -
associated with a new API key: (=) e—

e Inthe Usernamefield, enter a
unique username for this new user.

e Inthe Passwordfield, enter a
complex password for the user.

e Inthe Rolefield, select Customer to
indicate that this is a Customer
user.

e Click the Submit button to save
your changes. The system will
generate a new APl key.

3. Copy the newly generated API key.

4. When you have recorded the (ﬁepligj;
appropriate APl key, log in to each S ——
Appliance and Vault Web interface and | ver
paste the APl key into the API Key field. |

) License Details
© APl Key

@ Upload Logo

& Change Password

Alerts ) Export Image Quota Settings

Q0|00 O

Manage Storage © Email Notifications

e Inthe Web interface, click the
Settings ta b _ © Jobs Auto Delete Settings

ConnectWise Settings

o |0

& Change Machine Name

e Inthe Settings page, click to expand | sremmro
the Management Portal tab.

I > Management Portal

Cluster Management [>]

) Time Settings

€ Network Settings

5. Inthe Management Portal section,
enter API details: IP Address:

e Inthe /P Addressfield, enter the
FQDN of the Global Management
Portal.

Username:

API Key:

e Inthe Usernamefield, enter the
Username associated with the API
key generated in the steps above.
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e Inthe APl Keyfield, enter the API
key generated in the steps above.

6. Click the Save button to save your
changes.

Note: Managed Devices check in with the GMP once every hour. Each partner’s
sync time is offset by a random interval sometime within the hour. It may take up
to two hours for new Managed Devices to completely sync their data with the
GMP.

Accessing Reports with the Global Management Portal

When you have successfully integrated your Managed Devices (Appliances and Vaults) with the
Global Management Portal, you can actively monitor, manage, and remotely access these
devices.

After logging in to the GMP, you will be presented with a main navigation menu with a series of
tabs. These tabs will allow you to navigate to all the reports and tools needed to monitor and
manage your BDR processes effectively and efficiently.

Viewing the GMP Dashboard

You can reference the Global Management Portal Dashboard page for a quick count of your
devices, organized by type.

Total Appliance Total Vault Total Managed Systems

Total Servers Total Workstations Total Protected Systems

To view the Dashboard page:
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1. Inthe GMP, click the Dashboard tab. Replibit

Management Portal

The Dashboard page displays a listing of
the number of Managed and Protected Managed Systems Backup Status Replication Status
Systems connected to the GMP.

2. Use the Dashboard to view a count of
Managed and Protected Systems, : : :
including;

e Total Appliances, o 2 2

e Total Vaults,

e Total Managed Systems,
e Total servers,

e Total workstations, and

e Total Protected Systems.

Monitoring Appliances and Vaults using the Managed Systems Page

The Managed Systems page displays details of all connected Appliances and Vaults. You can use
this page to track the details of each Appliance and Vault connected to the GMP.

For example, you can use the Version column to ensure each Managed System is running the
latest version of the Replibit software. You can also use the Stats Time column to verify that each
Protected System is actively checking in with the GMP.

0 -

System 10 System Hame version P Mdress Maaagement Port Customer Location Stats Time Servers Workstations Storage Actions

st bay? Classbema 83042 182168121 10000 Classbem Mty Tue 6-12-19 01,00 P e [ 2 1 A wa v A moa e

aw s wauity 83042 1026835 10001 dataprotecon A T 061519 01,00 P s WA wa A [ wa vlalmlale

K< > W

To view the Managed Systems page:

1. Inthe GMP, click the Managed Systems
tab.

(Replibit

Management Portal

The Managed Systems page displays, Dashboard Backup Status ~ Replication Status
providing details of each Managed
System connected to the GMP.
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2. Usethe Managed Systems columns to CReplivit _
view system details about each _—
Managed System. For example: [omrm] [ ] [ ][] [ ] [ ][]

e Canspan: az s 2000 aszoems o Sunsags1s cLnomm

e The System ID column displays the T —
unique ID assigned to the device to
help Technical Support connect
via the Remote Assist feature.

e The System Name column displays
the name assigned to the system for
identification purposes.

e The Version column displays the
version of Replibit software
installed on a specific device. You
should periodically verify that all
devices have been updated to the
latest software.

e The [P Address column displays the
local IP address allocated for your
device.

e The Management Port column
shows the firewall port opened for
the GMP. (HTTPS Connections to
the GMP’s URL are redirected to the
Managed Device over a secure
tunnel.)

e The Customercolumn displays the
Licensing Portal customer account
to which the device is assigned.

e The Stats Time column represents
the current timeframe for the
statistics shown for this device. The
time should be less than two hours
old (indicating that they are online
and have recently reported in to the
GMP).

3. Optionally, click a column header to
sort by field. You can then click again to
reverse the sort order.
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https://support.efolder.net/hc/en-us/articles/360006885834-Replibit-Turning-on-Replibit-Remote-Assist

4, Usethe License section of the page to License
view license information for each Servers Workstations U
Used Total Used Total Used Total
Managed System. For example, you can
view a count of: o 0 2 2 e e

e Server licenses consumed, A A NA /A N/ A
e Workstation license consumed, and
e Storage consumed.

5. Use the Actions section of the page to
actively control Managed Systems. For
example:

A. Click the Remote button to launch @ @ @ @' @

the Web interface of the Managed poA - | &
System within a new browser —
window.

Actions

B. Clickthe Terminal button to launch
the Managed System terminal
within a new browser window.

C. Click the History button to view
historical information about the
system, including Stats Time
information and License usage over
time.

D. Click the Systems button to launch
the Backup Status page, providing
information about the Protected
Systems connected to the selected
Managed System. This page
provides details of the latest backup
and disk usage for each Protected
System.

E. Clickthe Delete button to
delete the Managed System from
the Global Management Portal.

Note: If you delete a Managed System currently connected to the Global
Management Portal, settings will be cleared from the Management Portal page
(accessible from the Settings tab) on the selected device. Deleting a Managed
System will also delete all Protected Systems belonging to the device and their
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associated metadata from the Global Management Portal database. If you do not
have a means to connect directly to the Managed System Web interface (for
example, through VPN or other remote access to the Customer network), you will
no longer have access to the Managed System after deleting it from the
Management Portal.

Monitoring Protected System Backups with the Backup Status Page

The Backup Status report provides a detailed list of Protected Systems. You can use this report to
centrally monitor each Protected System in your environment. For example, you can track disk
usage and backup status. Using the Agent Version column, you can confirm that the latest
Replibit Agent is installed on the Protected System.

IP Address Disk Usage
PS Name 0S Name vnge_nt ;::nt lasl_:r!lachjp Actions
Self Appliance Total Used Appliance (el 13 s
Microsoft 192.168.253.137,
efs-train- windows 10 192.168.1.25,192 ClassDemo 05/17/2019
! 229.31G | 197.09G  356.63G 2.23.191 v
rklem (build 17134),  .168.56.1,10.2.32  (192.168.1.21) . 07:00 AM @
64-bit 126
Microsoft
Windows 10 ClassDemao 05/16/2019 |
DemovM (build 17134), 192.168.1.26 (152.168.1.21) 34.00G  18.60G 31.71G 2,23.191 05:30 PM | R
64-bit

To monitor Protected Systems using the Backup Status report:

(Replibit

Management Portal

1. Inthe GMP, click the Backup Status
tab. The Backup Status report displays,
providing details of each Protected

SyStem' Dashboard Managed Systems Replication Status
2. Usethe columns to view system details | mmme  osrone e ot e VoM L e

about each Protected System. For e o e w07

example: . ) e

e The PS Name column identifies the
name of the Protected System.

e The OS Name column lists the
Operating System name and
version.

e The /P Address section displays the
IP address of both the Protected
System and its Appliance.

e The Disk Usage section displays the
total and used disk usage for the
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Protected System. This section also
displays disk usage of the
Appliance.

e The Agent Version column displays
the version of the Replibit Agent
installed on the Protected System.
You can reference this column to
ensure each device is protected
with the latest version of the
Replibit Agent.

e The Agent Status column reports
whether the Replibit Agent is active
on the Protected System.

e The Last Backup Time column
displays the time and date of the
latest backup on the Protected
System.

3. Optionally, click a column header to
sort by field. You can then click again to
reverse the sort order.

4. Use the Actions section of the page to _
actively control Protected Systems. For LTI

example: e e

A. Click the History button to view B o
historical backup information for
the Protected System, including the
Agent Status and Last Backup Time.

B. Click the Delete button to
delete the Protected System from
the Global Management Portal.

Note: Deleted Protected Systems that still exist on the managed device will be re-
registered within the GMP during the next sync cycle, but previous historical
metadata will be lost.
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Monitoring Protected System Replication with the Replication Status Page

The Replication Status page lists the replication status of each Protected System, including off-
site storage utilization, replication status, and last replication time.

10| ~ Search Q

1P Addrass Disk Usage
P5 lame 05 Name Replication Status Last Ingested Snapshot Actions
self Appliance Vault Total Used Vault

Microsoft Windows 10 (build | 192.168.253.137,152.168.1.25,

feainklem 17134). 64-bit 192.168.56.1.10.232.126

ClassDemo (192.168.1.21) [T 123316 195176 Wa [ x] WA =

Microsaft Windows 10 (build

Demaiit 17134), 64-bit

192.168.1.26 ClassDemo (192.168.1.21) Vaultl (10.2.68.35) 34.006 17,446 29976 05/21/2019 12:30 PM 8

<[>0 1-20f2

To monitor replication with the Replication Status Page:

1. Inthe GMP, click the Replication Status Rebolibit

ta b . Management Portal

The Replication Status report displays, e e e e e et ey o
providing details of each Protected
System being replicated to a Vault.

Searsn

2. Usethe columns in this report to view
replication status details. For example:

e The PS Name column identifies the
name of the Protected System.

e The OS Name column lists the
Operating System name and
version.

e The [P Address section displays the
IP address of the Protected System,
the Appliance, and the Vault, if
applicable.

e The Disk Usage section displays the
total and used disk usage for the
Vault.

e The Replication Status column
displays whether the Protected
System is being replicated to a
Vault. A green checkmark indicates
that replication is configured, and a
red x indicates that replication is
not configured (local-only.)
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e The LastIngested Snapshotcolumn
displays the time and date of the
latest backup snapshot fully
replicated and available on the
Vault.

3. Optionally, click a column header to
sort by field. You can then click again to
reverse the sort order.

4, In the Actions section of the page, click )
Actions
the Delete button to remove the
Protected System and its history from
the GMP. .

Note: Managed Systems that have been retired and Protected Systems that no
longer exist on their Appliance should be deleted from the Global Management
Portal to ensure accurate reporting statistics. Deleting a Protected System from
an Appliance does not automatically remove it from the GMP. Protected Systems
that still exist on the Managed Device will be recreated within the GMP.

|dentifying Problems with the Trouble Report

The Trouble Report page allows you to simplify the daily management and maintenance of your
fleet of Replibit devices.

The Trouble Report page lists Appliances, Vaults, and Protected Systems being managed by the

Global Management Portal filtered to only display items with a highlighted problem. This allows

you to view an overall status of each problematic device, with statistics scored in red, green, or
(yellow) to indicate status.

Global Management Server Trouble Report Last Updated on May 30, 2019 at 11:20:02 PM
IAppliance Machines With Reported Problems
No Trouble Reported on Appliances

Vault Machines With Reported Problems
No Trouble Reported on Vaults

Protected Systems With Reportsd Pmblams
Customer Name: Cl li IP Addi 192.168.1.21 Location: MyCity

System ault Agant I.llt st plicati Boot VIt Boot

it e AutoVerify .\ Backup Statistics ols Retention
efs-train- Raphaxhun Not . Appliance: A:7
i 2.23.191] v N/A D7 W0 M0 Y:0

To monitor troubled devices:
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1. Inthe GMP, click the Trouble Report Replibit
tab.

Dashboard Managed Systems Backup Status Replication Status

The Trouble Report page displays,
providing details of Managed and
Protected System.

2. Inthe Trouble R@POW page, view a Global Management Server Trouble Report

listing of each device by type, including

Appliance, Vault, and Protected System. | Ne Trouble Reported on Appliances

Vault Machines With Reported Problems

No Trouble Reported on Vaults

Protected Systems With Reported Problems

Customer Name: ClassDemo Appliance Name: ClassD¢
System Vault Agent |Agent LastBackup
Name Name Status |Ver Time

3. Usethe columns to view the details of

details of a troubled Protected System,
reference the following columns:

e The System Name column identifies
the name of the Protected System.

e The Vault Name column identifies
the name of the Vault where
Protected System Snapshots are
being replicated.

e The Agent Status column lists the
operational status of the Replibit
Agent installed on the Protected
System.

e The Agent Version section displays
the current version of the Replibit
Agent installed on the Protected
System.

e The Last Backup Time column lists
the time of the latest backup.

e The Last Replication Time column
displays the time of the latest
Snapshot replicated to the Vault.
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e The AutoVerify column displays the
results of the chkdsk test and the
heartbeat test.

e The Boot Check column indicates
whether the Boot VM Check feature
is turned on at the Appliance level.

e The Vit Boot Check column indicates
whether the Boot VM Check feature
is turned on at the Vault level.

e The Backup Statistics column
displays a count of completed,
failed, and missed backups.

e The Vols column displays the
Protected System volume(s) being
backed up.

e The Retention column displays the
Snapshot retention policies defined
for all Snapshots, daily Snapshots,
weekly Snapshots, monthly
Snapshots, and Yearly Snapshots
(for both the Appliance and Vault).

e The Disk Used column displays disk
usage of the Protected System.

e The App Used column displays the
disk usage within the Appliance.

e The Vit Used column displays the
disk usage within the Vault.

4. Reference highlighted cells for detailed | Sammarmum s Amicstnescaotne
status information: Reme. Name W T e
g 1 o

e Agreen cell indicates normal
operations, such as an Agent being
online, the date and time of a
successfully completed backup, or a
completed Backup with no failures.

e Aredor (yellow) cell indicates
a potential issue, such as a Boot
Check thatis disabled.
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5. Toview additional details, hover your

mouse over a red or (yellovv) - Boot VM Check has not yet been enabled for this |
Protected System |

highlighted cell and review the pop-up Im Please enable BootVM checking from the Protected
bubble. Systems details page

Verifying the Status of Devices with the Health Report

In the Health Reporttab, you can view a listing and status of all Managed and Protected Systems
visible in the GMP. The Health Status report allows you to view an overall health of each device,

scored inred, green, or (yellow) to indicate status.
Global Management Server Health Status Report Last Updated on Jun 03, 2019 at 09:00:02 AM
|Appliance Hardware Status
Customer Name _Applnce Name _ Location Site icenses _LastUpdated ___Version Protacted System Count__ Snapshot Usage _Storage Pool Status _ Storage Pool lets
ClassDemo ci Mycity
Vault Hardware Status
Vault Name  Storage Pool Utilization ____Incoming Snapshots _Exported Disks _LastUpdated ______ Version Protected System Count __ Snapshot Usage _Storage Pool Status _ Storage Pool Alerts
Vaultl
Protected Systems Status
C Name: Cl I . IP Address: 192.168.1.21
System Vault lication
Name Name AutoVerify
efs-train- Appliance: A:7 D:7 W:0
rklem "

M:0 Y:0

Appliance: A:7 D:7 W:12
M:3Y:0

DemoVM  Vaultl 123, : |Vault: A:3 D:30 W:0 M:3

Y:0

To view the health status of devices:

1. Inthe GMP, click the Health Report tab.
The Health Report page displays, listing
details about each Managed Device.

2. Inthe Health Report page, view a listing of
each device by type, including:

e Appliance,

e Vault, and

e Protected System (grouped by
Appliance).

3. Reference highlighted cells for detailed e T 1P Address 192.168.1.21
status information: N hame smi'" o i".';'n‘.’““" T G
e 2.23.191 ol -N.IA
e Agreen cell indicates normal 8 =
operations, such as an Agent being
online, the date and time of a

successfully completed backup, or a
completed Backup with no failures.
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e Aredor (yellow) cell indicates a
potential issue, such as a Boot Check
thatis disabled.

4, Toview additional details, hover your

mouse over a red or (yellovv) Boot VM Check has not yet been enabled for this
S . |m Protected System

hlgh“ghted cell and review the pop-up | Please enable BootVM checking from the Protected

bubble. R Systems details page

Note: All data and metrics reported by the Health and Trouble report pages is
identical to the information available on the other pages of the Global
Management Portal, but logical analysis has been performed in order to highlight
potential trouble and overall health of each device in a more user-friendly format.

Managing Storage Usage with the Storage Report

You can use the Storage Report to manage your devices over time. The Storage Report page is
broken into two sections of reporting that you can monitor:

e The Vault Storage Utilization Report, and
e The Appliance Storage Utilization Report.

Protected Systems are sorted from largest to smallest and limited to only the largest 10 systems.

Vault Storage Utilization Report (90-Day Daily-Average)
VaultInfo  Storage History

Total Data Usage for (Vault1)

Name: Vault1
1P: 10.2.68.35
PS Count: 1

Incoming Snapshots —e= ——e
150 Exported Disks —e-
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|Appliance Storage Utilization Report (90-Day Daily-Average)
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To view the Storage Report:

1. Inthe GMP, click the Storage Report tab.
The Storage Report page displays.

Dashboard Managed Systems Backup Status  Replication Status  Trouble Report Health Report

2. Use the Vault Storage Utilization section o e e et 0o e
to view storage history of data usage for F—

each Vault. T e ——

3. Usethe Appliance Storage Utilization == —
section to view storage history of data E e —
usage for each Appliance. You can also N N I
use each sub-section to view a breakdown  [& -
of usage by device type: =i b=l

[ AR NE]

t
S

e The Protected System Usage section e e
shows the amount of storage
utilization for each Protected System.

e The Appliance Usage section shows
the amount of storage utilization for
each Appliance.

e The Vault Usage section shows the
amount of storage utilization for each
Vault.

Monitoring Your Protected Systems with the Boot VM Report

The Boot VM Report provides a visual quick reference to the status of the latest Boot VM test for
all Protected Systems managed by the Global Management Portal. With the details in this report,
you can quickly verify that all Protected Systems are bootable.

Note: To properly utilize the Boot VM Report, the Boot VM Check feature must be
enabled for each individual Managed System (Appliance and Vault). For
instructions on enabling this feature, please reference the Replibit Installation
Guide.

If the Boot VM Check feature is not enabled for a Managed System, the image
column will display as NA.
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Within the Boot VM Report, the AutoVerify column displays results of the AutoVerify check, which
alerts you of possible issues with Protected Systems before they fail. With this advanced
notification, you can ensure you have valid backups and the resources necessary to repair
potentially bad data on the source system.

Dashboard  Managed Systems  Backup Status  Replication Status  Trouble Report  Health Report  Storage Report [ILNRVILEENY users  Settings  Policy Settings

wwwwww MRy Demavm asiance ClassDemo (192.268.1.21) 0S/04/2018 05:30 B

mmmmm MRy Demavnt ault Vadk (rb-edandrL.rb.sle.efocloud net) Disabled

To view the Boot VM Report:

1. Inthe GMP, click the Boot VM Report tab.
The Boot VM page displays.

2. Usethe columns to view the details of each
Protected System boot process:

e The Customercolumn identifies the
Customer to whom the Protected
System is registered.

e The Location column identifies the
geographic location of the Protected
System.

e The PS Nameidentifies the device
name.

e The Device Typesection displays the
type of device that is protecting the
Protected System.

e The /P Address column lists the IP
address of the Protected System.

e The Snapshot Time column displays
the time of the latest Snapshot.

e The AutoVerify column displays the
results of the chkdsk test and the
heartbeat test.

chkdsk confirms the integrity of the file
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system. If chkdsk fails, a full backup of
the Protected System might be
triggered (if one has not already been
performed recently) in an attempt to
self-heal the failure.

Heartbeat confirms that the system
was able to fully boot the operating
system, start services, and accept
commands to perform additional
testing (for example, chkdsk.)

e The Screenshot column displays the
captured image of the boot process to
help you ensure the Protected System
image was able to boot properly.

Note: Full scans generated by AutoVerify will occur no more than once every 30
day.

chkds may fail due to the following conditions:

- Corrupted or incomplete backup snapshot on the BDR Appliance. (A new full
backup will likely resolve the issue.)

- File system corruption on the source-protected system disk(s).
(chkdsk should be run on the protected system and then a new full backup
taken to fix this problem.)

If chkdsk exits with error codes that indicate possible data consistency issues, the
Appliance will attempt to resolve the issue by performing a new full scan of the
Protected System and an alert is generated on the Appliance. Alerts generated by
AutoVerify are automatically closed after the full scan completes.

Managing Reports and Central Alerting

The GMP allows you to schedule recurring reports so that you can stay informed of important
events that occur in the system. You can customize report delivery from within the GMP and
select from a variety of administrative and customer-facing report types. You can choose to have
these reports delivered to any email recipient(s) you define on a daily, weekly, or monthly
schedule.
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Additionally, you can turn on Central Alerting so that you are notified when devices are down. A
single ticket is generated for each unique alert and is updated periodically if it has not been
resolved. You can also use this feature in conjunction with the ConnectWise PSA platform. For
more information, please review the Integrating with ConnectWise section of this guide.

For example, with Central Alerting, you can track the following alerts:

e Appliance offline

e Vaultoffline

e Replibit version out of date on device

e No recent backup of Protected System*

e Norecentreplication of Protected Systems to the Cloud

If you receive a report that highlights an issue, please reference the
Troubleshooting Guide for support.

To schedule reports and enable ticketing:

1. Inthe GMP, click the Settings tab. The _
Settings page displays, showing all available  iniikitinilnsekissiiee B oy seeo-
GMP configuration options.

2. Clickto expand the Reporting Settings
section. The Reporting Settings section
displays, allowing you to turn on and
configure reports.

3. Click the Email Delivery checkbox to enable e S
email. p— =
Email Delivery
4. Enterinformation about the email server, e G
including: s
e The From Email address, et - ®
e Theusername and password of a valid S
email account on the email server, and e CYE
Ticketing
e The hostname and port of the server. —
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5. Optionally, click the Ticketing checkbox to Ticketing
enable Central Alerting. This feature will alert
you when devices are down.

POP3 Server

POP3 Port:

6. Enterinformation about your mail server,

inClU dlng To Email(es): Enter comma separated email(s)
e The POP3 server,
e The POP3 port, and
e The To Email address.
7. Click the Save button to save your settings.
8. After you configure the email server, you can =
select reports for delivery: el ™ ™
e Click the Add button. o (] =
e Inthe Report Name drop-down field, T = E i
select the type of report you want =
delivered.

e Inthe Frequency drop-down menu,
select how often this report should be
delivered.

e Inthe Hourfield, enter the time of
day you want this report delivered.

e Ifthisis a Customer-specific report, use
the Customer drop-down menu to select
the name and email address of
the Customer after you enter the
required information in the Recipients
field. Information displayed in this report
will then be filtered for this Customer.

e Inthe Recipients field, configure
recipients who should receive this
report.

e Optionally, click the Add button to add
additional recipients.

9. Clickthe Submit button to save your
settings.

The Report Engine will process reporting schedules every 10 minutes.
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If a delivery window was missed (for example, if the GMP was offline), any pending
reports will be delivered in the next available 10-minute window. You can edit
your settings at any time.

Configuring Global Management Portal Settings with the
Settings Tab

The Settings page gives you access to a list of settings and configuration options to help you
customize the GMP. For example, you can view or update the following key settings:

e The APl Keytab allows you to retrieve your API Key.

e The Change Machine Name tab allows you to change your Machine or Host Name.

e The Change Password tab allows you to change and manage the Admin (Web Ul)
password.

e The Date and Time Settings tab allows you to manage the date, time, and time zone
settings of the device.

e The Multi-Factor Authentication tab allows you to enable and configure the Multi-Factor
Authentication (MFA) feature. Multi-Factor Authentication (MFA) adds a second
verification step when a user accesses the Replibit platform. With MFA enabled, users will
be prompted to enter a one-time password generated by an authentication app when
logging in to the system.

e The Reporting Settings tab allows you to configure and customize the frequency and
recipients of your reports.

e The Update Managertab allows you to configure and manage updates to the
Management Portal.

e The Remote Assisttab allows you to enable the Remote Assist feature, which gives
Axcient Replibit Technical Support the ability to troubleshoot issues on your devices
without requiring assistance from the Customer or the partner. For more information,
please visit our Knowledgebase.

e The Network Settings tab allows you to manage the Network Settings on your device.
e The Upload New Logo tab allows you to customize your branding.
e The Shutdown and Reboottab allows you to shut down or reboot your device.

To manage Global Management Portal settings:
1. Inthe GMP, click the Settings tab. The

Settings page displays, showing all
available GMP configuration options.

Storage Report Boot VM Report Users @ Policy Settings
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2. Clickto expand the API Key section to view
your API Key.

For instructions on working with the API
Key, please reference the Connecting
Appliances and Vaults to the Global
Management Portal section of this guide.

3. Clickto expand the Change Machine

Name section to view or update the name
of the GMP machine.

Machine name:

Hostname may contain only ASCII letters a-2, digits 0-9, dots (.) and the minus sign {-). Hostname should not exceed 64 characters.

e Inthe Machine namefield, and a
descriptive name for the machine.

e Click the Change button to save your
changes.

4. Click to expand the Change Password

section to update your password to the

G M P . Current Password: l ]
e Inthe Current Password field, enter Now passwort: | |

your Current Password. contimpassuors: [ ]
e Inthe New Passwordfield, enter

your New Password.

e Inthe Confirm Password field, re-enter
your New Password.

Note: Minimum password length is 8
characters.

e Click the Submit button to save your

changes.
5. Click to expand the Multi-Factor Mt tackr Aubontcaion
Authentication tab. .

Authenticator
App Code

e Clickthe Enabled checkbox to turn on
MFA. A QR code image will display for
configuring your preferred
authenticator app.

MFA Token

Note: You must keep the generated QR £3
code image secure. Any user with

access to this image can generate MFA

Tokens. Do not digitally share or
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otherwise expose this image online.

e Open an authenticator app on your
smartphone and scan the QR code to
configure the MFA token.

e When your authenticator app is
configured, return to the GMP and
enter the generated MFA Token in the
MFA Token field.

e Click the Save button to save your
settings.

6. Clickto expand the Date and Time
Settings section to view your time settings.

e Inthe Time Zone drop-down
menu, select your Time Zone.

e Click the Save button to save your
settings.

7. Click to expand the Reporting Settings
section to configure email delivery sections
for reports.

For complete instructions, please reference
the Scheduling and Managing Reports
section of this guide.

©2019 Axcient, Inc. All rights reserved.

Date And Time Settings

Time Zone: [America]Denver ] - I

Note. Date and time willay  America/Rainy_River
America/Rankin_Inlet
America/Recife
America/Regina
America/Resolute
America/Rio_Branco

America/Santa_Isabel

America/Santarem -
I Reponing Saltings I
Email Dafivery i
SMTF Diapley Hasse: | Grnail |
SMTP Sarver: I smitp. grmail com I
S ==
Connection wecuity: —
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8. Clickto expand the Update Manager
section to turn on or off the Enable Auto Sl
Update feature, which will automatically
update the GMP to the latest available Y,

If this is enabled, when the system Is upgraded, then remote assist will automatically be enabled for 3 days. The health of the
system will be monitored after the upgrade, and if any issues are detected, If remote assist Is enabled, then technical support will

Replibit version. You can enable this N
feature by clicking on the Enable Auto PR L
Update checkbox.

Note: As a best practice, we suggest that
you check the Auto-Enable Remote Assist
When Upgrading checkbox. This tool
allows Axcient Technical Support to
remotely assist and diagnose issues if they
arise during the upgrade process.

9, Click to expand the Remote Assist section Remote Assist
to turn on the Remote Assist tool. You can
enable this service by clicking on the Frasie
Enable checkbox. Please note that Seplewtion [T
Remote Assist automatically expires and is =
disabled after the selected expiration date.

Note: As a best practice, we recommend
that you turn on this feature and select an
expiration date at least 7 days in the future
when you submit a ticket to Axcient
Support.

10. Click to expand the Network Settings
section to manage Network Settings on the
device. o
e From the Method drop-down menu, -
select either DHCP or Static. P adaress: | |
e Inthe /P Addressfield, enter the IP saverme: | 1
address of the device. e I | }
e Inthe Subnet Mastfield, enter the we: | |
. (Use Comma separated values for multiple dns servers)
subnet mask of the device.
. =3
e Inthe Network Gateway field, enter the

network gateway address of the
device.
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e Inthe DNSfield, enter the DNS
address. Multiple DNS Server entries
can be entered by separating each
entry with a comma.

e Click the Submit button to save your
changes.

11. Click to expand the Upload New Logo
section to upload your logo and brand the
GMP according to your company branding eloct = File to Upload

Sta ﬂdal’dS. NG file chosen
° C“Ck the U pd ate N ew Logo Sectio n to Note :For better look and feel please use 260x100 resolution image.

add your organization’s uniquely
branded logo to the GMP.

Upload New Logo

Note: We recommend using a 260x100
resolution image.

e Click the Choose File button and select
your logo file from the local machine.

e Click the Upload button to complete
the upload process.

12. Click the Shutdown and Reboot section to
shut down or reboot the GMP.

Shutdown and Reboot

Shutdown
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Integrating with Connect\Wise

ConnectWise is a Professional Services Automation (PSA) platform for companies that sell,
service, and support technology. If you use ConnectWise as your PSA platform, you can
seamlessly integrate this platform with each Appliance and Vault that you manage to enable
easy reporting, ticketing, and billing. You can centrally manage ConnectWise authentication and
ticketing properties from the GMP.

When you integrate Replibit with ConnectWise, Replibit alerts trigger tickets within ConnectWise.
Ticket status is then synchronized in both directions with the corresponding alert. You can also
configure billing integration to track data usage in the Cloud.

If you receive an alert that highlights an issue, please reference the
Troubleshooting Guide for support.

Configuring ConnectWise for Third-Party Integration

Before enabling ConnectWise Integration within Replibit, you must first ensure ConnectWise has
been properly configured for Integration with third-party products.

Additionally, you need to ensure your ConnectWise environment meets the following
prerequisites:

e Mustinclude an active Customer account,

e Optionally, if you wish to enable billing support, the Customer account:
o Must have an Agreement, and
o Must have an Agreement Addition.

For complete requirements, please reference the Replibit ConnectWise Integration Guide .

Configuring ConnectWise Settings in Replibit

After all prerequisites are configured in ConnectWise, you can create a default policy within the
Global Management Portal. After these settings are configured, you can inherit these settings
within each individual Managed System (Appliance and Vault).

Note: You can also utilize Replibit’s Central Alerting feature in conjunction with
ConnectWise. For more information, please reference the Managing Reports and
Central Alerting section of this guide.
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To integrate with ConnectWise:

1. Inthe GMP, click the Policy Settings
tab. The Policy Settings page displays,
allowing you to create a default
ConnectWise policy, which can be
inherited by Managed Systems
(Appliances and Vaults).

2. Clickto expand the ConnectWise
Credentials section and enter your
ConnectWise credentials, including
the Site URL for your ConnectWise
server, Company name, API Key and
API Secret.

3. Clickthe Test Connection button to
validate your settings.

4, Click the Save Configuration and
Credentials button to save your
credentials.

5. Click to expand the Ticketing Settings
section and configure which Replibit
Alert types should generate
ConnectWise ticket by the Replibit
product:

e C(Clickthe Enable checkbox
adjacent to each alert class you
would like to turn on.

e Inthe Service Boards drop down
menu, select the appropriate
service board configured in
ConnectWise.

e Inthe New Ticket Name Mapping
drop-down menu, select the
status of new tickets generated in
the system.

e Inthe Closed Ticket Name
Mapping drop-down menu, select
the status of closed tickets
generated in the system.

©2019 Axcient, Inc. All rights reserved.
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6. When you are finished, click the Save
Configuration and Credentials
button.

7. When you are ready to inherit ticket
settings and configure billing settings,
log in to each Appliance and Vault that
you manage and inherit settings:

e Inthe Web interface of each
Managed Device, click the
ConnectWise Settings tab.

e Click the Inherit Configuration
from GMP checkbox.
ConnectWise credentials and
ticketing settings will be filled in
using the values you defined on
the GMP.

e Clickto expand Ticketing
Settings.

e Inthe Service Ticket Company
drop-down menu, select a
Company that is associated with
this Appliance or Vault. This will
ensure the correct Company in
ConnectWise is mapped to this
specific Customer Appliance.

e Click the Save Configuration and
Credentials button to save your
changes.

ConnectWise Settings (Vault1)

Inherit configuraticn from GMP
@ ConnectWise Credentials

site: https://

Gompany:

APl Key:

APISecret e

© Billing Integration

© Ticketing Settings

Save Configuration and Credentials Reload Settings Import Settings Export Settings.

Note: Service Ticket Company assignment is unique to each Managed device and
cannot be remotely configured or managed from the Management Portal.

Likewise, Billing settings (Company, Agreement, and Addition) are unique to each
device and cannot be managed globally.

©2019 Axcient, Inc. All rights reserved.
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Managing Replibit Licenses

You can add or delete license packs over time or adjust licensing models as your Customer
needs grow and change. Please consider the following before making changes:

e Endpoint licenses are cumulative; you can add additional license packs over time to meet
your needs.

e You can only assign one Storage license at a time to a Location.

e Endpointand Storage licenses are mutually exclusive; you can only assign one or the
other to a Location.

Note: If you need to switch licensing models, you will first need to remove all
assigned licenses and then add the new license type

For a complete overview of Replibit licensing, please review the Replibit Installation Guide.

Adding Licenses

Endpoint licenses come in two classes: Workstation and Server. For example, a Windows 10
operating system requires a Workstation license and a Windows Server 2012 operating system
require a Server license. Each Location can be assigned any number of Endpoint Server and
Workstation licenses, which allows you to back up the specified number of Protected Systems
(Workstation or Server). Endpoint licenses are consumed automatically by Protected Systems
when an Agent is installed, and the Protected System checks in with the Appliance.

Storage licenses allow you to back up an unlimited number of Protected Systems to a single
Appliance, up to the storage license limit assigned to the Appliance.

Note that the Agent automatically determines which type of license a given
Protected System requires and this cannot be manually selected.

To add a license:
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1. Login to the Replibit Licensing Portal.
N .
( Replibit

partner =
Password .
70000004 = 1

Yal

_—e

2. From the Replibit License o =
Management left pane menu, click to Rephb’t

expand User Management and then License Man. "

select Licenses.
User Management
» sers
e =1
» Licenses
Order BDR
My Account
3. Locate the appropriate Customerand  [=z2== [Bece e Jsown | ———
Location within the main window. e [ e
Optionally, use the Search field to Commerts | o : : e ==
search by Customer name or st . R

Location. Customers and Locations
are case sensitive.

Note: Customers with more than one
Location will appear in the list
multiple times. Ensure that you have
selected the correct Location when
managing licenses. Customer and
location names are case sensitive.

4. Clickthe Manage button. The Manage
Location window displays.
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5. Toadd an Endpoint license, click the
Add Endpoint License button and
update the following fields:

e Inthe Allocated fields, enter the
license count for Server(s) and
Workstation(s) licenses as needed.

e Clickthe Submit button.

Note: Endpoint licenses are
cumulative; you can add additional
license packs over time to meet
your needs.

Note: Endpoint license billing is not
prorated. Billing occurs on the last
day of the month for all licenses
that are allocated to a Location,
regardless of whether the license is
in use by a Protected System.

6. Toadd a Storage license, click the Manage Location Aot Siorege Uoarae
Add Storage License button and Custome =
update the following fields: e
Locaton 178 Storage - 10yr Retention [$199 00/month]
. 778 Soage . oyt Retenton {8209 SOmmonth
e Inthe Select a License drop-down . *;g:::z,e;::mz%gm
: T S o et vy
menu, select a Storage license - T8 Sage. o eksson tmcomonm
e (10w s e et
option. @l e
1578 Storage - 10yr Retention [$1,509 00/month)
: . R el Lo
e Click the Submit button. S 0100t s a2 2
. (LAo3 Encpont Lxense || A0o sioage xense SR
Note: Only one Storage license can be

assigned to a Location at a time. To
change Storage licensing, first remove the
existing license and assign a new one.

Note: Storage licensing is prorated and is
billed based on the date licensing is
assigned or removed.

Removing Licenses

If you need to switch licensing models, you will first need to remove all assigned licenses and
then add the new license type.
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Note: If you are Replicating Protected Systems to the Axcient Cloud and you
remove a Protected System from an Appliance, you will also need to delete the
Protected System from the Vault to avoid future billing. Any Protected System
remaining in the Axcient Cloud will be billed a full month at the Bundled Endpoint
license rate, whether it still exists on its original Appliance or not.

To change a license:

1. Fromthe Replibit License .y =
Management left pane menu, click to (R\éphb,t

expand User Management and then License Management
select Licenses.

» Users

» Licenses ]

Order BDR

My Account

2. Locate the appropriate Customer
and Location within the main
window.

3. Clickthe Manage button. The Manage
Location window displays.

4. Find the license you would like to
remove and click the Delete button.

Note: You can remove a Protected
System from the Axcient Cloud from
the Vault Web interface.

Alternatively, you can remove a
Protected System from the Appliance
Web interface by deleting the Vault
Replication configuration and selecting
to also delete the Protected System
from the Vault.

For instructions, please reference the
Deleting a Protected System section of
this guide.
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Managing Protected Systems

After the Agent is installed on a Protected System, you should monitor the machine to ensure it
remains in a healthy state. A few management and maintenance tasks associated with
monitoring a Protected System include:

e \Viewing Protected Systems status,
e Modifying the Agent (or Agent configuration settings), and
e Deleting or migrating a Protected System.

Viewing Protected Systems

You can view a list of registered Protected Systems from the Appliance or Vault Web Interface.
From the Appliance or Vault Web interface, you can view the status of Protected Systems, the
Operating System, view currently protected volumes, and more.

To view Protected Systems:

1. .Log into the Appllance or Vault Web . wmm_on:";i';:r':;:g::p“mw o
interface. In this procedure, we are logging
in to the Appliance Web interface. (-R\ee’ipit
ppliance
2. Inthe left-hand navigation menu, click the o
otected Systems >
Protected Systems tab. =
Schedules ©
Jobs ©
Alerts >
File Browser (5]
NF$S Exports (> ]
3. Use the columns to view the details of each o (3] o ) ) rr T e S
Protected System: B e
Status System Name Operating System Pvr:hmc:: Schedule Actions
e The Status column displays icons that 00 swmnmwn BT oo - MO
indicate whether the systemis e B

currently running as a virtual machine
(the first icon will be green) and if
replication is enabled for the system
(the second icon will be blue).

e The System Name column lists the
name of the Protected System and
helps you identify each Protected
System.
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e The Operating System Column lists the
Operating System of the Protected
System.

e The Currently Protected Volumes field
lists the volumes being backed up.

e |fyou areworking in the Appliance Web
interface, the Schedule column allows
you to adjust the predefined schedule
assigned to the Protected System.
Schedules can be edited in the
Schedules page of the Appliance Web
interface. For complete instructions,
please reference the Replibit
Installation Guide.

e The Actions column allows you to
delete or view the details of a Protected
System.

Clicking Delete will prompt for the
permanent deletion and removal of the
Protected System and all recovery
points. This action is permanent and
cannot be undone.

Clicking the Details button will open
the Protected System Details page,
which contains many additional
system-specific configuration options.

Modifying the Configuration File

In some instances, you might notice that a Protected System is not functioning as expected. For
example, a Protected System might be backing up the wrong volume, or you might notice
performance issues. You can use the Agent’s configuration file (aristos.cfg) to adjust various
settings.

The Agent configuration file lists key parameters that control Agent behavior. In most instances,
you will not need to access or modify this file. However, you may need to edit this file for
troubleshooting purposes, performance improvement, or to turn on advanced features.

For example, you can manage the following parameters:
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A. The BACKUP_VOLUMES parameter is an inclusion list, specifying which NTFS volumes are
to be backed up by the Agent. By default, the value is blank, prompting a backup of all
detected NTFS volumes. To define an inclusion list, enter each volume, separated by a
comma.

B. The PORT parameter lists the port open between the Protected System and the
Appliance.

C. The SERVER parameter lists the IP address of the Appliance.

D. The USE_FASTDELTA parameter is used to turn on or off the Fast Delta feature. Fast Delta
is a block-change scanning tool that improves the backup performance of large database
applications, such as Microsoft Exchange or Microsoft SQL. By default, this parameter is
set to false. This parameter should only be set to true when supporting Microsoft
Exchange or Microsoft SQL servers.

E. The NUM_WRITERS parameter is not listed in the default configuration file, but it can be
inserted to adjust the number of worker threads utilized by the Agent. Lowering this value
will reduce the speed of backups. If you are noticing CPU performance issues on a local
machine with an installed Agent, you can modify this value to lower CPU usage. By
default, the Agent uses four worker threads per processor core.

E aristos.cfg - Notepad - O X
File Edit Format View Help

[config]
HlBAckupivoLUMES:D
GUID=5c536532873cafab32277c48
LEGACY_LOGGING=true
LTICENSE=4d | i s’ ol jidesmprge: '8l 'e
e PORT=9690
HGERVER=192 .168.1.3
SITE_LICENSE=
SOCKET_TIMEOUT=true
UEFI_TRANSFER_DUMPS=false
UEFI_WRITE_DUMPS=true
UPDATE_URL=https://download.slc.efscloud.net/replibit/agent/agent3/

Q_IUSEiFASTDELTAzfalse
WRITERS_EXCLUDE=
e NUM_WORKERS=3

Note: Additional configuration options are available for special use cases. Please
contact Axcient Support for assistance in troubleshooting and configuring
advanced Agent settings.

To modify the Agent configuration file:
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1. From the Services app on the target
machine, stop and disable the Replibit
Agent Service.

2. Using Windows Explorer, navigate to the
Replibit Agent installation folder (for
example, C:\Program Files
(x86)\Replibit)).

3. Open the aristos.cfg file with
administrative privileges.

4. Modify the appropriate parameters.

5. Save the file when you are finished.

©2019 Axcient, Inc. All rights reserved.
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3 Services - o x
File Action View Help
e m Ea Hre »enp
. Services (Local) IElIIIIIIIIIIIII'Illllllllllllllllllllllllllllllllllllllllllllllllllﬂ
nt Servi me iption tus rtup Type  Log
Service Nar Desai Stat Startup Ty oA
& Remote Procedure Call (RPC..  In Windows - Manual Ne
e ""‘h‘:"‘;“:l“ € Remote Registry Enables rom_. Disabled Loc
& Replibit Agent Updater Servi.. KeepstheR. Running  Automatic Loc
gﬂﬂwo‘;ﬂ (&) Replibit Management Service Provides en..  Running  Automatic Loc
o Rap it dRk bickps! {8, Retail Demo Service The Retail D Manual Lo
& Routing and Remote Access  Offers routi... Disabled Loc
&), RPC Endpoint Mapper Resolves RP.  Running  Automatic Ne
&), Secondary Logon Enables start.. Manual loc
&), Secure Socket Tunneling Pro.. Provides sup.  Running  Manual Loc
&) Security Accounts Manager  Thestartup . Running  Automatic Loc
&), Security Center The WSCSVC.  Running  Automatic (De.. Loc
&, Sensor Data Service Delivers dat.. Manual (Trigg..  Loc
(&) Sensor Monitoring Service  Monitors va.. Manual (Trigg..  Loc
&), Sensor Service A service for - Manual (Trigg..  Loc
 Server Supports file-  Running  Automatic (Tri.  Loc
&, Shared PC Account Manager  Manages pr.. Disabled Loc
£, Shell Hardware Detection Provides not.  Running  Automatic loc
& Smart Card Manages ac.. Manual (Trigg..  Loc
&) Smart Card Device Enumerat.. Creates soft.. Manual (Trigg-  Loc
&) smart Card Removal Policy  Allows the s... Manual Lo~
\ Extended / standard /
M 0 = | Replibit - o x
Home | Share  View ]
= U & cut =] x __I T2 New item * » ) Open - B select al
= 5 Copy path L] ' Desymesr 1 3 Select none
<k PSPt ) paste shoran | Yiove COPY | Delete Rename | Mew PrOREeS  istory | 5 et selection
Cipboard Organize New open Select
- v 4 > ThisBC » TISOD17600F (C) » Program Files (x86) » Replibit @) | Search Replibit )
N This PC * O Name Date modified Type Size ™
30 Objects [l <) aristoscfg CFG File
m Deskiop [ 1ast updatelog Text Document
& Documents [l updatertog Text Document
B Dovnlonds ] managementog Text Document
. ] writerami XML Document
2 Music S
1 writertami XML Document
e Pict
- e ] writer2zxmi XML Document
W Videos L] writer3:emi XML Document
€5 TIS0017600F (C) 1] writerd.xml XML Docus
@ Network [] writerS.ami XML Document
] wiriteréxml XML Document
1 writerTxmi XML Document
] writerBaml XML Document &
v o<
45items 1 item selected 347 bytes

| @ arisoscto -Notepas
File Edit Format
[Config]
BACKUP_VOLUMES=D
GUID=5¢536532873caf@b32277c48
LEGACY_LOGGING=true

LICENSE= 1 St Sut iteinmsate: f8il '»
PORT=9090

SERVER=192.168.1.3

SITE_LICENSE=

SOCKET_TIMEOUT=true
UEFI_TRANSFER_DUMPS=false
UEFI_WRITE_DUMPS=true

View Help

USE_FASTDELTA=false

| =
NUM_WORKERS=3

UPDATE_URL=https://download.slc.efscloud.net/replibit/agent/agent3/
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6. Enable and restart the Replibit Agent g = EE
N File Action View Help
SE’fV/Ce e @ EHa Hem »enw
. 4 Services (Local) _I
Replibit Agent Service Name Desaiption  Status  StartupType  Log ™
& Remote Procedure Call (RPC..  In Windows - Manual Ne
m"m’l‘. &) Remote Registry Enables rem.. Disabled Loc
& Replibit Agent Updater Servi. KeepstheR. Running  Automatic Loc
Description: (&) Replibit Management Service Provides en..  Running  Automatic Loc
Purfonis RepSLX UK bickips: {8, Retail Demo Service The Retail D Manual Loc
& Routing and Remote Access  Offers routi... Disabled Loc
&), RPC Endpoint Mapper ResolvesRP.  Running  Automatic Ne
&), Secondary Logon Enables start.. Manual loc
&), Secure Socket Tunneling Pro.. Provides sup.  Running  Manual Loc
&) Security Accounts Manager  Thestartup . Running  Automatic Loc
& security Center The WSCSVC.  Running  Automatic (De.. Loc.
&, Sensor Data Service Delivers dat.. Manual (Trigg..  Loc
& Sensor Monitoring Service  Monitors va.. Manual (Trigg..  Loc
&), Sensor Service A service for - Manual (Trigg..  Loc
 Server Supports file-  Running  Automatic (Tl Lo
&, Shared PC Account Manager  Manages pr.. Disabled Loc
(£, Shell Hardware Detection Provides not.  Running  Automatic Loc
@, smart Card Manages ac. Manual (Trigg-.  Loc
&) Smart Card Device Enumerat.. Creates soft.. Manual (Trigg-  Loc
&) Smart Card Removal Policy  Allows the s... Manual Loc

Extended / Standard /

Deleting a Protected System

If you need to delete a Protected System, remember that removing a license does notstop the
billing process. To stop the billing process, you must complete each of the following steps:

e Uninstall the Replibit agent.

e Delete the Protected System from the Appliance.

e Delete the Protected System from the Vault.

e Remove the license in the Replibit Licensing Portal.

Note: To avoid billing charges, you must remove the Protected System from all
Axcient Vaults. If you are Vaulting to your own Private Cloud, you can leave the
system on your self-hosted Vault without incurring any additional charges.

To delete a Protected System:

1. Onthe Protected System, open the
Control Panel.

Apps & features

Find a setting

o Repiibit Backup Agent 206 M8
1/31/2019

222620

2. Uninstall the Replibit Agent from the
Protected System using the Apps &

ZE‘ Apps & features

i5 Default
R 2= toutt apps . Anchor Sync 911 MB

Features tool ~
. Offline maps
. Microsoft Support and Recovery Assistant for...
3 Apps for websites 1/23/2019
Get Help 16.0 KB
Risiea playback ‘a Microsoft Corporation 1/18/2019
& Startup E Update for Windows 10 for x64-based System...  1.06 MB
118/2019

( Microsoft Mouse and Keyboard Center
1/14/2019

Snagit 2018 431mB
1/14/2019

E Microsoft Visual C++ 2005 Redistributable 485 M8
1/8/2019
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3. Loginto the Appliance Web O oS e
interface.

4. Click the Protected Systems tab. e
The Protected System page displays, | e o sewoen N
listing all Protected Systems e - hana
registered to the Appliance. e 8

5. Find the Protected System and click e
the Delete button. e

6. Login to the Replibit Licensing (Replibit
Portal. ——

7. Click the User Management tab to M

expand the menu and then click the
Licenses tab.

CReplibit

8. Find the Location you want to
manage and click the Manage _ .

button. oderoon T T T T T I
Request efolder Hosted Vault e . - - .

My Account

9. Inthe Manage Location page, find
the license you want to delete and
click the Remove button to remove. | o

Request eFolder Hosted Vault P

My Account = searcn

10. Login to the Vault Web interface. ERR——— o
CReplipit * % R N =a
11. Click the Protected Systems tab. - ¢ — e
The Protected System page displays, |2~ - .:i el &: E ‘::
listing all Protected Systems being phae ° o _— » = moe
replicated to the Vault. _— . D B
12. In the Protected Systems page, find e °
the Protected System you want to S
delete and click the Delete button.
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Managing Appliances

After you deploy the Appliance at the Customer Location, you should perform periodic checks to
ensure the Appliance is functioning as expected. You can perform various management tasks
within the Appliance Web Interface to:

e Monitor, view, and respond to alerts,
e Manage storage, and
e \iew system information.

Monitoring Alerts in the Appliance Web Interface

The Alerts tab shows the status of any active or recent alerts generated by the Appliance. For
example, you can track missed backups, Vault replication status, storage failures, and more.

C(Replibit @z v =5
ppliance L
show 100 v | entries search:
Protected Systems © h eare
Syst Hos
Schadulae o r::“ Nta Type Title Created , Resolved Occurrence Status Action
Jobs o e me
Wed 02-
DemoV  Class Agent ) Wed 02-06- .
Agent disconnected 06-19 5 1 @
File Browser (> ) i Vault ingestion in 0200
tra1;1 Class Vault TrainingVauit (rb- o 0' Tue 02-12- . A
NFS Exports o rkler;z Demo Replication  training1.rb.ams.efscloud.net) AM 19 06:48 AM
is delayed by 6 days
iscsl >) Th 01-31-
zemov g'::‘so Qg::; Agent disconnected 190559 1':"1"1 Sﬁ’:’; 1 @
Manage Storage (> PM
Wed 01-
DemoV Class Agent " Thu 01-31-
SQtﬁngs o M Demo Stgtus Agent disconnected 30-19 1905:21 PM 1 &
10:15 PM
ConnectWise Settings (> DemoV. (Class Aot Wiz e :
M e e Actcecoieces 191059 15 41.00PM ! @®
Vault Settings (5] EM
Sat 01-19-
DemoV  Class Agent i Sun 01-20-
System Info (5] M Demo  Status Agentdisconnecied 192;“’3 1910:56 PM 1 ®
Cluster Management (> DemoV  Class Failed Backup failed, please check F:;T,t Fri 01-18-19 i a -
The following alerts can be generated by the Appliance:
Missed Backup The Missed Backup alert is generated if a Protected System did not

complete the last scheduled backup.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Failed Backup The Failed Backup alert is generated if a backup process fails.
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This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

No Transmission to The No Transmission to Vault for 48 Hours alert is generated if the
Vault for 48 Hours Appliance is not able to connect with the Vault within a 48-hour time
period.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Degraded Storage The Degraded Storage Volume in ZFS Pool alert is generated if an
Volume in ZFS Pool Appliance storage volume has been marked as degraded.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

ZFS Pool Offline The ZFS Pool Offline alert is generated if the entire ZFS Storage Pool
is offline.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Storage Pool at 80% The Storage Pool at 80% Capacity alert is generated when storage
Capacity capacity for the Appliance is over 80% full.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

End User Disk Quota The End User Disk Quota alert is generated if disk quota configured
for a Customer reaches the specified limit.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Boot VM Check The Boot VM Check email report provides a complete list of Boot VM
Check results. You can also access this information in the Global
Management Portal.

For instructions on integrating with ConnectWise, please reference the Integrating
with ConnectWise section of this guide.

To view alerts in the Appliance Web interface:
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1. Login to the Appliance Web interface. Login

(Replibit

Username

admin|

Password

Powered by Download agent

2. Inthe left-hand navigation menu, P —
click the Alerts tab. The Alerts page AR ki

displays, listing active alerts. g ®
v e (ﬁeg!gm_t.

Protected Systems ©
Schedules (3]
Jobs ©
File Browser (> ]
3. Inthe Alerts page, you can optionally
toggle between active and archived ——

alerts.
Show| 100 v | entries

e Clickthe Alerts tab to view active
alerts.

e C(Clickthe Alert Archive tab to view @

historical alerts. show 100 Tonties

Note: Retention of archived alerts
is controlled by Jobs Auto Delete
Settings, which is accessible by
clicking the Settings tab.
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4. Inthe Alerts page, read each alert to
understand important events that mﬁ"ﬂ!"ﬂm e 2 S 3TN
occur in the system. e 73 | R RS ., 2

e A [t

5. Use the Status column to view the e R AE T
status of alerts. Alert status can be L z = e
Active, Closed, or Auto Cleared. CT— “:W f“ _— “ ==

6. Hover your mouse over icons in the —— ol TR R e [R5 R L b
Status column to read their text label. |z== o == = =om mLER LT

7. Optionally, clickthe Action button to | sew s s e mis oz
manually close an Alert. Most alerts " m:,.. -,
will be automatically cleared if the O
next attempt to perform the failed W o e emmowswEB lw @
action succeeds. DS M owmows  wm DO

B e 00w 0L iy 4

Viewing Storage Settings for the Appliance

The Manage Storage page allows you to see the status and configuration of the Storage Pool and
all disk volumes active within the system. From this menu pane, you can create or destroy the
Storage Pool, replace failed disks and perform a rebuild of the Storage Pool, or add disks to the
Storage Pool to expand storage capacity.
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Available Licenses
Workstation: ) Server: () Add Storage (ClassDemo) Logged in as admin~

(Replipit s e

Appliance
pool: tank
Protected Systems (5] state S ONLINE
scan: none requested
config:
Schedules ©
NAME STATE READ WRITE CKSUM
Jobs (5] tank ONLINE ] ] (]
raidz1-@ ONLINE ] ] e
scsi-SATA Micron_M6@@_MTFD_1622131ED982 ONLINE (] (] (]
Alerts 0 scsi-SATA Micron_M6@@_MTFD_1622131EDSES ONLINE ] -] ]
scsi-SATA Micron_M60@_MTFD_1622131EBC48 ONLINE (] (] (]
File Browser ©
errors: No known data errors
NFS Exports ©
> Storage Pool
iscsl ©

> iSCSI Storage

Manage Storage

I

© 0|0 |0 |0

Settings
ConnectWise Settings
Vault Settings

System Info

Cluster Management

To view storage settings for the Appliance:

1. Login to the Appliance Web Login
interface. ('\ .
Replibit
o
;:’assword

Powered by Download agent

2. Inthe left-hand navigation menu,
click the Manage Storage tab. The
Manage Storage page displays, giving
you access to storage settings.

Add Storage (ClassDemo)

+ ExpandPool | x Destroy Pool

Res0 wmITE CXSIn

sssse
ssvee
ssene

3. Inthe Storage Status section, review
the current configuration and status
of the Storage Pool. For example:

e The Pool Statefield should be
marked as Online.

e The Statefield should be marked
as Online.
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e The State of each disk volume
presentfield should be marked
as Online.

e The Read, Write, and CKSum
error count columns should be
marked as 0.

e The Errorsfield should be
marked as No Known Errors.

Note: Please contact Axcient
Support if the Storage Status
section does not display
expected values.

4. Optionally, click the Expand Pool Add Storage (Cassemo) —
button to scan for the Storage Pool storage status: DD
size, change, and add the new B e
storage space to the Pool.

5. Click the Destroy Pool button to
delete the Storage Pool and all data.

Note: Use this option with caution. If
you click Destroy Pool, the system
will delete the Storage Pool and all
data and is irreversible.

6. Click the Storage Pool section to

view failed, used, and unused disks. Bk

RAIDQ (Minimum 1 disk)

e Click the Failed Disks sub- compresson Leve:
section to identify disks that have [ =™
failed. You can also use this b
section to replace failed disks, if
necessary. For more information, L
please reference the Managing
Failed Disks section of this guide.

Note: For

e Clickthe Used Disks sub-section
to identify disks in use. This
section is useful to view disk
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information, including disk status
and size.

e Click the Unused Disks sub-
section to identify disks not yet in
use. This section can be used to
expand the capacity of the
Storage Pool, if necessary. For
more information, please

reference the Expanding the
Storage Pool section of this

guide.
7. Click the iSCSI Storage section to
view any external iSCSI disk volumes. e et P e oen

Showing 010 0 of 0 entries. « Previous Nest B

Discover & Add iSCSI Storage

iISCSI utilizes the network layer e
instead of a dedicated storage L
controller when performing disk and Qe
storage operations.

Note: We do not recommend mixing
Local storage with iSCSI storage
devices when creating the Storage
Pool.

Managing Failed Disks

If you encounter critical errors with your storage pool, including a degraded or failed disk, you
will need to replace these disks as soon as possible to reduce the risk of data loss.

To replace a failed disk:

1. Loginto the Appliance Web interface. Login

2. Inthe left-hand navigation menu, click (\‘ TR
the Manage Storage tab. The Manage Repllblt
Storage page displays, giving you access Username

to storage settings. I

Password

Powered by Download agent
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3. Inthe Manage Storage page, click to —— . [

expand the Failed Disk section. Failed o e o owo  oumm m::f‘ =
disks will be listed in this section. .o

, e —

4, Click the Replace button to start the e e~ ]

failed disk recovery process.

5. Inthe Replace Disk dialog box, select an
unused disk that will be used to replace Replace Disk
the failed disk. Faulted Disk:

e In Unused Disk drop-down menu, scsi-36000c29f6d04113ee3bedcb0f00910e6
select an available disk that is as

large as or larger than the original Unused Disk: ]
alledotume, | /devisde (300.00GB) v|
e Click the Replace button to begin
rebuilding the RAID set onto the Please make sure that the new disk is of the
replacement drive. same or greater in size than the disk being

replaced. Are you sure you want to replace? if
yes please click Replace button.

Cancel JVARE ETES

Expanding the Storage Pool

You can expand your Appliance storage pool if you need additional space for your Appliance. The
Unused Disks section of the Manage Storage page can be used to expand the capacity of the
Storage Pool, if necessary.

To replace expand the storage pool:

1. Loginto the Appliance Web interface. —

2. Inthe left-hand navigation menu, click (\\ of o
the Manage Storage tab. The Manage Repllblt
Storage page displays, giving you access Username

to storage settings. admirf

Password

Login

Powered by Download agent
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3. Inthe Manage Storage section, click to
expand the Unused Disks section.
Unused disks will be listed in this section. [ s s

4. Use the Disks checkboxes to select a set e
of disks that are the same size. The size e
does not have to be the same as other T —
RAID sets already assigned to the Storage | s s

Vault Sattings

Pool. spaene

Cluster Management

o o o000
F
-
&
5
g
3

JHHE

o o o 0|0

Note: You will need to select the required
minimum number of disks. Minimum
Disks is defined as the number of disks
used to initially create the Storage Pool.

5. Click the Add to Storage button to create
anew RAID set and add it to the existing
Storage Pool.

Managing iISCSI Storage

You can optionally utilize iSCSI storage within your Appliance storage pool.

iSCSI utilizes the network layer instead of a dedicated storage controller when performing disk
and storage operations. Keep in mind that multiple network adapters should be employed when
utilizing iSCSI for the Storage Pool in order to prevent network performance bottlenecks.

We do notrecommend mixing Local storage with iSCSI storage devices when creating the
Storage Pool.

To manage iSCSI storage:

1. Loginto the Appliance Web interface. o

2. Inthe left-hand navigation menu, click the (\ of o
Manage Storage tab. The Manage Repllblt
Storage page displays, giving you access Username

to storage settings.

Password

Powered by Download agent

3. Inthe Manage Storage page, click to
expand the iSCSI Storage section.
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4. Inthe [SCSI Storage section, discover and
add iSCSI storage:

e Inthe Server IPfield, enter the iSCSI
Target Server IP address.

e Inthe Portfield, enter the port
number if it has been changed from
the default port.

e Click the Scan button to search for
accessible storage targets.

e Usethe drop-down menu to select
from a list of discovered iSCS/ Targets.

e Optionally, if you need to configure
CHAP authentication, click to enable
CHAP Logon Information and enter
the username and password.

e Click Connect to save attach the iSCSI
volumes.

Discover & Add iSC3 Storage

192 158 50 351

325

K30 200804 DO GNAH -5 DA RSl el D3NS v

g SO0 CHl com g B T phm R e DO

Viewing Appliance System Information

You can monitor Appliance system information from the System Info page in the Appliance Web
interface. The System Info page displays detailed information about CPU usage, running

processes, network data, disk usage, and more.

©2019 Axcient, Inc. All rights reserved.
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AXcient

Available Licenses -~
Workstation: () Server: Q) System Info (ClassDemo) Logged in as admin -
CReplibit
Bpppance ClassDemo (rb-training-mgmt.rb.ams.efscloud.net:10002) v
Protected Systems .
Y o Local System Details Volumes
Schedules .
0 System Name: ClassDEmu. ) ) 0S Partition
0S5 Name: Hardened Linux(Linux kernel)3.13.0-165-generic
Jobs (5] RAM Capacity: 16 GB Label: /dev/sdal
File System: extd
Alerts o Disk Usage Statistics oEmrnits =
GUID:
" 1Is Encrypted: Yes
File Browser © Name: Storage Pool (tank) Is Protected: No
Used: 313G Is Compressed: Yes
NFS Exports (> ] Available: 497G Total Space: 101.62 GB
Used Space: 20.36 GB
iSCsl o Free Space: 81.26 GB
Name: Exports (tank/aristosimgexports)
Used: 22.86
Manaoe Storage © Available: 497G Network Interfaces
Settings o
Show 10 ¥ Search: Mac: 38:2c:4a:0e:f1:c2
q tri : .168.1.
ConnectWise Seﬂmgs o entries 1P Address: 192.168.1.21
i P;ut;zt':d v Username Available Used
Vault Settings 0 id . Mac: e2:a4:ec:ae:9%a:ac
isé?'"' admin 497G 2726 1P Address: 169.254.11.75
System Info > |
DemoVM admin 497G 18.0G
Showing 1 to 2 of 2 entries 4 Previous Next
Cluster Management © -

To view Appliance system information:

1. Loginto the Appliance Web interface. Login

Replibit

Password

Powered by Download agent
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2. Inthe left-hand navigation menu, click
Workstation: [ Server:
the System Info tab. The System Info
page displays, showing an overview and (ﬁe‘ﬂ%
summary of the system status of the
Appliance. il g
Schedules O
Jobs o
Alerts e
File Browser [
MFS Exports 0
ISCH O
Manage Storage o
Settings o
Conneciise Sottings (3]
Vauit Settings e
2]
Cluster Management 0
3. Inthe System Info page, review the amomis o+
following sections: Lty P e
e Inthe Local System Details section, Een s e -
review the system name, operating e — s -
system, and RAM capacity details. s e i
----- Exports (LK aristosimgaxpans) s By Lo
e Inthe Disk Usage Statistics section, oS Network Intotoces
review information about each disk. o e e waetia
You can view the name of the disk, as S’ Ve M vt - R
well as space used and space e e

available.

e |nthe Volumes section, review
information about the Operating
System volume. For example, you can
view the encryption status, total
space, used space, and free space.

e Inthe Network Interfaces section,
review network details, such as the
MAC and IP address.
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4. Inthe System Detail Graphs section,
review the graphs in each panel. You can [ e Bl
view the following information about the i | £
loCalhOSt: nl-“nu:l: \':cw;u\ -::‘: ((((( EEE;’ localhost Network last hour
e Load, memory, CPU, network activity, b EH

oo B L
and packets in and out over the past e e P
hour.
. . . i ﬂ
e CPU aidle, CPU idle, CPU nice, CPU T
system, CPU user, and CPU wio over o —— | e ——

the past hour.

e Disk space available, total disk space,
and maximum disk space over the
past hour.

e Fifteen, five, and one minute load
average over the past hour.

e Memory buffers, cached memory,
and free memory over the past hour.

e Free Swap space over the past hour.

e Bytes received, bytes sent, packets
received, and packets sent over the
past hour.

e Total running processes and total
processes over the past hour.
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Managing Vaults

The Replibit Vault is the datacenter component of Replibit. Because the Vault receives replicated
Protected System data, it is important that you perform basic administrative tasks to ensure the
integrity of your data.

Whether you are vaulting to the Axcient Cloud or to your own Private Cloud datacenter, you can
perform various management tasks within the Vault Web interface. For example, you can:

e Monitor alerts, and
e View system information.

If you vault to your own Private Cloud datacenter, you are responsible for
performing hardware maintenance tasks. You can review recommendations and
best practices in our Knowledgebase.

If you vault to the Axcient Cloud, these tasks are performed for you by the Axcient
team.

Monitoring Alerts in the Vault Web Interface

The Alerts tab shows the status of any active or recent alerts generated by the Vault. For example,
you can track replication status, storage failures, and more.

T
(Replibit o _—

Vault —_
Protected Systems (>] [0 7] Seareh:

System Name Host Name Type Title Created v Resolved Occurrence  Status  Action
Users L
o vaultt License License Sync M:; é}; ;): Mon 04-08- 4 ‘
Unavailable Failed ; 19 07:40 PM
Jobs © PM
Showing 1 to 1 of 1 entries. 4 Previous Next b

Manage Storage (>]
Settings [(>]
ConnectWise Settings (>]
System Info ©
Vault (v8.3.0-rc2)
System ID dat_Txaz3
Powered by Replitit

The following alerts can be generated by the Vault:

Degraded Storage The Degraded Storage Volume in ZFS Pool alert is generated if a
Volume in ZFS Pool Vault storage volume has been marked as degraded.
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This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

ZFS Pool Offline The ZFS Pool Offline alert is generated if the entire ZFS Storage Pool
is offline.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Storage Pool at 80% The Storage Pool at 80% Capacity alert is generated when storage
Capacity capacity for the Vault is over 80% full.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

End User Disk Quota The End User Disk Quota alert is generated if disk quota configured

at 80% Capacity for a Customer reaches 80% of the specified limit. Replication will
become blocked for the customer when storage usage reaches
100% of the defined limit.

This alert will display in the Alerts tab. Optionally, you can configure
an Email alert or a ConnectWise alert.

Boot VM Check The Boot VM Check email report provides a complete list of Boot VM
Check results. You can also access this information in the Global
Management Portal.

For instructions on integrating with ConnectWise, please reference the Integrating
with ConnectWise section of this guide.

To view alerts in the Vault Web interface:

1. Loginto the Vault Web interface. Login

(Replibit

Password

Powered by Download agent

59

©2019 Axcient, Inc. All rights reserved. axcient.com 800.715.2339



2. Intheleft-hand navigation menu, click e .
the Alerts tab. The A%erts page @ephgf:!
displays, listing active alerts. Protected Systems o
Users (>
Jobs (>
Manage Storage (>
Settings (>
ConnectWise Settings (>
System Info (>
Sysom > dat Tz
3. Inthe Alerts page, you can optionally
toggle between active and archived —

alerts.
Show| 100 v | entries

e Clickthe Alerts tab to view active
alerts.

e C(Clickthe Alert Archive tab to view @
historical alerts.

Show 100 v  entries

Note: Retention of archived alerts
is controlled by Jobs Auto Delete
Settings, which is accessible by
clicking the Settings tab.

4. Inthe Alerts page, read each alert to e —
underStand Important events that u:n:jj."n:'::" Host Name Type Title Created , Resolved mm::::s [“Status | Action
occur in the system. wo o mE e Seew om0 | e

5. Use the Status column to view the

status of alerts. Alert status can be
Active, Closed, or Auto Cleared.

6. Hoveryour mouse over icons in the
Status column to read their text label.
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7. Optionally, click the Action button to p——
Wed 02-06-
manually close an Alert. Most alerts DS o 0246 PM 1 @
. . . 02:38 PM
will be automatically cleared if the
next attempt to perform the failed S oays Tue0212- 1 A
action succeeds. ay  190648AM
Thu 01-31-
; Mon 02-04-
19&359 19 11:44 AM ! @
Wed 01-
Thu 01-31- ’
103j(1]'51gm 19 05:21 PM ! »
Tue 01-22-
i Tue 01-22-
01055 oo — A

Viewing Vault System Information

You can monitor Vault system information from the System Info page in the Vault Web interface.
The System Info page displays detailed information about CPU usage, running processes,
network data, disk usage, and more.

= System Info (ClassDemo i i =
Workstation: () Server: Q) Y ( ) i
CReplibit
gpppance ClassDemo (rb-training-mgmt.rb.ams.efscloud.net:10002) v
Protected Systems .
y o Local System Details Volumes
Schedules .
o System Name: CIBSSDENIBI ) i 05 Partition
0S Name: Hardened Linux(Linux kernel)3.13.0-165-generic
Jobs (5] RAM Capacity: 16 G8 Label: /dev/sdal
File System: extd
Alerts o Disk Usage Statistics 1s Bootable: Yes
GUID:
" 1s Encrypted: Yes
File Browser o Name: Storage Pool (tank) Is Protected: No
Used: 313G 1s Compressed: Yes
NFS Exports (5] Available: 497G Total Space: 101.62 GB
Used Space: 20.36 GB
iscsi (> Free Space: 81.26 GB
Name: Exports (tank/aristosimgexports)
Used: 22.8G
Manage Storage 0 Available: 497G Network Interfaces
Settings (5]
Show |10 ¥ Search: Mac: 38:2c:4a:0e:f1:c2
. tri H .. 1.
ConnectWise Settings ) entries 1P Address: 192.168.1.21
" P;:t;ztr:d v Username Available Used
Vault Settings 0 = Mac: e2:a4:ec:ae:9%a:ac
ZERIETE admin 497G 2726 IP Address: 169.254.11.75
rklem
System Info > .
DemoVM admin 497G 18.0G
Showing 1 to 2 of 2 entries 4 Previous Next b
Cluster Management © -

To view Vault system information:
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1. Loginto the Vault Web interface. Login

Replibit

admin|

Password

Powered by Download agent

2. Inthe left-hand navigation menu, click the .
System Info tab. The System Info page (R\ephgg

displays, showing an overview and

Protected Systems
summary of the system status of the Vault.

Users

Jobs

Alerts

Manage Storage

Settings

©| 0|0 0|00 0O

ConnectWise Settings

System Info

Vault (v8.3.0rc2)
System ID dat_Txaz3
Powered by Replibit

3. Inthe System Info page, review the ot ot s o+
. . Local System Details Volumes

following sections: I o

e Inthe Local System Details section, Pt ses E -
review the system name, operating i B .
system, and RAM capacity details. o S o s e

e Inthe Disk Usage Statistics section, e s
review information about each disk. Br— —
You can view the name of the disk, as IO e . ot e
well as space used and space bk, Ll

available.

e Inthe Volumes section, review
information about the Operating
System volume. For example, you can
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view the encryption status, total
space, used space, and free space.

e Inthe Network Interfaces section,
review network details, such as the
MAC and IP address.

4. Inthe System Detail Graphs section, ~I——
review the graphs in each panel. You can [y [ |
view the following information about the £ "
localhost: . o
e Load, memory, CPU, network activity, ;. g
and packets in and out over the past | eSS e [ |
e CPU aidle, CPU idle, CPU nice, CPU iz
system, CPU user, and CPU wio over g_m LR

the past hour.

e Disk space available, total disk space,
and maximum disk space over the
past hour.

e Fifteen, five, and one minute load
average over the past hour.

e Memory buffers, cached memory, and
free memory over the past hour.

e Free Swap space over the past hour.

e Bytes received, bytes sent, packets
received, and packets sent over the
past hour.

e Total running processes and total
processes over the past hour.
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