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Cloud Failover (Virtual Office) 
In the event one or more protected devices fails, the Cloud Failover feature in the Web Application allows you to start virtual 

machines (VMs) in the Axcient Cloud of one or more protected devices. The Axcient Cloud failover solution allows you to do 

the following: 

 Create a Virtual Office running in the Axcient data center that matches existing server configurations. 

 Configure the network settings for the Virtual Office, including: 

 Provide secure access to the Virtual Office by configuring the VPN. 

 Configure multiple subnets for the Virtual Office. 

 Configure Site to Site VPN, allowing multiple remote networks to connect to the Virtual Office. 

 Allow VMs to access the Internet by enabling outbound internet connections, or keep them isolated for 

development and testing purposes. 

 Configure remote desktop for the Virtual Office. 

 Establish Port Forwarding rules. 

 Configure the restore point, vCPU cores, and vRAM for each device in the Virtual Office. 

 Create Runbooks (Automated Orchestration) to automatically fail over or start large numbers of VMs in the Virtual 

Office. 

This section of the Recovery Guide will cover how to deploy and configure the Virtual Office, as well as how to prepare, start, 

access, and shut down the devices. 
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Get started: Access the RMC (Remote Management Console) 

Log in to the x360 Portal at https://partner.axcient.com/login 

Click Launch on the x360Recover tile. 

 

The Remote Management Console (RMC) opens and displays the Dashboard. 

 

Start the Virtual Office 

To start the Virtual Office: 

 

From the Axcient Web Application, navigate to the Client 

Details page and click the Recovery Wizard button. 

 
STEP 1 

https://partner.axcient.com/login
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On the Recovery Wizard  screen, click the Start 

Virtualization option. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Select the type of local virtualization to deploy: 

 Select the Run as Test option to test the 

virtualization process and verify the availability of 

recovery points in case of an emergency. 

 Select the Put it in Production option in the event 

of a disaster. This local failover VM can be used to 

temporarily replace production devices until a 

permanent replacement is ready. 
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Select how to start the Virtual Office: 

 Select the Start using a Runbook radio button to 

select a pre-configured Runbook for deploying the 

Virtual Office. For more information, please 

reference the Runbooks section of this guide. 

 Select the Don't use a Runbook radio button to 

manually configure the Virtual Office, including 

network settings, device configurations, and 

more. 

 

 

 

 
 

If you selected not to use a Runbook, configure 

settings for the Virtual Office: 

 To set up a subnet for the Virtual Office, 

configure the Gateway and Netmask fields: 

 In the Gateway field, enter the gateway IP 

address. This address should be the same as the 

default gateway on the physical network that the 

Virtual Office is trying to replicate. For example, 

if devices are on the 192.168.1.xxx network, the 

gateway will most likely be 192.168.1.1. 

 In the Netmask field, enter the netmask value. 

 To add a new subnet for the Virtual Office, click + 

Add Another. Please note that you can add up to 

ten subnets. Subnets must not overlap with 

other subnets on the Virtual Office. 

 To delete a subnet, click the red Delete icon.. 

Click the Start Virtual Office button when you are 

finished. 
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The Virtual Office is being set up.  

• You will taken to the Virtual Office when it is ready. 

• If you opt to close this window, you can access the  

Virtual Office from the dashboard later  
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Virtual Office Page 
The Virtual Office page is accessible when a Virtual Office has been started. The Virtual Office page is the administrative page 

for the Virtual Office, where you can take various managerial actions. 

The Virtual Office page includes the following sections: 

Virtual Office Summary 

This section displays the summary of the Virtual Office, showing which Sites are being virtualized and the type of 

virtualization (test or production). 

Additionally, you can stop all running VMs or take steps to discard the Virtual Office. 

 

Device List 

This section displays all protected devices under the selected Service. The device states are explained in the section below. 

 

Configure Office 

This button launches the Virtual Office Configuration page where you can configure various aspects of the Virtual Office. 

 

Resources 

This section displays information on how long the Virtual Office has been running. 
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Figure 1 - Virtual Office Page 
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Virtual Machine States 

A VM will be listed in one of the following states: 

 Offline—VMs that have yet to be rendered. To render a device, click the Render button. 

 Ready—VMs that have been rendered, but are not yet running. This means that you have allocated CPU cores and 

RAM to the VM. To start a device and make it accessible, click the Start button. 

 Starting—VMs that are in the process of starting after clicking the Start button. 

 Running—live VMs that are accessible through a VNC or RDP agent. You can optionally click the Stop button to return 

the device to a Ready State. Log in to access the VM using the built-in web VNC agent or click the Discard button to return 

to the device to an Offline state. 

 Stopping—VMs that are shutting down after clicking the Stop button. These devices will revert back to the Prepared 

state. 
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Configure the Virtual Office 
You can configure the cloud failover environment for various network options. To configure these options: 

 

 

On the Virtual Office page, click the Configure Office 

button. 

 

 

 

 

 

 

 

 

 

Network Settings 
The Network section allows you to configure subnets under the primary Virtual Office network. 

You must configure at least one subnet in the Virtual Office. This will be required when preparing a device. 

If the original environment has multiple subnets, you can emulate this configuration in the Virtual Office. The Network 

settings section allows you to create multiple subnets in order to replicate the original environment. 

To edit the network settings: 

 
STEP 1 
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On the Configure: Virtual Office page, click the Edit 

button in the Network section. 

 

 

 

 
 

On the Network screen, enter a value for one or more of 

the following fields: 

 In the Gateway field, enter a gateway IP address. 

 In the Netmask field, enter the netmask value. 

 Optionally, click the +Add Another link to add an 

additional subnet. Please note that you can add up 

to ten subnets. Subnets must not overlap with other 

subnets on the Virtual Office. To delete a subnet, 

hover your mouse over the appropriate row and click 

the red Delete icon. 

 Optionally, in the VNC IP field, enter the IP address 

for the VNC clients, which can be any available 

(unused) IP address in the Virtual Office. VNC clients 

typically use the Virtual Office Gateway address, so a 

separate IP address is not necessary. However, when 

testing a Cloud Failover while the original gateway is 

still active, an alternative IP address should be 

specified. 

 Optionally, enable the Outbound Access option to 

allow outbound access to the Internet. Enabling 

Internet connectivity allows both outbound and 

inbound messages between external devices and the 

server VMs in the Virtual Office. Disabling outbound 

access means that only devices within the Virtual 

Office can communicate with each other. 

Click the Save button to save any new configurations. 
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Virtual Private Network (VPN) 
You can configure a VPN to create a secure connection over the public Internet so that outside devices can connect. 

You can configure the network settings for the VPN, as well as configure specific user logins. 

To edit VPN settings: 

 

 

On the Configure: Virtual Office page, click the Edit 

button in the VPN section. 

 

 

 

On the VPN section of the screen, enter a value for one or  

more of the following fields: 

 Enable the VPN setting to turn on VPN. 

 Enable the Split Tunneling setting to route the VPN 

user’s Internet access through their device. 

Alternatively, disable to route all Internet traffic 

through the Virtual Office. 

 In the Virtual Subnet  field, enter the IP address that 

gets assigned to the virtual network interface 

inside the failover network. This address must be 

an unused IP address. 

 In the Client IP Range field, enter the range of 

available IP addresses that are assigned to 

connecting VPN users. This range must not conflict 

with any devices in the Virtual Office. 

 In the User Authentication section of the screen, 

create login credentials for users to access the VPN. 

Click the Add Another button to create multiple 

user logins. 

Click the Save button to save any new configurations. 
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Connecting to VPN 

When a VPN network has been configured in the Virtual Office, you will need to connect to the VPN network using OpenVPN 

agent.  

To connect to the VPN network:  

First install OpenVPN client on your laptop or desktop from where you will be connecting to virtual office VPN 

OpenVPN Client can be downloaded from here 

 

On the Configure: Virtual Office page, find the VPN 

section.  

 One the VPN has been configured successfully, 

click Download to download VPN client config 

files. These must be downloaded to the config 

folder of the OpenVPN agent. 

 

 

 

 

 

. 

 
 

If you are using the OpenVPN option, the configuration 

file should be automatically configured with the 

appropriate information; however you may want to 

confirm this. 

Using a preferred text editor, open the configuration file 

for the VPN agent. The configuration file must be saved 

in the following format: File Name.ovpn. 

Confirm that the following text exists in the 

configuration file: 
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client 

remote Public IP of Virtual Office 

port 1194 

dev tun 

proto udp 

resolv-retry infinite 

nobind 

persist-key 

persist-tun 

ca Certificate File filename 

auth-user-pass 

ns-cert-type server 

comp-lzo 

verb 3 

cipher AES-256-CBC 
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Save the changes to the configuration file. Make sure 

the ca.crt file and the configuration file are both 

saved in the config folder of the VPN agent. 

 

 

 

 

 

 

 

You can now run the agent and connect to the VPN. Use 

the username and password configured in the VPN 

section to access the VPN. The administrating user who 

originally creates the logins should make note of the 

passwords when creating them. Once saved, the 

passwords are hashed for your protection. In the event 

a password is forgotten, simply delete the user and 

create new login credentials. 
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Port Forwarding 
Port Forwarding is not enabled by default but can be configured to work in the Virtual Office. 

Enabling Port Forwarding could lead to a network collision if configured on a Test Virtual Office. Do not enable and configure 

Port Forwarding for a Test Virtual Office as productivity and data loss may occur. 

Additionally, Port Forwarding must be enabled for Site to Site  IPSec VPN to 

function. To configure or edit the Port Forwarding settings: 

 
 

On the Configure: Virtual Office page, click the Edit 

button in the Port Forwarding section. 

 

 

 

 
On the Port Forwarding screen, update the 

following fields: 

 Enable the Port Forwarding option. 

 Enter the appropriate values to set the 

port forwarding rules: 

 In the Ext Port field, enter the 

external port number to be 

forwarded. 

 In the Internal IP field, enter the 

internal 

IP address. The internal IP address must fall 

inside one of the Virtual Office's subnets. 

 In the Int Port field, enter the 

internal port number. 

 Click the Add Another button to add 

additional entries. Repeat these steps as 

many times as necessary. 

Click the Save button to save any new 

configurations. 

. 
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 Int Port—designate the internal port number of the 

target device being forwarded to. 

Click the Add Another button to add any additional 

entries. 

Click the Save button to save any new configurations. 

 

 

DHCP Settings 
DHCP is not enabled by default but can be configured to work in the Virtual Office environment. Please note that the DHCP 

applies only to virtualized devices and not for remote user IP addresses that are assigned through the VPN settings. 

To configure or edit the DHCP settings: 

 

 

 

On the Configure: Virtual Office page, click the Edit 

button in the DHCP section of the page. 

 

 

 

 

 

 

 

 

 

On the DHCP screen, enter a new value for one or more 

of the following fields: 

 Enable the DHCP option. 

 In the Domain field, enter the domain name. 

 In the DNS Servers field, enter the host name or IP 

address of the DNS server. Click the Add Another 

button to add additional DNS servers. 

 In the Range field, enter a range of IP addresses 

that can be used by the DHCP. The range must 
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reside inside one of the Virtual Office's subnets. 

 Optionally, in the MAC to IP field, assign an 

IP address to a server by entering the MAC address 

and the desired IP address. 

 Click the Add Another button to add more entries. 

Click the Save button to save any new configurations. 
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Site to Site VPN 
Site to Site VPN lets you create a single VPN endpoint for a local network through which any local user can connect to the 

Virtual Office. Once the Site to Site VPN endpoint has been configured, a virtual image is generated, which must be then 

downloaded and run on any VMware virtual machine software. 

 

Figure 2 - Visualization of the Site-to-Site Endpoint Functionality 
 

 

The image above represents a typical use case where the Site to Site VPN feature would be helpful. 

Using Site to Site VPN is not recommended in a test environment. However, it can provide valuable services in the following 

situations: 

 When a disaster occurs in an organization with two (or more) sites linked together in a corporate network. A 

Site-to-Site VPN connection can be configured that effectively recreates the corporate network for the unavailable 

physical site. 

 When a site is being rebuilt after a disaster, such that users can physically use the site but the machine room is still in 

repair. The Site to Site VPN connection can be configured as a replacement while the machine and servers are being 

rebuilt. 
 

Note 

For the Site to Site VPN feature to function, Port Forwarding must be enabled. Once enabled, you can continue to 

configure the Site to Site VPN. 
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IPSec Site to Site VPN Settings 
The Internet Protocol Security (IPSec) Site to Site VPN feature allows you to establish IPSec VPN tunnels from the Virtual 

Office in the Axcient Cloud to any standard compliant IKEv2 IPSec VPN gateway on your local network. Specially, you can use 

this feature during a site disaster to: 

 Recreate the network in an organization with two or more sites linked together in a corporate network 

 Temporarily replace a connection while a machine room is rebuilt after a disaster 
 

To set up an IPSec Site-to-Site VPN connection, you must turn on the feature in your Virtual Office and also configure settings 

on your gateway. 

 

To set up a Site to Site IPSec VPN:  

 

On the Configure: Virtual Office page, click the Edit  

button in the Site-to-Site IPSec VPN section.          

 

 

 
 

 
STEP 1 

Note: IPSec Site-to-Site VPN is not recommended in a test environment. 
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After Port Forwarding settings have been configured, 

navigate to the Site to Site IPSec VPN section and click 

the Edit button. You can configure the following options: 

 Click the S2S IPSec option to enable Site to Site 

IPSec VPN settings. 

 In the Local IPSec ID field, specify the IPSec 

identifier for the virtual office gateway. It can be 

an IP address (Virtual office public IP) or a 

distinguished name (FSDN or user FSDN or any 

unique string)  

Configure Remote Sites: 

  In Site Name Field, specify site name 

 In the Site Public IP field, enter the public IP 

address of the remote machine or hardware with 

IPSec software (for example, Cisco ASA) 

  In the Site Remote Subnets section, enter the 

remote subnets in IPv4 format for sharing with 

the Virtual Office subnets. Please note that these 

subnets do not need to intersect with the Virtual 

Office subnets.  

 In the Remote IPSec ID field, specify the IPSec 

identifier for the remote site gateway. It can be an 

IP address (Site public IP) or a distinguished name 

(FSDN or user FSDN or any unique string) 

 

Click the Save button when you are finished. 

 

Gateway Settings 
You can connect with any standard compliant IKEv2 IPSec VPN gateway.  
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Render and Start Devices 
When the Virtual Office is configured, you must render devices within the Virtual Office.  Rendering 

devices in the Virtual Offices includes the following steps: 

 Select the desired restore point. 

 Allocate resources. 

To render a device: 

 

 

On the Virtual Office page, expand a device and click the 

Render button. 

 

 

 

 

 

 
 

In the Render screen, select the desired restore point and  

Allocate resources (CPU CORES and VM RAM) 

 

Click the Start Render button when you are finished. 

. 

 

 

On the Virtual Office page, expand a device and click the  

start button. 
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You may: 

• Edit a running device to allocate additional resources or 

• Stop a running device or 

• Discard a running device and re-render with a different  

Recovery point 
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How to Connect to a Device 
When the Virtual Office is configured and the devices have started, you might access a specific device by launching WebVNC 

application from x360Recover Manager (formerly known as RMC) or using RDP.  

WebVNC 
 

 

On the Virtual Office page, expand a device and click the 

Login button. It invokes a WebVNC session for your device 

 

 

 

 

 

 
 

In the WebVNC page, login to your device with VNC 

Credentials provided in the Virtual Office page 

 
. 

     

 

 

RDP 

You can use a preferred third-party Remote Desktop Protocol (RDP) agent to interact directly with the device desktop. 
 

 

 
You can RDP into a device in one of three ways: through VPN, Site to Site IPsec VPN, or Port Forwarding. You can configure 

these settings in the Configure the Virtual Office page. 

 

Virtual Private Network (VPN) 

Caution! 

To RDP into a device, you must first enabled the Allow users to connect remotely to your computer option on the original 

device. The recovery point selected must have this option enabled; otherwise you will be unable to RDP into the device. 

 
STEP 1 

 
STEP 2 



            © 2021 Axcient, Inc. All Rights Reserved. 26 

 

 

Before using the RDP agent to access a device over a VPN: 

 Confirm the target device is in the Running system state. 

 Configure a VPN network in the VPN settings section. 

 Connect to the VPN when it has been successfully configured. 

After you configure and connect to the VPN network: 

 

Open the preferred RDP agent. In this example, we will 

use the Microsoft Remote Desktop RDP agent. 

 
STEP 1 
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To complete the connection process, find the IP address 

and credentials for the device. 

 
To obtain the IP address, open the Virtual Office page 

and expand the target device. Use the IP address listed 

in this section. 

 
 

Save the new connection. You can now RDP into the 

target device. 
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Port Forwarding 
Before using the RDP agent to access a device using Port Forwarding: 

 Confirm the target device is in a Running system state. 

 Successfully configure one or more Port Forwarding rules. 

After have successfully configured one or more Port Forwarding rules: 

 

Open the preferred RDP agent. In this example, we will 

use the Microsoft Remote Desktop RDP agent. 

 

 

 

 

 

 

 

 

To complete the connection process, find the following 

information: 

 The automatically assigned public IP address for the 

Virtual Office. This can be found in the Network 

section of the Configure Virtual Office page. 

 The external port number (Ext Port Number) 

configured for the Port Forwarding rule. 

 The device login credentials. 
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Enter the information collected in the steps above to 

create the new connection. 

When entering the IP address of the device, you will 

need to be entered as follows: 

<Virtual Office Public IP 

Address>: <External Port Number> 

You can now RDP into the target device. 
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Connecting to a Linux Device 
Unless a 3rd party application has been installed on the Linux device that allows the user to access a GUI of the device's 

desktop, you will be unable to RDP into a Linux device deployed in the Virtual Office. To access the virtualized Linux device in 

the Virtual Office, you will need to SSH into the device. 

As a first step, you will need to configure one of the following: 

 Create and connect to a VPN. 

 Create and connect to a Site-to-Site VPN. 

 Configure a Port-Forwarding rule. 

When the above connection options has been successfully configured, you can use the command line to SSH or use a 

preferred SSH client to access the device in the Virtual Office. 

If using the command line, SSH in to the virtualized device using the following command: 

ssh <Username>@<IP Address> 

You will then be prompted to enter the password for the specified Username. The credentials (Username, IP Address, and 

Password) entered in the SSH command will be that of the original device. If accessing the device using Port-Forwarding, a 

public IP address will be generated, which you can use to issue the SSH command. 

 
After an SSH connection has been successfully established to the device, you can begin issuing commands via the command 

line. 
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Runbooks 
Runbooks, sometimes called Orchestration, allow you to configure an automatic deployment plan for virtualized devices in 

the Virtual Office. You must first configure a subnet in the Network section that matches the subnet of the devices to be 

virtualized. The devices cannot be virtualized unless an appropriate subnet is first created before starting the Runbook. 

Runbooks can be leveraged for the following use cases: 

 Test Disaster Recovery – Create a Runbook to test the user’s disaster recovery plan in the event of a real disaster 

situation. This will help address any potential issues that may arise so that if a disaster occurs, the user will 

experience no issues with deploying a production Virtual Office. 

 Production Disaster Recovery – Create a Runbook to automatically deploy a production Virtual Office with all the 

desired devices and configurations. The user will require the help of Axcient Support to help shut down the Virtual 

Office when ready. 

Configuring a Runbook will allow you to configure: 

 Devices to be virtualized, 

 The order in which the devices should be virtualized, 

 Resources to allocate to each device, 

 Wait time between the deployment of each device, 

 Network settings, and 

 Other advanced options, like VPN settings, Port Forwarding, and Site-to-Site VPN. 

 

Create a New Runbook 
To create a new Runbook: 
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On the client Details page, click the Runbooks link  found in 

the Account At a Glance section of the page. 

 

 

 

 

 

 

 

 
 

In the Create a New Runbook section of the page, enter 

the name of the new Runbook. 

Optionally, enter a description for the Runbook. 

Click the Next button to continue. 

 

 

 

 

 

 

 

In the Add Devices screen, use the checkboxes to select 

the devices to include in the Runbook. 

Note: The Virtual Office will automatically select the 

most recent recovery point to use in deploying the 

Virtual Office. 

Click the Next button to continue. 
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In the Edit Values section, review the selected devices. 

Click the Edit and Delete buttons to edit or delete any of 

the devices. You can edit the following: 

 Device boot PRIORITY, 

 Number of virtual CPU CORES allocated to the device(s), 

 Amount of virtual RAM allocated to the device(s), 

 WAIT TIME in between the booting of virtual devices 

in the Virtual Office 

Click the Next button to continue. 

 
 

In the Network screen, you can configure the following: 

 In the Network section, configure the Gateway IP and 

Netmask of the Virtual Office. Please refer to the 

Configure the Virtual Office section for more 

information. 

 In the VNC IP section, enter the IP address for the 

VNC clients, which can be any available (unused) IP 

address in the Virtual Office. This field is optional 

when you configure the network in the Runbook. If 

you leave this field blank, it will be filled in 

automatically after the Runbook is created from the 

first subnet. Please refer to the Configure the Virtual 

Office section for more information. 

 Optionally, enable the Outbound Access option to 

allow outbound access to the Internet. Please refer 

to the Configure the Virtual Office section for more 

information. 

Click the Next button to continue 
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In the Advanced Settings section, you can enable and 

configure the following methods for accessing devices in 

the Virtual Office: 

 VPN 

 Port Forwarding 

 DHCP 

You can also update these settings after the Runbook has 

started from the Configure Office page. 

Click the Next button to continue. 

 

 

 

 

 

 
 

In the Finish Runbook screen, review summary 

information to confirm that the Runbook settings are 

correct. 

Click the Finish Creating Runbook button to create the 

Runbook. 

The Runbook will now be listed under the Runbook 

Summary section where you can edit or delete the 

Runbook as needed. 
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Start a Runbook 
You can start a Runbook in one of the following ways: 

 On the Virtual Office page, click the Recover button and then select a Runbook. 

 On the Runbook page, select a Runbook and then click the Run Runbook button. 

A Runbook cannot be started under the following circumstances: 

 A Virtual Office or Runbook is already running under the Site 

Runbooks are Client-specific, and only a single Runbook may be running at a time for any given Client. If a Runbook is 

already running under a client, the user will be unable to deploy a second Runbook. 

 No Subnet is configured in the Runbook for at least one device 

A subnet must be configured for at least one of the devices in the Runbook in order to start the Runbook. If no subnet 

is configured for any devices in the Runbook, the Runbook will not start. 

If a subnet is configured for only one or some of the devices, you will need to create the additional subnets in the Virtual 

Office Configuration page in order to virtualize the remaining devices when the Runbook is in a Running state. 

Additionally, you can edit the Runbook to create any additional subnets. The devices with subnets created after the Runbook 

has been deployed will not adhere to the device boot order configured in the Runbook. 

This example will start on the Runbook page. 

 

 

On the client Details page, click the Runbooks link  found in 

the Account At a Glance section of the page. 

 

 

 

 

 

 

 

 
 

In the Runbook Summary section of the page, use the 

checkboxes to select the Runbook and then click the Run 

Runbook button. 
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On the Start Runbook screen, select the type of Virtual 

Office to deploy. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

The Runbook will start and the Starting Runbook screen 

will display the progress. 

You can click the Close button to leave the screen while 

the Runbook starts. 
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Edit a Runbook 
You can edit a Runbook whenever needed, including when the Runbook is inactive and when it is running. 

While a Runbook is inactive, all aspects of the Runbook and Virtual Office can be edited; however, not all aspects of the 

Runbook can be edited while the Runbook is running. For example, you cannot edit included devices when the Runbook is 

running, but you can edit network information. 

After edits have been made, changes are immediately saved and applied. When the Runbook is running, the user can click the 

Configure Office button to make any changes. These changes will be automatically applied to the running Virtual Office, and 

will be applied and saved to the Runbook as well. 

To edit a Runbook: 

 

 

On the client Details page, click the Runbooks link  found in 

the Account At a Glance section of the page. 

 

 

 

 

 

 

 

 
 

In the Runbook Summary section of the page, use the 

checkboxes to select the Runbook and then click the Edit 

Runbook button. 

Update the Runbook as appropriate. 
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Clone a Runbook 
You can optionally clone a Runbook, which allows you to create a new Runbook from an existing Runbook and make changes 

where needed. Cloning a Runbook is a quick and easy way to create a new Runbook with slightly different settings. 

To clone a Runbook: 

 

 

On the Site Details page, click the Manage Runbooks link 

found in the Virtualization section of the page. 

 

 

 

 

 

 

 

 

 

 

 
 

In the Runbook Summary section of the page, use the 

checkboxes to select the Runbook you want to clone and 

then click the Clone Runbook button. 

 

 

 

In the Edit Runbook tab, you can optionally edit the 

settings inherited from the original Runbook. 

For example, you can add or remove devices, change 

values, update network settings, and more. 

Click the Next button to move through each step of the 

editing process. 

When you are finished making changes, click the Finish 

Creating Runbook button. 
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Delete a Runbook 
When a Runbook is deleted, it will not be recoverable. 

To delete a Runbook: 

 
 

On the client Details page, click the Runbooks link  found in 

the Account At a Glance section of the page. 

 

 

 

 

 

 

 

 
 

In the Runbook Summary section of the page, use the 

checkboxes to select the Runbook and then click the 

Delete Runbook button. 

The Runbook is now permanently deleted. 
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Failback 
Failback is the process of restoring a production Virtual Office data back to the production devices and/or data centers. This 

is accomplished by exporting data in the from of virtual servers from the Axcient Cloud as system images and loading them 

back on to the production hardware. 

Axcient provides 30 days of free cloud usage for a production Virtual Office disaster recovery scenario*. Beyond 30 days, 

Axcient will start incurring a minimal overage per server per hour for devices in the production Virtual Office in the Axcient 

Cloud. While Axcient will run the Virtual Office for as long as required, Axcient strongly recommends to start preparing for 

failback to hardware on the user's on-premise data center within those 30 days. 

Once the on-premise hardware is ready, contact Axcient Support to create and execute the failback schedule. 

*Please check with your sales representative for more details on pricing and benefits included in the service. 

http://www.axcient.com/support

